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1 Introduction
In the ad-hoc meeting, the following agreements were achieved:

Agreements:

1:
NR system should support overload/access control functionality of RACH backoff, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.

2:
RAN2 should aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE.

3:
The unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios.

4:
RAN2 should aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE). [FFS whether it will be possible for the mechanism to be completely common between the states]

5
Study whether it is possible to specify the unified access barring mechanism fully inside the 3GPP WGs.

In this paper, we will continue to discuss the access control mechanism based on the above agreements.
2 Discussion
2.1 Unified access barring
RAN2 has agreed that one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE should be supported. In last meeting, LS was agreed [6] to send out to asking CT1 the feasibility of defining the unified access category. In the LS, it is summarized: 
RAN2 considers a framework where the each access attempt is mapped onto an “access category” based on e.g.: 

-
the application triggering the access

-
services (e.g. MMTEL voice, MMTEL video, SMS)

-
call types (e.g. emergency access, high priority access)

-
device/subscription indicators (e.g. low priority UEs)

-
signalling procedure(s) (e.g. NAS procedures, RRC procedures)

-
etc.

According to this, each or multiple dimensions can be combined to form different access categories, e.g. UE with different AC value may have different access category; low priority UE with different call type/service may have different access category. Then the definition of the access category will be complex and the values for the entire access category will be too many. 
Another solution can be considered and RAN can provide multiple-dimensions access barring mechanism based on different requirements. The access barring mechanism for NR should support multiple-dimensions access barring, e.g. based on Access Class, service type, application type, UE type or any combination of them, to reach the accurate access control. For example, the access barring mechanisms should allow service prioritization, where the network can prioritize high priority services in case of network congestion, i.e. to prevent the access attempt from low priority services and allow the access attempt from high priority services. The supported dimensions should be extendable in future.
If different requirements for access control are needed, i.e. prioritize different UEs with different type and service, multiple access barring check items can be used. One or combined dimensions can be involved in one check item. The relationship between different dimensions in one check item can be “AND” and “OR”. For example, for one check item the involved UE could be: SMS, AC 0~2 AND MMTel-Voice, MMTel-Video OR category for one Application = Y, etc.
Proposal 1: Multiple-dimensions access barring mechanism is supported, including e.g., Access Class, service type, application type, UE type or any combination of them. The supported dimensions should be extendable in future.
In details, there may be multiple access barring check items. Each check item can be configured to correspond to one dimension or any combination of them. The check items are in order and are checked by the UE according to the order of sequence. The barring parameters (barring factor and time) used in the LTE for ACDC can be reused here. The structure of it can be:

Check item 1: one dimension type or combination 1, factor1, barringTime 1, check result 1

Check item 2: one dimension type or combination 2, factor2, barringTime 2, check result 2

…
The check result is newly introduced and it can be used to terminate the access check for the related UE if multiple check items exist. The check result of each check item can be configured with the value of “white” or “black” for the involved UE. The UE behaviour sees the following table:
	Check result for one item
	White
	Black

	Pass
	The involved UE is considered as “not barred” (i.e. not continue to check the subsequent check items).
	Continue to check the next item.

	Not pass
	Continue to check the next item.
	The UE is considered as “barred” (i.e. not continue to check the subsequent check items).


For example:

· Check item 1: AC 11-15 OR “Emergency call”, 100%, 300s, White；
· Means all the UEs with AC 11~15 or “Emergency call” can pass and no need to check the following items; other UEs shall continue checking according to Check item 2.
· Check item 2: AC0-2, 40%, 300s, Black;

· Means all the UEs with AC 0~2 can pass with 40% probability. If not pass, the UE does not need to check the following rules and will be barred with 300s; the passed UE and other UEs shall continue checking according to Check item 3.

· Check item 3: MMTel-Voice, 80%, 300s, Black

· Means the UEs initiating MMTel-Voice can pass with 80% probability. If not pass, the UE does not need to check the following rules and will be barred with 300s; the passed UE and other UEs shall continue checking according to Check item 4.

· Check item 4: category for one Application = X, 60%, 200s, Black
· Means the UEs initiating the Application with category = X can pass with 60% probability. Passed UEs and other UEs can initiate the request.
The introduction of check result can accelerate the checking procedure for multiple access barring check items.
Proposal 2: Introduce the access barring check items corresponding to different dimensions. Each check item can be configured to be white or black.
2.2 Applicable RRC states
Although RAN2 has agreed specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE), it is still FFS whether it is completely common between the states. We think that for different RRC states the barring strength should be different, e.g. generally stricter for RRC_IDLE and looser for RRC_CONNECTED since the RRC_CONNECTED UE has being served by the network and does not need to setup the RRC connection. It is desirable that the applicable states are configurable.
Proposal 3: For each barring check item, the applicable RRC states can be configurable.
2.3 Broadcasted access barring configuration
The cell-specific access barring configuration information is used before the UE initiates the initial access. It is broadcasted in the system information. According to current standard discussion, the system information is divided to Minimum SI and Other SI. In RAN2#95 meeting, it was agreed that the content of Minimum will at least include information to support cell selection, for acquiring other SI, for accessing the cell. Therefore, 
Proposal 4: The broadcast access barring configuration information should be included in Minimum SI.
2.4 Dedicated access barring configuration
Different user may have different QoS requirement and access control requirement. The network should be able to configure different access barring parameters for different user. From the perspective of system, dedicated access barring can be applied to part UEs, not all the UE, to reach better access control effect.
As agreed in ad-hoc meeting, the access barring is applicable for all RRC states. The dedicated barring configuration should be supported for all RRC states. In details, if the dedicated barring configuration is received in active state, the dedicated configuration is applicable for active state. If the dedicated barring configuration is received in the enter-inactive message or the RRC Connection Release message, the dedicated configuration is applicable for inactive state or idle state.
Proposal 5: Dedicated access barring configuration can be used in active state. Also the dedicated access barring configuration can be used in idle/inactive state if the UE receives the configuration in the enter-inactive message or the RRC Connection Release message.
2.5 Support of network slicing

In the LS [6], the network slicing is considered:
RAN2 has not yet studied the applicability and details of this unified access barring mechanism for network slices scenario. Further discussion on the details of unified access barring mechanism including the network slices scenario will be done in the work item phase.
As the resources for one slice are limited and different services can be initiated in one slice, access control for network slicing shall be considered. Different slice may have different access control policy. The network can provide slice based baring parameters if required. That is each slice ID may have its own baring parameters.

Proposal 6: Network slicing scenario shall be considered and slice based barring parameters can be provided for access control mechanism.
3 Conclusion

The paper continues to discuss the access control mechanism in NR and we propose:

Proposal 1: Multiple-dimensions access barring mechanism is supported, including e.g., Access Class, service type, application type, UE type or any combination of them. The supported dimensions should be extendable in future.
Proposal 2: Introduce the access barring check items corresponding to different dimensions. Each check item can be configured to be white or black.

Proposal 3: For each barring check item, the applicable RRC states can be configurable.

Proposal 4: The broadcast access barring configuration information should be included in Minimum SI.

Proposal 5: Dedicated access barring configuration can be used in active state. Also the dedicated access barring configuration can be used in idle/inactive state if the UE receives the configuration in the enter-inactive message or the RRC Connection Release message.
Proposal 6: Network slicing scenario shall be considered and slice based barring parameters can be provided for access control mechanism.
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