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Discussion and decision
1 Introduction

At last RAN2 NR AdHoc meeting first discussion on NR access control took place and as outcome, the following agreements were made:
Agreements:

1:
NR system should support overload/access control functionality of RACH backoff, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.

2:
RAN2 should aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE.

3:
The unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios.

4:
RAN2 should aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE). [FFS whether it will be possible for the mechanism to be completely common between the states]

5
Study whether it is possible to specify the unified access barring mechanism fully inside the 3GPP WGs.

To further progress on this topic, in this contribution we discuss further design aspects to consider for access control in NR.
2 Discussion
2.1 MO vs MT calls

In LTE all access control mechanisms which have been specified for RRC_IDLE, are applied only for access attempts for RRC connection establishments of MO type of calls (e.g. emergency, CSFB, data and signaling). Congestion control of MT calls in LTE relies on the S1 paging priority mechanism. We think that this approach can be pursued in NR assuming that a similar paging priority mechanism is supported in NR.
Proposal 1: NR access control in RRC_IDLE should be applied for access attempts for RRC connection establishments of MO type of calls. Congestion control of MT calls should rely on a paging priority mechanism in NR.
2.2 RAN sharing
All access control mechanisms as specified in LTE support RAN sharing where the access control parameters can be configured commonly or separately for up to 6 PLMNs sharing the same RAN. For NR access control we think the principle of RAN sharing should be adopted as well. However, on the number of sharing PLMNs we think the maximum value may need to be increased beyond a value of 6 considering the targeted broad range of use-cases for NR incl. network slicing. But this can be discussed and agreed during the WI phase.
Proposal 2: RAN sharing should be supported for NR access control.
2.3 Provisioning of access control parameters in RRC_IDLE and RRC_INACTIVE 
The minimum SI is broadcast periodically and comprises basic information required for initial access to a cell and information for acquiring any other SI broadcast periodically or provisioned via on-demand basis. Therefore, UEs in RRC_IDLE and RRC_INACTIVE are required to acquire the minimum SI of the cell and keep them up-to-date. Consequently, it makes sense to provide the access control parameters as part of the minimum SI. This would allow the network to control efficiently the access of these UEs camped on the cell in order to prevent overload of the RACH or network nodes (RAN or CN).
Proposal 3: For UEs in RRC_IDLE and RRC_INACTIVE the access control parameters should be broadcast as part of the minimum SI.
2.4 Unified access barring mechanism

It was agreed that RAN2 should aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE. In LTE two basic access barring mechanisms have been specified to address specific use-cases and types of UEs: AC bitmap (used for LTE EAB) vs AC barring factor/time (used for LTE ACB). Both mechanisms have their pros and cons, see Annex, table 1. For NR, we think both mechanisms make sense considering the broad usage scenarios. However, to keep the complexity low, it is desirable to apply only a single mechanism, i.e. using either the bitmap approach or the barring factor/time approach or a combination of both. But as the design of the barring mechanism also depends on other factors such as SI design or service requirements it may be too early to get an agreement on this aspect. Therefore, further details of the unified access barring mechanism can be discussed during the WI phase in coordination with other WGs (e.g. SA1, SA2, CT1).
Proposal 4: The unified access barring mechanism should be based on the LTE mechanisms (i.e. AC bitmap and/or AC barring factor/time).
3 Conclusion

In this contribution we discussed further design aspects to consider for access control in NR and made the following proposals:
Proposal 1: NR access control in RRC_IDLE should be applied for access attempts for RRC connection establishments of MO type of calls. Congestion control of MT calls should rely on a paging priority mechanism in NR.
Proposal 2: RAN sharing should be supported for NR access control.
Proposal 3: For UEs in RRC_IDLE and RRC_INACTIVE the access control parameters should be broadcast as part of the minimum SI.
Proposal 4: The unified access barring mechanism should be based on the LTE mechanisms (i.e. AC bitmap and/or AC barring factor/time).
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Annex

Table 1: Comparison of AC bitmap (used for LTE EAB) vs AC barring factor/time (used for LTE ACB)

	 
	AC bitmap (barred/unbarred)
	AC barring factor/time

	Pros
	+simple and less overhead to SIB 
	+allows finer granularity on controlling the access by distributing the access attempts in time

+requires less frequent SIB updates in case of sudden surge of access attempts, e.g. due to MTC devices, compared with AC bitmap

	Cons
	-less finer granularity on controlling the access

-requires frequent SIB updates in case of sudden surge of access attempts, e.g. due to MTC devices
	-more overhead (in terms of bits) to SIB compared with AC bitmap

-May be difficult for the NW to set the parameters efficiently


