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1. Introduction

The contribution discusses integrity protection for user plane.
2. Discussion

2.1 Integrity Protection
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Figure 1 Key Derivation [1]
In LTE, integrity protection applies to NAS and AS signalling using the key KNASint and KRRCint in Figure 1, but not to user plane traffic. For NR, depending on the application (e.g. critical data for MTC application), to have integrity protection might be useful however we wonder if this would (or should) be part of phase 1 for NR by considering time schedule. It should also be noted that RAN plenary already deprioritizes mMTC for the phase 1 [3], so SA3 should be aware of the agreements in RAN. However, the issue itself is scope of SA3, so should be discussed in SA3.
Proposal: For UP integrity protection, RAN2 informs SA3 about de-prioritization of mMTC, but the detailed discussion should take place in SA3.

3. Conclusion
Proposal: For UP integrity protection, RAN2 informs SA3 about de-prioritization of mMTC, but the detailed discussion should take place in SA3.
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