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1. Introduction
During RAN2# NR Ad Hoc meeting, the following agreements were made for access barring:
Agreements:

1:
NR system should support overload/access control functionality of RACH backoff, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.

2:
RAN2 should aim to specify one unified access barring mechanism for NR that can address all the use cases and scenarios defined in LTE.

3:
The unified access barring mechanism needs to be forward compatible in order to cope with future use cases/scenarios.

4:
RAN2 should aim to specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE). [FFS whether it will be possible for the mechanism to be completely common between the states]

5
Study whether it is possible to specify the unified access barring mechanism fully inside the 3GPP WGs.

=>
Aim to send an LS to CT1 and SA1 from next meeting.
In this contribution, we give some further considerations on access barring mechanism in NR.
2. Discussion
2.1. RRC state
NR RRC states include RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE.
1) RRC_IDLE
For LTE (except for NB-IoT), access barring mechanism supports many use cases/scenarios, including:
· EAB (Extended Access Barring), which is applied for MTC services;
· ACDC (Application Specific Access Class), which is introduced for an application-specific access control for data communication;
· AB (Access Barring), which is introduced for access control of different communication types (e.g.  emergency call, MO signaling) since Rel-8;
· SSAC (Service Specific Access Control), which is introduced for access control for MMTel-voice and MMTel-video accesses and performed in IMS layer;
· UDT (Unattended Data traffic), which is introduced for access control for unattended data traffic.
2) RRC_CONNECTED
For LTE, SSAC for MMTel-voice and MMTel-video accesses in IMS layer and UDT restricting for unattended data traffic were introduced for both RRC_IDLE and RRC_CONNECTED. Other use cases/scenarios, e.g. EAB, ACDC, are only applicable for RRC_IDLE. The use cases/scenarios for access barring in RRC_CONNECTED are subsets of that in RRC_IDLE. When performing SSAC or UDT, the same access control mechanism for SSAC or UDT is applied for both RRC states.
For NR, no use case has been agreed to apply only in RRC_CONNECTED. Hence, the use cases/scenarios for access barring in RRC_CONNECTED are also a subset of that in RRC_IDLE for NR. An access barring mechanism can be applicable for both RRC_IDLE and RRC_CONNECTED.
Observation 1: Same as LTE, the use cases/scenarios for access barring in RRC_CONNECTED are subsets of that in RRC_IDLE for NR. A common access barring mechanism can be applicable for both RRC_IDLE and RRC_CONNECTED.
3) RRC_INACTIVE
For UE in RRC_INACTIVE, there are 2 different cases that need to communicate with network:
Case 1: UE needs to enter RRC_CONNECTED;
Case 2: UE maintains within RRC_INACTIVE for small data transmission;
For case 1, it is similar as LC in LTE. For LC, use cases/scenarios for access barring in RRC_CONNECTED are applied.
For case 2, it has been discussed in R12 MTC that frequently small data transmission would not lead to network congestion. However it should be discussed whether the same condition is true for small data transmission in RRC_INACTIVE. Even if the access control is required for data transmission in RRC_INACTIVE for case 2, we don’t identify a reason why access control in RRC_INACTIVE should be different from that of RRC_CONNECTED state
Observation 2: The use cases/scenarios for access barring in RRC_INACTIVE is similar as RRC_CONNECTED.
Hence, a common access barring mechanism can be applicable to both RRC_INACTIVE and RRC_CONNECTED. Considering both observation 1 and observation 2, we propose:
Proposal 1: RAN2 specify a common access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE).
2.2. One unified access barring mechanism
In [1], potential requirements of access control are listed as follows:
	5. Enhanced access control

[PR 5.6.2-021] The 3GPP system shall support an enhanced service access control mechanism (e.g., based on the subscriber PLMN, the access class, the device type (UE or IoT device), the service type (e.g., Voice, SMS, specific data application) and the communication type (e.g., emergency call, signalling and/or service origination)).
[PR 5.6.2-022] The enhanced service access control mechanism shall be able to provide access to a limited set of services determined by an operator’s policy.


Proposal 2: RAN2 should consider the following factors in NR access control:
1) PLMN;
2) Access class;
3) Device type;
4) Service type;
5) Communication type.
In LTE, SSAC is performed in IMS layer of UE and related parameters of SSAC is provided via UE AS layer. For other use cases/scenarios, AS layer of UE performs access control and provides related access control result (e.g. barred, or bar alleviated) to higher layer. We had agreed to specify a unified access control mechanism. Hence, it is better to perform access control mechanism only in AS layer and access control result is provided to higher layer.
Proposal 3: For the unified access control mechanism, AS layer of UE performs access control and provides access control results to higher layer.
We also agreed the unified access control mechanism needs to be forward compatible in order to cope with future use cases/scenarios. 
For LTE, access control based on communication types were introduced in Rel-8, and access control based on specific use cases/scenarios were extended in subsequent release with technology evolution. It makes access control mechanism become redundant and is not effective for compatibility. For example, SSAC is introduced for access control for MMTel-voice and MMTel-video accesses in Rel-9, and ACDC is introduced for an application-specific access control for data communication in Rel-13. In fact, MMTel-voice and MMTel-video are also specific services of application. SSAC and ACDC may be duplicated.
Hence, in order to better compatible with future use cases/scenarios, specific service/communication type for the unified access barring mechanism in NR should be avoided. Service/communication type agonistic is provided. For example, when UE starts to perform access control in AS layer, NAS layer and/or AS layer provides access control service/communication type agnostic input(s), e.g. providing access barring index or access barring category sets. AS layer of UE performs access control based on service/communication type agnostic input(s) and access control parameters received in system information. The mapping between service/communication type and access barring index or access barring category sets may be configurable or partially configurable (e.g. only for service types).
Proposal 4: For the unified access barring mechanism, service/communication type agnostic is required when UE performs access control in AS layer.
If testable mechanism is considered, there are two options for service/communication type agnostic:
Option 1: NAS layer provides service/communication type agnostic input for access control;
Option 2: NAS layer and AS layer provide service/communication type agnostic input for access control;
As access barring mechanism is also applied to RRC_CONNECTED and RRC_INACTIVE, and notification of access barring or access barring alleviation may also be required for NAS layer, we need to ask whether NAS layer can provide service agnostic inputs for access control.
Proposal 5: Ask CT1/SA1 whether NAS layer can provide service/communication type agnostic inputs for access control.
3. Conclusion

According to the analysis in section 2, it is proposed:
Observation 1: Same as LTE, the use cases/scenarios for access barring in RRC_CONNECTED are subsets of that in RRC_IDLE for NR. An access barring mechanism can be applicable for both RRC_IDLE and RRC_CONNECTED.
Observation 2: The use cases/scenarios for access barring in RRC_INACTIVE is similar as RRC_CONNECTED.
Proposal 1: RAN2 specify an access barring mechanism for NR that is applicable for all RRC states in NR (RRC_IDLE, RRC_CONNECTED and RRC_INACTIVE).
Proposal 2: RAN2 should consider the following factors in NR access control:
1) PLMN;
2) Access class;
3) Device type;
4) Service type;
5) Communication type.
Proposal 3: For the unified access control mechanism, AS layer of UE performs access control and provides access control results to higher layer.
Proposal 4: For the unified access barring mechanism, service/communication type agnostic is required when UE performs access control in AS layer.
Proposal 5: Ask CT1/SA1 whether NAS layer can provide service/communication type agnostic inputs for access control.
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