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1 Introduction

In RAN2#93bis meeting, the SI of “Further Enhancements to LTE Device to Device, UE to Network Relays for IoT and Wearables” were discussed for the first time. Scenarios and potential impacts/complexity for wearables and FeD2D were analyzed and discussed [2][3][4]. In this document, we would like to discuss why end users and operators could be motivated to establish wearables as separate core network connections, and allow relaying of wearable traffic through smart phone of the users’ own or the third party. 
2 Discussion
At present, most of wearable and IoT devices connect to network via a smart phone by Bluetooth and Wi-Fi, and the links between the wearable device and the smart phone are out of network operators’ control. In other words, operators are simply bypassed. The current PC5 link in Rel-12/13 D2D design is broadcast in nature driven by public safety usages. The drawbacks are obviously, waste of battery power and no reliability due to lack of link adaptation and feedback mechanisms. For the Bluetooth and Wi-Fi connection, the wearables are binding with Wi-Fi/Bluetooth access point (AP), either fixed AP or mobile AP (e.g. smart phone). The wearables have no independent capacity to connect the network. However, the APs may not be always available; for example, it is not convenient to carry a smart phone in jogging. Another weakness is security concern of Bluetooth and Wi-Fi. The high level security mechanisms are not mandatory, which results to lack of interoperability in the product. 

In the SID, a generic UE-to-Network relay solution is proposed. 
· An independent Uu air interface has the capability to provide an always available network service at anytime and anywhere;

· The network can identify, address, and reach a remote UE via a relay UE. The wearable connection is integrated into the cellular architecture. More specifically, the proposed UE-to-Network relay architecture makes wearables have separate connections in the core network. As a result, the wearable connections can be managed and controlled by operators; 

All these bring additional values both operators and consumers.
2.1 Values to operators
It is assumed that the values of the proposed UE-to-Network relay architecture to operators could be as following: 
· More connections: In the recent years, the market size of wearables has been growing with a high speed. Compared to the current Layer 3 relay connection via Wi-Fi or Bluetooth without direct connection to the eNB, the proposed UE-to-Network relay can bring more connections from the wearables to the network, especially from the wearables that can only support Bluetooth, such as headsets. First, these connections from diverse wearables can improve the scale of operator networks deployment, which can help the operator to attract more consumers in turn. Second, more connections can improve the market size of value-added services from operators, thus increase the revenue of operators. Third, the variety and change of consumer demands and behaviours can be better understood with more connections, which facilitate the network planning development and new market products promotion for operators. 
· Management and charging for wearables: When the wearables have separate core network connections going through a relay smart phone, the management for the wearables from operators could be supported. Based on the device type (e.g. different wearable types, normal UE, relay UE), operators can provide diverse services and specific control for the connections, which may give the users better experiences and help to keep users in the operator’s network. Moreover, charging for wearables become possible, which can increase operators’ income. Lawful interception could be archived naturally since EPC could access remote UE context and traffic as a normal UE.
· Operator deployed UE relay for MBB/WD/IoT traffic: If traffic patterns justified it, operators could deploy relay UEs in regions with MBB/WD/IoT traffic, which can provide more capacity with low cost compared to relay eNB in hotspots and may also provide coverage for some out of coverage equipments. 
· Reverse billing: A separate subscription need not mean additional charges; rather, an operator might want to use negative charging as a motivation for the UE to relay traffic, with the goal of Uu capacity gains.  In this case it would be important for the wearable device to be visible separately and authenticated separately to the core; otherwise the UE could generate arbitrary traffic and claim it was relayed. 
· Fast commercial application and good resource utilization of non-3GPP RAT: Bluetooth has been widely used in a lot of smart phones and wearables today, thus fast commercial deployment of Bluetooth between the relay smart phone and the wearables in the proposed UE-to-Network architecture is feasible and easy. In addition, Bluetooth, Wi-Fi and other non-3GPP radio access techniques can provide radio resources for the operators, which save the operators’ cost and network planning efforts. 
Observation 1: The proposed UE-to-Network relay architecture could bring a lot of manageable new connections to operators. 
2.2 Values to consumers
The proposed UE-to-Network architecture can improve user experience. Specially,
· Service continuity for wearables: It is desired that service continuity for the wearables can be guaranteed. Thus when wearables move between a cellular connection and a relay connection or move between two relay connections, the path selection/switch function would make the wearable users perceive no service interruption. 
· Secure data transmission: When wearables are connecting to the network via another user’s smart phone or via a public access device, it is important to support end-to-end security to protect the user’s privacy. Depending on the solutions, the wearables may have a separate set of security keys/materials which are invisible by the relay smart phone and other devices. This security data transmission provides great benefits for wearable users. 
· Power saving for wearables: As we know, battery life of a wearable device has big impact on user experience. The wearables usually have small forms where the battery size is limited, thus connection to the cell via the cellular link for a long time might be impossible. Due to shorter communication distance to the relay smart phone, wearables can take less power on UL data transmission and less efforts on DL reception with good quality of the relay link. Thus it is believed that power of wearables could be greatly saved, which also improves the user experience. Particularly, Bluetooth connectivity can be used between the wearable and the relay smart phone, which ensures the long battery life for the wearables, low cost for the consumers, and relatively good user experience.
· Enable QoS for relay link: For wearable devices that already support services over the Uu as a separate subscription, e.g. VoIP, the ability to switch to a UE relay may be a benefit in terms of QoS.  The wearable knows the QoS expectations for the service, and to negotiate appropriate parameters the wearable should have its own communication with the core network. In addition, resource scheduling in eNB can take the QoS of the wearable traffic into consideration, and allocate proper resources for the relay smart phone. 

Observation 2: The proposed UE-to-Network relay architecture could bring better user experience to consumers. 
2.3 Values to applications/third party devices
In third party cases, it would be important for the wearables to have separate security, separate service authorizations, and so on.  An application or a third party device might be willing to expose its traffic to the relay UE, but the decision should rest with the user and operator, not be forced by the relay architecture.
The idea of relaying third party traffic seems superficially strange, since it assumes using one’s own battery and air link for the benefit of some other user.  However, there are reasonable user motivations for this kind of altruism:
· Family members: A user is very likely willing to relay traffic for “friends and family” devices.

· Multiple subscriptions: Even if the same person owns two devices, they may have separate subscriptions/IMSIs.  From the system perspective this is a third party relaying case, even though the owner probably does not think of it that way.

· Different user and owner: The “user” of the device may not be the owner of the subscription, e.g. in medical or workplace uses.

· Reverse billing: A reverse-billing incentive for relaying could justify carrying third party traffic as well.  (Note that some research, e.g. [5], has found that the battery impact of relay traffic is modest in some cases—the existing research seems focused on WLAN rather than cellular, however.)

More generally, once the application or the third party device is identifiable to the core, there is no special reason not to allow the relaying association between different devices.  If the relay UE and the network are both willing to accept the third party device, it seems pointless for the relay architecture to exclude it.
Observation 3: The proposed UE-to-Network architecture could bring enough flexibility to applications/third party devices.
3 Summary of the values

In this section, the above mentioned values of wearables to operators, consumers and the third party applications/devices are summarized in the following table. 

Table-1 Summary of the wearable values

	Values to operators
	-
More connections compared to the current Layer 3 relay connection via Wi-Fi or Bluetooth
-
Management and charging for wearables

-
Operator deployed flexible and low-cost UE relay
· 
Reverse billing
· Fast commercial application and good resource utilization of non-3GPP RAT

	Values to consumers
	-
Service continuity for wearables

-
Secure data transmission

-
Power saving for wearables

-
Enable QoS for relay link

	Values to the third party applications/devices
	-
Relay traffic for family members 

-
Multiple subscriptions 

-
Relay traffic for another user

-
Reverse-billing


4 Conclusion

In this document, we discuss the wearable values by UE-to-Network relay architecture to operators, consumers and the third party applications/devices. We have the following observations can proposals:

Observation 1: The proposed UE-to-Network relay architecture could bring a lot of manageable new connections to operators. 
Observation 2: The proposed UE-to-Network relay architecture could bring better user experience to consumers. 
Observation 3: The proposed UE-to-Network relay architecture could bring enough flexibility to applications/third party devices.
Proposal 1: It is proposed to study the objectives defined in the SID.
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