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Discussion and Decision 
1 Introduction
There is still an open issue that if the RACH procedure is always applied for RRC Configuration synchronization in the SeNB. This contribution tries to verify the necessity of RACH, especially for security synchronization purpose. 
2 Discussion
Based on existing agreement, there is no SRB in SeNB and all of the RRC signalling should be transferred via MeNB. So the RRC configuration in SeNB is only user plane configuration i.e. it has nothing to do with the configuration of control plane.
Observation1: Only the synchronization of user plane configuration is concerned.

The configuration is divided into two categories in following sections:
· Critical configuration e.g. security context related configuration.

· Non-critical configuration.
2.1 Critical configuration
As part of SeNB configuration, SeNB security context (e.g. keys and algorithms) maybe established or updated in due time, which is used to secure data transmitted between SeNB and UE. In the current specification, there is explicit restriction for key-change-on-the-fly procedure that it should be accomplished using a procedure based on intra-cell handover (TS33.401, TS36.331). The intent of this restriction is to keep the synchronization of security context between eNB and UE, for both UP and CP transmission. Even with the introduction of dual connectivity, the requirement of synchronization is still as essential as legacy scenario, or else it will lead to security failure, e.g. deciphering failure, which may cause data loss or other questions further.
Proposal 1: The synchronization of critical configuration should be guaranteed strictly.

Under the scenario of dual connectivity, SeNB has no direct RRC connection to UE, so that SeNB has no idea of when the UE receive the RRC message with new security configuration. In order to keep the synchronization of security context between SeNB and UE, two options can be adopted as following.
Option A:  Stop UL/DL transmission and wait for response
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Figure 1 Option A:  Stop UL/DL transmission and wait for response
Step 1: The security change (e.g. key change or establishment) procedure is triggered by MeNB or SeNB.

Step 2: SeNB stop the UL/DL transmission in order to keep the security context to be synchronized.

Step 3: SeNB send the message to MeNB

Step 4: MeNB send the appropriate message to UE to indicate the change.

Step 5: UE apply the new config and send response to MeNB

Step 6: MeNB forward the message to SeNB. 
Step 7: SeNB realizes that the new security context on the UE is valid, and resume the UL/DL transmission with new security context applied.
From the above description, we can see that there is an obvious interruption time for data transmission. Take the Xn backhaul latency into consideration, the interruption time maybe 100ms-scale. It is absolutely not optimal. Maybe this option can be further optimized, e.g. by estimating the Xn latency and taking an unsynchronized procedure. However, there is still no accurate timing foundation for the SeNB to obey for applying the new security context.
Option B: Based on the boundary of RA procedure
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Figure 2 Option B: Based on the boundary of RA procedure

Step 1: The security change (e.g. key change or establishment) procedure is triggered by MeNB or SeNB.

Step 2: SeNB initiate the security change procedure toward MeNB.

Step 3: MeNB and UE complete the procedure over the air interface (the exact message sequence is FFS).

Step 4: MeNB send success message to SeNB (the existence of this message is FFS).

Step 5: SeNB and UE keep the UL/DL transmitting with old security context.

Step 6: UE get synchronization with the SeNB by means of RA procedure.

Step 7: SeNB and UE keep the UL/DL transmitting with new security context.
In this option, the interruption time caused by security change is reduced to a certain degree, which has a strong dependency upon the time used in RA procedure. 
Proposal 2: RACH procedure is mandated for synchronization of critical configuration.
2.2 For non-critical configuration

The essential difference between critical configuration and non-critical configuration in this paper is that asynchronization of critical configuration will always result in packet loss while non-critical configuration may or may not. However the difference compared to legacy system is that the time interval of de-synchronization will be longer, because the signalling of the SeNB reconfiguration is sent via MeNB. Considering the latency of Xn ranges from 5ms to 60ms, the interval may be at the same scale. However, the time interval may be reduced if the SeNB can estimate the latency of X2.  Furthermore, the network can assess the impact of the time interval. If the assessment shows that the impact is intolerable, the network can indicate the way of synchronization explicitly, e.g. RA procedure. It can depend on the implement of network. So there is not necessary to mandate synchronization of non-critical configuration.
Proposal 3: RACH procedure is not mandatory for synchronization of non-critical configuration.
3 Conclusion 
Based on above analysis, it is concluded:
Observation1: Only the synchronization of user plane configuration is concerned.

Proposal 1: The synchronization of critical configuration should be guaranteed strictly.

Proposal 2: RACH procedure is mandated for synchronization of critical configuration.

Proposal 3: RACH procedure is not mandatory for synchronization of non-critical configuration.
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