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1. Introduction 

In the last RAN plenary meeting i.e. RAN#59, a new study item titled “RAN aspects of MTC and other mobile data applications Communications enhancements” was approved [1]. As per the LS [2] received from SA2 to provide feedback on the solutions in TR 23.887[3], the following lists the different Small Data transmission related solutions: 
For Small Data transmission:

1. Ch. 5.1.1.3.1, “Small Data Transfer starting from RRC IDLE (E-UTRAN): Use of pre-established NAS security context to transfer the IP packet as NAS signalling without establishing RRC security”;

2. Ch. 5.1.1.3.2, “Optimised handling of C-plane connection for Small Data and Device Trigger Transmission without U-plane bearer establishment in E-UTRAN”;
3. Ch. 5.1.1.3.4, “Stateless Gateway for cost efficient transmission of infrequent or frequent small data”;
4. Ch. 5.1.1.3.5, “T5 based downlink small data transfer using RRC message”;
5. Ch. 5.1.1.3.6.2, “Small Data Fast Path”;
6. Ch. 5.1.1.3.6.3, “Connectionless Data Transmission”;
7. Ch. 5.1.1.3.7, “Service Request signalling reduction by RRC message combining”;
8. Ch. 5.1.2.3.1, “ Keep the UE in connected mode”;
In this paper, we provide a comprehensive overview of the above list of solutions in terms of summary, followed by a table containing the RAN level impacts, the advantages and limitations of the solutions and open issues for the different solutions categorized into Control plane solutions, connectionless approaches, S1/Iu Optimizations and RRC Connection management.
2.  Discussion
2.1 Control plane solutions
The intention of control plane solutions is to transfer the small data via the control plane without requiring the establishment of the data plane. In this section, we provide the detailed summary and analysis of the three different solutions proposed in TR 23.887[3] that fall under the category of control plane solutions. 
The following are categorized as control plane solutions:

1. Solution 5.1.1.3.1: “Small Data Transfer starting from RRC IDLE (E-UTRAN): Use of pre-established NAS security context to transfer the IP packet as NAS signalling without establishing RRC security”;

2. Solution 5.1.1.3.2: “Optimised handling of C-plane connection for Small Data and Device Trigger Transmission without U-plane bearer establishment in E-UTRAN”;
3. Solution 5.1.1.3.5: “T5 based downlink small data transfer using RRC message”;
Moreover, Solution 5.1.1.3.3 (“Standalone Small Data Service with T5/Tsp and generic NAS transport”) is also included. 
2.1.1 Solution 5.1.1.3.1: Use of pre-established NAS security context to transfer the IP packet as NAS signalling without establishing RRC security
2.1.1.1 Summary 

This solution proposes to encapsulate the small data in an IP packet and transfer the IP packet in an RRC message. The procedure for MO and MT are slightly different since different RRC procedures and messages are used for the data transfer. Below is a short summary of each case.
For MO: The UE and MME exchange information on their ability to support this procedure during Attach or TAU procedure. When the UE's application knows that it needs to send just one IP packet, then the UE's application requests NAS to request the AS to establish an RRC connection "for a Tracking Area Update" (sending the S-TMSI in the RRC Connection Request). The UE can use “mo-Signalling” cause value, which potentially coupled with the receipt of the S-TMSI in the RRC Connection Request, can be used by the eNB to detect that a short lived signalling procedure is in progress. The IP packet and the EPS Bearer ID are then encrypted and encapsulated in a NAS PDU and sent in the NAS container in the RRC Connection Setup Complete message. The eNB forwards this packet to the MME in the S1AP Initial UE message The unencrypted part of this new initial layer 3 message in the NAS PDU carries the “KSI and sequence number” IE and the MME uses this information together with the S-TMSI to identify the security context and decrypt the IP packet and the EPS Bearer ID. The acknowledgement from the network comes in the RRC Connection Release message.

For MT: The Paging message carries a “small data flag” which triggers the UE to properly set the “establishment case” in the RRC Connection Request to “mo-signalling”, or to a new cause value such as “mt-signalling”. During the connection establishment of the UE, the “KSI and sequence number” IE is sent in an existing message (e.g., Service Request, or other). This information is then used by the MME to encrypt the IP data packet. The encrypted IP data packet is then sent in the DL NAS Transport message. The acknowledgement is sent by the UE in the UL Information Transfer message. A new IE is added to UL Information Transfer to request the eNB to release the RRC Connection. Note that this procedure requires more messages than the MO case.
The RRC security context is not downloaded to the E-UTRAN, therefore RRC security command procedure can be skipped. Without the security being activated, the E-UTRAN cannot handover the UE. Assuming the UE will not handover, it is not necessary for the eNB to configure the UE to perform and report measurements for handover purpose. This reduces overhead but then mobility is not supported. As for the signalling overhead reduction, as per the solution evaluation, the number of radio interface events is reduced from 12 to 6 and core network signaling events reduced from 8 to 4.

Note that the UE would be sending a large packet (IP packet size is 1,500 bytes) appended to an RRC message, in a NAS container. The RRC Connection Setup Complete usually carries a NAS PDU of 80 bytes, so it is a large increase on the size of the NAS PDU to be transmitted in this message, 
2.1.1.2 Impacts
Table 1: Impacts of Solution 5.1.1.3.1
	Nodes Impacted
	Impacts to the UE
	Impacts to the RAN nodes
	ASN.1 Changes
	Limitations
	Advantages
	Comments

	UE, eNB, MME, S-GW, HSS
	Support of special Establishment Cause (“new” indicator or “mo-signalling”) in RRC Connection Request.
Receive Paging message with “small data” indication.
Add NAS PDU to RRC Connection Setup message (encrypted uplink IP packet and its EPS bearer ID) & DL NAS Transport message
Receive NAS PDU in RRC Connection Release message & UL Information Transfer

Indicate termination of DL NAS PDU session in UL Information Transfer
Exchange information with MME on the ability to support the "infrequent small data" procedures.
	Change Paging message to notify the UE that this is “small data” connection

Add NAS PDU to the UE in the RRC Connection Release message & DL NAS Transport

Receive NAS PDU in RRC Connection Setup Complete message and UL Information Transfer

Forward IP packet received in NAS PDU to the MME in Initial UE message


	Paging
RRC Connection Request
UL Information Transfer
	No mobility support. 
Solution is specific to stationary UEs with infrequent small data and may need corresponding provisioning to distinguish the capability.  

	Reduction of signaling overhead in the RAN

Reduction of signaling overhead in the CN

No need to establish DRB

Reduction of power consumption in the UE since less signaling and also no measurements performed


	UMTS not investigated. Size of packet in RRC Connection Request message might be an issue

The effect of transmitting an IP packet of 1,500 bytes appended to the RRC message should be investigated
Mechanism to ensure that the application correctly uses the Service Request procedure and does not abuse this 'Small Data' NAS procedure is FFS
Congestion issues by adding data to the control channel should be investigated further by RAN2

Security issues due to MME overload identified by SA3 WG (5.7.2.1 and 5.7.4.1.3 in TR 33.868 [7])


2.1.1.3 Comments

Because this solution avoids the Service Request procedure, the current signaling congestion control procedures defined by SA2 would not apply. It is necessary to investigate if current RAN2 congestion control procedures are well suited for this type of solution.

2.1.2 Solution 5.1.1.3.2: Optimised handling of C-plane connection for Small Data and Device Trigger Transmission without U-plane bearer establishment in E-UTRAN

This solution is similar to solution 5.1.1.3.1, but instead of sending an IP packet embedded in the RRC message, the UE sends an SMS in the RRC Connection Setup Complete message. The RAN part of the procedure remains the same. Therefore the RAN impacts are similar to the ones in solution 5.1.1.3.1. The procedure changes in the Core Network side where the SMS-SC needs to get involved. 

Because the SMS is much smaller than an IP packet, the size of the message is not an issue. However, the other issues related to the RAN remain the same. 

2.1.2.1 Summary 

This solution proposes to encapsulate the small data in an SMS and transfer the SMS in an RRC message. The procedure for MO and MT are slightly different since different RRC procedures and messages are used for the data transfer. Below is a short summary of each case.

For MO: The UE and MME exchange information on their ability to support this procedure during Attach or TAU procedure. When the UE wants to send the MO SMS, the UE's NAS request the AS to establish an RRC connection "for a Tracking Area Update" (sending the S-TMSI in the RRC Connection Request). The SMS and the EPS Bearer ID are then encrypted and encapsulated in a NAS PDU and sent in the NAS container in the RRC Connection Setup Complete message. The unencrypted part of this new initial layer 3 message in the NAS PDU carries the “KSI and sequence number” IE and the MME uses this information together with the S-TMSI to identify the security context and decrypt the IP packet and the EPS Bearer ID. The acknowledgement from the network comes in the RRC Connection Release message.

For MT: The Paging message carries a “SMS flag” or “small data flag” which triggers the UE to properly set the “establishment case” in the RRC Connection Request to “mo-signalling”, or to a new cause value such as “mt-signalling”. During the connection establishment of the UE, the “KSI and sequence number” IE is sent in an existing message (e.g., Service Request, or other). This information is then used by the MME to encrypt the SMS data (RP-DATA). The encrypted RP-DATA data is then sent in the DL NAS Transport message. The acknowledgement (e.g., RP-ACK) is encrypted and sent by the UE in the UL Information Transfer message. The MME requests the eNB to release the RRC Connection. 

2.1.2.2 Impacts
Table 2: Impacts of Solution 5.1.1.3.2
	Nodes Impacted
	Impacts to the UE
	Impacts to the RAN nodes
	ASN.1 Changes
	Limitations
	Advantages
	Comments

	UE, eNB, MME, S-GW, HSS,
	Support of special Establishment Cause (“mo-signalling” or “mt-signalling” in RRC Connection Request.
Receive Paging message with “small data” indication.
Add RP-DATA to RRC Connection Setup message & DL NAS Transport

Receive RP-DATA in RRC Connection Release message & UL Information Transfer

Exchange information with MME on the ability to support the "infrequent small data" procedures.


	Change Paging message to notify the UE that this is “small data” connection

Add RP-DATA to the UE in the RRC Connection Release message & DL NAS Transport

Receive RP-DATA in RRC Connection Setup Complete message and UL Information Transfer

Forward RP-DATA received in NAS PDU to the MME in Initial UE message
	 Paging
RRC Connection Request

	No mobility support. Solution is specific to stationary UEs with infrequent small data and may need corresponding provisioning to distinguish the capability.  

	Reduction of signaling overhead in the RAN

Reduction of signaling overhead in the CN

No need to establish DRB

Reduction of power consumption in the UE since less signaling and also no measurements performed
In this solution an SMS is sent instead of an IP packet, so the message size is not a concern

	UMTS not investigated. Size of packet in RRC Connection Request message might be an issue

Mechanism to ensure that the application correctly uses the Service Request procedure and does not abuse this 'SMS' procedure is FFS
Congestion issues by adding data to the control channel should be investigated further by RAN2
Security issues due to MME overload identified by SA3 WG (5.7.2.1 and 5.7.4.1.3 in TR 33.868 [7])
 


2.1.2.3 Comments

Because this solution transfers SMS, the size of the data packet is not an issue. However, because this solution avoids the Service Request procedure, the current signaling congestion control procedures defined by SA2 would not apply. It is necessary to investigate if current RAN2 congestion control procedures are well suited for this type of solution.

2.1.3 Solution 5.1.1.3.5: Downlink small data transfer using RRC message
This solution is similar to 5.1.1.3.1 and 5.1.1.3.2 for the Mobile Terminated (MT) case although reduces signaling (UE does not send Service Request) and optimizes the small data transmission between MME and UE (eNBs use “One-shoot-paging” procedure to deliver the small data to the UE).
2.1.3.1 Summary

In this solution the MME sends the small data to eNBs via S1-AP Paging message upon receiving the data from the SGW or MTC-IWF. The MME/eNBs page the UE using the “small data flag”, so Service Request procedure is avoided, while the eNBs in the tracking area buffer the data. After receiving the RRC Connection Request message from the UE, the eNB encapsulates the small data in the DedicatedInfoNAS IE, and puts this IE in the RRC Connection Setup message. The UE responds with the RRC Connection Setup Complete message, which contains a NAS PDU to acknowledge the reception of the small data. The eNodeB forwards the NAS PDU to MME via a S1-AP message.
2.1.3.2 Impacts

Most of the impacts identified in the sections 2.1.1 and 2.1.2 for solutions 5.1.1.3.1 and 5.1.1.3.2 also apply for this solution as they follow similar mechanism. However security issue is identified as FFS (Eg. Whether the encrypted small data in a NAS PDU may be sent in the paging message to different eNBs within TA). 

Table 3: Impacts of Solution 5.1.1.3.5

	Nodes Impacted
	Impacts to the UE
	Impacts to the RAN nodes
	ASN.1 Changes
	Limitations
	Advantages
	Comments

	UE, eNB, MME, S-GW, HSS
	Receive Paging message with “small data” indication.
Avoid sending Service Request after Paging reception

Receive data in the RRC Connection Setup 

Send data in RRC Connection Setup Complete

Impacts due to support T5 based small data also applied here(*)
	Impacts due to support T5 based small data also applied here(*)
Buffer small data, and delete small data after the timer expired or after delivery.  

Extension of RRC connection setup message and S1-AP paging message to transfer small data packet.
	Paging 
	Downlink only solution

Suitable only for small tracking area due to transfer of small data in paging broadcast message


	No Service request procedure for UE to receive small data
	Security is FFS


(*) Impacts due to T5 are identified for UE and eNB, however, according to the description the T5 should be transparent to the UE and eNB. (FFS)
2.1.3.3 Comments

This solution is limited to downlink transmissions only. A solution for Mobile Originated can follow similar mechanisms of 5.1.1.3.1 and 5.1.1.3.2, but details need to be specified and security issues must be taken into consideration.
2.1.4 Solution 5.1.1.3.3: Standalone small data Service with T5/Tsp and generic NAS transport

This solution is not included in the list as part of the LS from SA2. This is due to the fact that the solution as provided in the SA2 TR [3] has minimal RAN2 impact. However, the following aspect from the SA2 TR [3] description warrants a need for RAN2 to analyse and determine a suitable counterpart solution.

“For the RAN side, future enhancement can be taken to avoid establishing DRB (Data Radio Bearer), and if applicable the small data can use the SRB (Signalling Radio Bearer).”

2.1.4.1 Summary

The standalone small data service with T5/Tsp proposes to carry small data service via signalling (e.g. NAS/T5/Tsp message) which would reduce the allocation of U-plane resources and radio resources. 

A new protocol in SGSN/MME referred to as Small Data Transmission (SDT) protocol is proposed to take advantage of the new MTC architecture added in Rel-11 [5]. This protocol allows the transmission of small data units between the UE and the SCS (through the MTC-IWF). This new protocol would reside in the UE (i.e., a new SD function implemented in the UE) and in the SCS; i.e., this is proposed to be a peer-to-peer protocol between the UE and the SCS, utilizing the MTC-IWF of the MTC architecture. 

The SDT-Transfer-PDU generated by this protocol will include a header with the sender and receiver identification followed by the small data. The SDT-Transfer-PDU is then encapsulated in the Generic NAS PDU with the Protocol Type set to “SDT”. A T5 transport association is established between MME and MTC-IWF to convey the small data transmission. 
2.1.4.2 Impacts
Table 4: Impacts of Solution 5.1.1.3.3
	Nodes Impacted
	Impacts to the UE
	Impacts to the RAN node
	ASN.1 Changes
	Limitations
	Advantages
	Comments

	UE,  MME/SGSN, MTC-IWF
	Change RRC Connection Request to use special Establishment Cause

Support SDT service including offering that service to different users on that UE

	None identified 
	RRC Connection Request

	New protocol SDT needed

	This solution can be combined with a number of other solutions proposed
	UMTS not investigated. 
There are some open issues with regards to the details of the new protocol

Might have other impacts depending on method chosen for data transmission over the RAN


2.1.4.3 Comments
This solution may interwork with a number of already proposed solutions described in other sections of this paper or a new corresponding RAN2 solution to carry small data. The proposed solution itself (i.e., new SDT protocol) does not affect the RAN. However, new over-the-air transmission mechanisms can be introduced in combination with this solution, in which case it has RAN impact. 
2.2 Connectionless Approaches

The intention of these solutions is to transfer the small data without transition the UE between idle and connected to reduce the signalling overhead caused by these transitions. Note that this solution requires that RAN2 define a new Uu interface for the small data transmission in idle mode. This new Uu interface in idle mode is the one that allows for “small data fast path” (so when reading “small data fast path” one could translate to “new idle Uu interface”).

In this section, we provide the detailed summary and analysis of the two different solutions proposed in TR 23.887[3] that fall under the category of connection less approaches.

The following are categorized as connectionless approaches:

1. Solution 5.1.1.3.6.2: “Small Data Fast Path”;

2. Solution 5.1.1.3.6.3: “Connectionless Data Transmission”;
2.2.1 Solution 5.1.1.3.6.2 Small Data Fast Path
2.2.1.1 Summary 

The connectionless solutions assume there is a Uu interface defined for the UE to send data during idle mode. The solutions are described assuming such interface will be properly defined by RAN2. 
Assuming a given Uu interface for data transmission in idle mode, in this solution a bearer is represented in the S-GW by a Bearer Resource ID. This Bearer Resource ID is provided to the UE during MM and SM procedures when bearers are added/deleted/modified for the UE. This Bearer Resource ID is then saved by the UE and eNB and then included by the UE in uplink data transmissions so that the eNB can identify the F-TEID of the S-GW.   
In case of downlink traffic, the UE is paged with an indication of small data and the UE responds with dummy packet in order to activate the fast path (in order to send the needed bearer resource ID).  

When the UE moves to a new cell or another RAT, the old eNB keeps the small data fast path context until it times out and uses that to send GTP-U Error Indication as a response to any subsequent DL packets. The Error Indication will trigger the SGW to set the small data fast path as inactive and to initiate a DDN which will cause a paging of the UE. 

The security is proposed to be done between the UE and the S-GW, TBD by SA3.

2.2.1.2 Impacts 

Table 5: Impacts of Solution 5.1.1.3.6.2
	Nodes Impacted
	Impacts to the UE
	Impacts to the RAN node
	ASN.1 Changes
	Limitations
	Advantages
	Comments

	UE,  eNB, S-GW, MME/SGSN
	Support of new Uu interface to carry small data in idle mode (still TBD by RAN2)
Indication and use of Bearer ID 
Handling of connectionless bearer via fast path timer 

“Dummy IP packets” might need to be created

New security for Small Data
Retain information regarding the fast path for a period of time


	Support of new Uu interface to carry small data in idle mode (still TBD by RAN2)
New UE small data context implementation
Indication and use of SGW Bearer ID 

Handling of connectionless bearer via fast path timer 

“Dummy IP packets” to be received for correlation with S-GW
Retain information regarding the fast path for a period of time


	New messages might be needed and/or current message need to be changed (e.g. Paging)
 
	Handover not supported, instead it is a re-establishment in the new cell via paging

GBR bearers cannot be enabled at the same time as the fast data path
Fast path can only be activated by the UE, paging needs to be followed by dummy packet required for downlink


	Reduction of transitions states
	New definition for Uu interface is required
Power consumption impact needs to be evaluated; new activity is added to Idle state (e.g. criterion to activate small path connection, tracking of a fast path timer, UE needs to keep checking for DL response)
UE Small data context parameters and its interaction with UE context needs to be defined 

Current idle implementation impact needs to be considered.

For DL data, UL resources might be occupied with dummy data.

Data impact due to mobility while having active fast path FFS

It is FFS how to handle scenario if another EPS bearer needs to be established while the small data fast path is already established. 
It is FFS the impact the extra load caused by dummy packets have on the system 


2.2.1.3 Comments

In case of downlink traffic, the UE is paged with an indication of small data and the UE responds with dummy packet in order to activate the fast path. It is unclear if this extra load of dummy packets may cause a problem in the system and how that compares with the savings in connection establishment. 

2.2.2 Solution 5.1.1.3.6.3 Connectionless Data Transmission

2.2.2.1 Summary

This solution is similar to solution 5.1.1.3.6.2. However this solution is done per PDN connection whereas 5.1.1.3.6.2 is per bearer. 
When a UE sets up a PDN connectivity for a certain APN, it is decided whether to operate in connectionless mode, which means that no dedicated bearers will be established, or in connection-oriented mode (i.e. same as existing procedure). 
Similar to the previous solution, the UE has a connection ID so the S-GW can be identified by the eNB when the UE sends uplink data. For downlink transmission, as long as the UE has the active connection, the UE is paged with a “connectionless” indication.

In order to handle UE mobility, when the UE has an active connectionless data path, the UE notifies the network about cell change to enable the SGW to send downlink traffic to the RAN node serving the UE. 2.2.2.2 Impacts 

Table 6: Impacts of Solution 5.1.1.3.6.2
	Nodes Impacted
	Impacts to the UE
	Impacts to the RAN node
	ASN.1 Changes
	Limitations
	Advantages
	Comments

	UE,  eNB, S-GW, MME/SGSN, 
	Support of new Uu interface to carry small data in idle mode (still TBD by RAN2)

UE needs to notify the network every time it changes cell.
	Support of new Uu interface to carry small data in idle mode (still TBD by RAN2)


	New messages might be needed and/or current message need to be changed (e.g. paging with “connectionless”)
	In order to support mobility, cell updates are necessary
No dedicated radio bearers can be supported at the same time

.
	Mobility is supported (via cell updates)
No paging or dummy packet needed, S-GW saves the context information 
	RAN transmission mechanism still needs to be and congestion control

It is FFS how to handle scenario if another EPS bearer can be established while the connectionless transmission mode is already established. Currently not supported by the procedure
It is FFS if the reduction of signaling from the procedure will compensate for the added signaling due to cell updates


2.2.2.3 Comments

In order to support mobility, the UE needs to notify the network at every time it enters a new cell. This might cause extra signaling for the case where UE is moving. It is unclear if the reduction of signaling from the procedure will compensate for the added signaling due to cell updates. 

2.3 S1/Iu Optimizations

The intention of S1/Iu Optimization solutions is to introduce network signalling optimizations with no impact on Uu interface. In this section, we provide the detailed summary and analysis of the solution proposed in TR 23.887[3] that fall under the category of S1/Iu. 

The following is categorized as S1/Iu Optimization solution:

1. Solution 5.1.1.3.4 “Stateless Gateway for cost efficient transmission of infrequent or frequent small data”.
2.3.1 Solution 5.1.1.3.4 Stateless Gateway for cost efficient transmission of infrequent or frequent small data

2.3.1.1 Summary

This solution proposes the creation of a Combined Gateway (CGW) which is created by collapsing the S-GW and P-GW, eliminating all S5/S8 signalling between the two gateways. Moreover, it proposes the maintenance of device specific state information in this CGW for users actively engaged in user data transmission.
Many functions are moved from the traditional GW to the MME, thus reducing the signalling needed between MME and CGW. It is also proposed a stateless approach, where the UE context is created in the CGW when the first uplink data packet is received from the eNB. The context is released when the device becomes inactive. 

Even though this solution does not impact the air interface, it is important to note that it does impact the eNB. For example, there is additional information provided by the MME to the eNB that needs to be included in the first tunneled uplink data packets sent from the eNB to the CGW. When the device has data to send and initiates the UE triggered service request procedure, the first tunneled uplink data packets include additional information in extension headers as needed for the CGW to perform the necessary functions for the device such as eNB transport address and TEID, device ID needed for charging functions on the CGW, LI indicators as needed, and location information as needed for charging or LI.  
2.3.1.2 Impacts 

Table 7: Impacts of Solution 5.1.1.3.4
	Nodes Impacted
	Impacts to the UE
	Impacts to the RAN nodes
	ASN.1 Changes
	Limitations
	Advantages
	Comments

	eNB, MME, CGW MME/SGSN 
	Indication of CGW support (via signaling or setting pre-configured in the network for that UE)
	Support GTP-U header extensions (S1-U);

When sending NAS or HO related messages to MME indicate support of optimized signalling (S1-MME);

On X2 HO, include the SGW support indication to the target eNB (X2).

Receive new control information from S1-MME (e.g. APN ID code)


	None
	For this solution to work, several assumptions must be met, including the fact that the UE can only have a single PDN connection and a single radio bearer. See (*) below

	No RAN impact other than eNB changes
Improvements on CN side in terms of signaling minimization  and information retention
	The magnitude of the benefits of this procedure is not yet clear. 
This solution is only defined for UE initiating connection. DL traffic is still FFS.



(*) The following assumptions need to be met for this solution to work [3]:

1.
The APN to be used by the device is reachable from the VPLMN; 

2.
The device does not require a reachable IP address when the UE is idle, i.e. when it is acceptable that the device becomes unreachable unless it opens a transport connection (e.g. upon device triggering);  
3.
The device requires access only to best effort data transport (or to static QoS), i.e. only one bearer exists for the attached APN;
4.
The device registers for access to only one APN and bearer at a time;
5.
The device registration and range of mobility with IP address preservation may be limited to a (set of) MME.
2.3.1.3 Comments

This solution is limited to very specific scenarios and is only defined for UEs that first need to get RRC connected. It must be determined whether or not such scenarios are common enough to warrant such major changes in the standards.

2.4 RRC Connection Management

2.4.1 Solution 5.1.1.3.7 Service Request signalling reduction by RRC message combining
2.4.1.1 Summary

The objective of this solution is to reduce the amount of over-the-air (RRC) signalling messages required in Service Request procedure for establishing data radio bearer for small data transmission, by combining the information exchanged between the UE and network (eNodeB, MME for LTE, and RNC, SGSN for UMTS) in fewer RRC messages. 
Proposed solution for LTE:

Currently, RRC messages required during Service Request procedure consists of:

 (1) RRC Connection Request, RRC Connection Setup, RRC Connection Setup Complete

 (2) Security Mode Command, Security Mode Complete

 (3) RRC Connection Reconfiguration, RRC Connection Reconfiguration Complete

Overall, around 7 RRC messages (for MO call setup) are required to establish a DRB for small data transmission in the UL, and the eNB does not retrieve any context from the MME until RRC Connection Setup Complete is received.
In order to reduce the amount of RRC signalling it is proposed to:

· Send NAS Service request message in the RRC connection request message

· Piggyback the Security Mode Command exchange (2) and RRC connection reconfiguration exchange (3) into the RRC connection establishment exchange (1) and 

· eNB retrieving the context from the MME earlier in the procedure.
Proposed solution for UMTS:
Currently, RRC messages required during Service Request procedure consist of:

(1) RRC Connection Request, RRC Connection Setup, RRC Connection Setup Complete

(2) Security Mode Command, Security Mode Complete

(3) Radio Bearer Setup, Radio Bearer Setup Complete

(4) Initial Direct Transfer, Downlink Direct Transfer, Uplink Direct Transfer

Overall, around 11 RRC messages (for MO PS call setup) or 13 RRC messages (for MT PS  call setup) are required to establish a data radio bearer for small data transmission in the UL.

In order to reduce the amount of RRC signaling it is proposed to 

· Merge all the DL messages into one: RRC Connection Setup; and

· Merge UL messages into 1 or 2: RRC Connection Request (carrying the NAS Service request) and RRC Connection Setup Complete

2.4.1.2 Impacts
The following impacts of the LTE solution are identified:
Table 8a: Impacts of Solution 5.1.1.3.7 for LTE
	Nodes Impacted
	Impacts to the UE
	Impacts to the RAN nodes
	ASN.1 Changes
	Limitations
	Advantages
	Comments

	UE, eNB, MME
	Combination of RRC connection request and service request

Partial encryption support
	Partial encryption support
	RRC Connection Request

RRC Connection Setup
	Refer comments in section 2.4.1.2
	Reduction in over the air signalling message (RRC)
	Exact amount of RRC message size increase needs to studied in more detail

Significant change in security mechanism for partial encryption of RRC Connection setup message



The following impacts of the UMTS solution are identified:
Table 8b: Impacts of Solution 5.1.1.3.7 for UMTS
	Nodes Impacted
	Impacts to the UE
	Impacts to the RAN nodes
	ASN.1 Changes
	Limitations
	Advantages
	Comments

	UE, RNC
	Combination of messages to RRC Connection Request and RRC Connection Setup Complete

Partial encryption support
	Partial encryption support
	RRC Connection request

RRC Connection Setup

RRC Connection Setup Complete
	Refer comments in section 2.4.1.2
	Reduction in over the air signalling message (RRC)
	Exact amount of RRC message size increase needs to studied in more detail

Significant change in security mechanism for partial encryption of RRC Connection Setup message



2.4.1.3 Comments
Comments to the solution for LTE:

RRC message size increase:

Including NAS messages into RRC messages would lead to increase in the RRC message size, e.g. the RRC Connection Request message would be increased by 4 bytes in case of the (regular) Service Request message or max 15 bytes in case of the Extended Service Request message. Furthermore, the RRC Connection Setup message would be increased due to its combination with the RRC Connection Reconfiguration and the Security Mode Command messages. But exact amount of increase needs to be studied in more detail as it depends on the configuration for e.g. measurements, dedicated radio resources etc.

Piggybacking of NAS messages:

There has been discussion in the beginning of Rel-8 LTE standardization w.r.t combining of NAS service Request message into RRC connection request message. And based on delay analysis the decision was made in RAN2#59bis (Oct 2007) to separate the transmission of NAS Service Request and RRC connection request, and an LS in R2-074573 was sent to SA2, SA3, CT1 to inform them about the decision.  
Partial encryption of RRC connection setup:
In general ciphering is applied for the entire data part of RRC PDU and U-plane PDU and both integrity protection and ciphering is performed in PDCP. As RRC connection setup is transmitted on SRB0, CCCH and RLC TM it is currently neither integrity protected nor ciphered.

Observation 1: Due to this partial encryption of RRC connection setup it would affect changes to current ciphering functionality in LTE AS protocols.

Observation 2: New security mechanism for partial encryption of RRC connection setup message may need to be supported by UE and network.

In view of above, in our opinion one of the main issues is on the introduction of a new security mechanism for partial encryption of RRC connection setup message that would impact both UE and network. Taking into account that the proposed solution may allow to reduce the number of RRC messages, e.g. from 7 to 3 (however it is to be noted that the messages are combined, so the effective data over air may be similar), it is for further study whether such moderate reduction of RRC messages justifies the potential changes to make.
Comments to the solution for UMTS:

RRC message size increase:

Including NAS Service Request message into RRC Connection Request message would lead to increase in the RRC message size by 20-36 bytes acc. to TS 24.008. The size of RRC Connection Setup and RRC Connection Setup Complete would be increased but exact amount needs to be further studied.
Piggybacking of NAS messages:
In UMTS piggybacking of NAS messages in an RRC message is currently not supported as any NAS message are carried on following specific RRC messages:
· Downlink Direct Transfer to transfer DL NAS messages.

· Initial Direct Transfer to initiate a signalling connection based on indication from the upper layers, and to transfer a UL NAS message, e.g. Service Request.

· Uplink Direct Transfer to transfer UL NAS messages.

Partial encryption of RRC connection setup:

In general ciphering is applied for the entire data part of RRC PDU or U-plane PDU. Ciphering is performed in RLC for RLC UM and AM. Ciphering is performed in MAC (MAC-d entity) for RLC TM. Integrity protection for RRC messages is performed in RRC. As RRC connection setup is transmitted on SRB0, CCCH, and RLC UM, it is neither integrity protected nor ciphered. 

Observation 3: Due to this partial encryption of RRC connection setup it would affect changes to current ciphering functionality in UMTS AS protocols.

Observation 4: New security mechanism for partial encryption of RRC connection setup message may need to be supported by UE and network.

In view of above, in our opinion same as for LTE one of the main issues is on the introduction of a new security mechanism for partial encryption of RRC connection setup message that would impact both UE and network. Although the proposed solution may allow to reduce the number of RRC messages, e.g. from 11 to 3 for MO PS call setup, it is for further study whether such considerable reduction of RRC messages justifies the potential changes to make.
2.5 Keep UE in connected mode

This section is dedicated to focus on solutions targeting frequent small data optimizations that would keep the UE in connected mode to reduce the number of transitions from idle to connected mode for sending small data (mobile data applications including social networking applications, VoIP, etc). The goal is to reduce signalling and UE power consumption. 
2.5.1 Solution 5.1.2.3.1 Keep the UE in connected mode

In this section, we describe the summary and comments for the connected mode frequent small data transmission solution.
2.5.1.1 Summary
The configuration changes proposed in this solution include setting RRC inactivity timer to a very high value such that the eNB does not release the RRC connection of the UE and adjusting the measurement configuration differently for such frequent small data applications. The details of the procedures are not discussed in the solution. 
2.5.1.2 Impacts 

Table 9: Impacts of Solution 5.1.1.3.7
	Nodes Impacted
	Impacts to the UE
	Impacts to the RAN nodes
	ASN.1 Changes
	Limitations
	Advantages
	Comments

	eNB, MME, CGW MME/SGSN 
	Change RRC Connection Request to use special Establishment Cause


	Adjust RRC inactivity timer per UE based on traffic characteristics

Adjust measurement configuration for individual UEs according to applications 
	RRC connection request
	      Mobility supported however there will be impact of high mobility due to frequent handovers 
	No security implications

Reduction of signaling overhead in the RAN due to lack of transitions from idle to connected mode

	UMTS not investigated. 

Solution is specific to frequent small data and may need 
corresponding provisioning to distinguish the capability. 
Further evaluation is necessary to determine the trade-off between signalling overhead and power consumption for frequent small data


2.5.1.3 Comments
This solution may interwork with some of the solutions provided under UEPCOP section. The determination of whether there is frequent small data in DL/UL is a challenge and will need further study. If it is not configured appropriately, then the UE power consumption increases and also the applications may change dynamically and hence solution should adjust accordingly which is a major shift from how generally cell specific RRC inactivity timer works today. 

Proposal: It is proposed to capture the summary of solutions and impacts analysis from section 2 of this paper to the corresponding sections of the proposed TR 37.8xx [6] (section 5).

3. Conclusions
In this contribution we presented a summary and analysis of the solutions proposed by SA2 for Small Data Transmission Optimizations. It is recommended that comparison of different solutions be conducted using the evaluation criteria proposed in [4]. 
Proposal: It is proposed to capture the summary of solutions and impacts analysis from section 2 of this paper to the corresponding sections of the proposed TR 37.8xx [6] (section 5).
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