Page 1



3GPP TSG-RAN WG2 #81bis          
 R2-131224
Chicago, USA, 15 – 19 April, 2013
Agenda Item
: 
5.2.1
Source
: 
LG Electronics Inc.
Title
:
Down-selection of solutions for Small Data Transmission
Document for
:
Discussion and Decision
1 Introduction
In this document, we discuss key points for small data transmission and try to down-select solutions for small data transmission.
2 Discussion

The figure 1 shows the current LTE message sequence for the transfer of one IP packet pair which is captured in TR23.887.
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Figure 1: Current LTE message sequence for the transfer of one IP packet pair in [1]
According to TR23.887, the key issue on small data transmission is to identify the solutions to transmit and receive small amount of data efficiently through 3GPP system. As shown in figure 1, UE should perform necessary RRC procedures before sending or receiving user packets. The necessary RRC procedures are RRC connection establishment, AS security activation, and RRC connection reconfiguration for measurement configuration and DRB setup. From RAN2 perspective, if we improve radio protocol for small data transmission, it seems likely to discuss how to modify/remove/combine the necessary RRC procedures that happen before UE sends/receives user packets. 
For this improvement, we think that the following issues would be key points in RAN2:
1. How will UE encrypt small data, i.e. either with AS security or without AS security (only with NAS security)

2. Which radio bearer will UE send/receive small data, i.e. either SRB in C-plane or DRB in U-plane
3. When will UE send/receive small data, i.e. either after completion of RRC connection establishment or during RRC connection establishment procedure
2.1 NAS security only vs. AS security

As we know, there are NAS security and AS security. AS security protects RRC signalling and user data between UE and E-UTRAN, and NAS security protects the NAS signalling between UE and MME. 
Currently, UE should perform AS SMC to encrypt/decrypt signalling/user traffic in AS layer, i.e. AS security, before sending/receiving user traffic. The PDCP layer performs encryption and decryption of signalling/user traffic. Thus, if we still rely on AS security for small data transmission, UE cannot perform transmission/reception on SRB0 with AS security.
On the other hand, there is a solution that UE may be able to send small data only with NAS security, i.e. without AS security activation. If we can carry small data in a NAS message, we could rely on NAS security only, because NAS message will be encrypted by NAS security. 
The benefit of this solution is that UE can send/receive small data before AS security activation. It means that UE could skip the RRC SMC procedure, before sending/receive small data. Hence, if NAS security provides sufficient level of security for small data transmission, we could improve the current RRC procedures without AS security activation.
Observation 1: If NAS security provides sufficient level of security for small data transmission, it is possible to skip AS security activation for this improvement.
2.2 SRB in C-plane vs. DRB in U-plane
As shown in figure 1, it is the current mechanism that UE sends any data to eNB via DRB in U-plane. Then, eNB sends it to serving GW. It would be possible that we combine RRC connection establishment and DRB setup, in order to quickly establish DRB.

The benefit of this solution seems to be that UE would send/receive small data, relatively in a more stable manner. For instance, we could still apply AS security on PDCP for MT/MO data through a DRB. And, we could use RLC AM on DRB for reliable transmission, compared to CCCH on SRB0.
However, we may still have signalling overhead for DRB setup if we still rely on DRB for small data transmission.
On the other hand, there is a solution that UE may be able to send small data on SRB in C-plane. For example, UE may be able to send MO data through the RRC connection setup complete message in SRB1. Then, eNB can transfer the user packet to MME. In addition, UE may be able to receive MT data through the RRC connection setup in SRB0. 
The benefit of this solution is that UE can send/receive small data immediately as soon as transmission on SRB is possible, i.e. during RRC connection establishment, even before UE establishes DRB. Thus, we could skip at least signalling overhead for DRB setup, before sending/receiving small data. 
However, if UE receives MT data through RRC connection setup message on CCCH/SRB0, we cannot use ARQ because RLC TM is configured for CCCH/SRB0. Nevertheless, we could rely on HARQ and RRC connection setup complete message for reliable transmission of MT data in RRC connection setup message. 
In our view, SRB0 could provide sufficient level of reliable small data transmission (if NAS security provides sufficient level of security for small data transmission, as discussed in the above section). Thus, we could improve the current RRC procedures without DRB setup for MT small data transmission. 
Furthermore, we think that we could also improve the current RRC procedures without DRB setup for MO small data transmission, because SRB1 could be used to send MO data with RLC AM (if NAS security provides sufficient level of security for small data transmission, as discussed in the above section).
Observation 2: RRC Connection Setup on SRB0 could reliably send MT data in downlink.
Observation 3: RRC Connection Setup Complete on SRB1 could reliably send MO data in uplink with RLC AM.
2.3 After connection establishment vs. during connection establishment

It is the current procedure that UE sends/receive user data only after completion of RRC connection establishment and then after subsequent SMC and DRB setup. 
On the other hand, there is a solution that UE may be able to send/receive small data during RRC connection establishment. For instance, UE could receive MT data in RRC connection setup message, and UE could send MO data in RRC connection setup complete message. Then, UE could quickly release the RRC connection after successful small data transmission.
The benefit of small data transmission during RRC connection establishment is that UE can send/receive small data immediately as soon as UE sends random access preamble for the RRC connection establishment. 
In our view, for small data transmission in RRC connection establishment, if NAS security can provide sufficient level of security, as we discussed above, it would be possible to provide small data transmission during RRC connection establishment.

Observation 4: It is possible that UE sends/receives small data transmission during RRC connection establishment, if NAS security can provide sufficient level of security.
3 Conclusion

In conclusion, we propose to discuss whether or not the observations listed below are acceptable in RAN2 and to use the observations to down-select solutions for small data transmission:
Observation 1: If NAS security provides sufficient level of security for small data transmission, it is possible to skip AS security activation for this improvement.

Observation 2: RRC Connection Setup on SRB0 could reliably send MT data in downlink.

Observation 3: RRC Connection Setup Complete on SRB1 could reliably send MO data in uplink with RLC AM.
Observation 4: It is possible that UE sends/receives small data transmission during RRC connection establishment, if NAS security can provide sufficient level of security.
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