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1. Introduction
In RAN#58 meeting, a new Study Item was established on Further EUL Enhancements in [1], and one sub-topic of the SI is "Improvements to current access control mechanism to provide efficient approach for UTRAN in case of uplink overload". 
Currently, there are several access control mechanisms, including Access Class Barring (ACB), Domain Specific Access Restriction (DSAC), Paging Permission with Access Control (PPAC), Extended Access Barring (EAB) and “Wait Time in RRC CONNECTION REJECT/CELL UPDATE CONFIRM message”. However, as analyzed in [2] in RAN2#81 meeting, the current access control mechanisms have some drawbacks. In this contribution, we will further analyze the drawbacks and then provide the possible enhancements.
2. Discussion
2.1. Handling of value tag wrap-around
Parameters for ACB, DSAC and PPAC are included in SIB3. When network is overloaded, in order to avoid barring a specific category of UEs for a long time and guarantee the fairness between UEs, network need to update the SIB3 to rotate the barred ACs from time to time. However, the frequent updating of SIB3 might cause the value tag to be wrap-around frequently, especially considering the length of value tag is short, i.e. 1-4 for SIB3 value tag and 1-8 for MIB value tag. 

Due to the wrap-around of value tag, for UEs that transit from CELL_DCH state or return from out of coverage, it is quite possible that the current value tag is identical with the previously stored value .The UE will not re-acquire the SIB3 if value tag is not changed even if SIB3 has already been updated, as a consequence, the access control effort in case of network congestion might be compromised.
Several enhancements could be considered to handle the value tag wrap-around issue, e.g. extending the range of value tag. The simplest and backward compatible way is to force the UE to re-acquire the SIB3 after state transition from CELL_DCH state or after return from out of coverage, regardless of the value tag.
Proposal 1: Force the UE to re-acquire the SIB3 after state transition from CELL_DCH state or after return from out of coverage, regardless of the value tag.
It is noticeable that network congestion is only a rare case and might not last for a long time. Hereby, for the purpose of UE power consumption optimization, further enhancement on top of proposal 1 could be considered, e.g. force the UE to re-acquire the SIB3 only during the period of network congestion.

2.2. Restriction of UDT message
Nowadays, in order to against the signalling storm, generally network will choose to keep smart phone in CELL_PCH state or URA_PCH state when the UE does not have any traffic after a period of time. 
However, for those UEs, in case the network is congested, it is not possible for the network to prevent them from transmitting Uplink Direct Transfer (UDT) messages to the PS domain (e.g. the UDT message triggered by higher layers to activate/modify/deactivate the PDP context, or to detach), this is because:
1) The current Domain Specific Access Restriction (DSAC) scheme could only be used to restrict INITIAL DIRECT TRANSFER (IDT) message, and it couldn’t be used to restrict UDT message.

2) It is not possible for the current back-off mechanism in the random access procedure to allow the IDT message while at the same time restricting the UDT message. This is because both IDT message and UDT message are carried on SRB3, and a uniform ASC and a uniform persistence value Pi will be generated for them. 
The most straightforward way is to enhance the current DSAC mechanism to restrict the transmission of UDT message as well.

Proposal 2: Enhance the current DSAC mechanism to restrict the transmission of UDT message to PS domain.

2.3. Domain specific Wait Time
When network is congested, by including the “Wait Time” in RRC CONNECTION REJECT message and CELL UPDATE CONFIRM message, network could notify UE not to originate again the request that was refused before during a period of time. 
From the network perspective, when congestion occurs, it might want to delay the UE access to the PS domain while at the same time still allow the UE access to the CS domain, so as to ensure a good Quality of Experience. However, currently the “wait time” is common for both PS domain and CS domain, which will prevent the network from performing the per domain access control by “Wait Time”.
The most straightforward way is to introduce the “per CN domain wait time” in RRC CONNECTION REJECT message and CELL UPDATE CONFIRM message.
In the Rel-10 WI “RAN mechanisms to avoid CN overload due to MTC”, for UE supports "delay tolerant access" (i.e. configured for “NAS signalling low priority” by OMA-DM), it is already possible to apply the "Extended Wait Time" to a specific CN domain when network is overloaded. However, it is questionable that whether in the real world operators will configure the smart phones for "delay tolerant access", since generally H2H communication (e.g. interactive IM service) is more sensitive to the delay compared to M2M commutation. Further, it is also desirable to enhance the current “Wait Time” mechanism without the coupling with Rel-10 MTC feature.
Proposal 3: Introduce per CN domain “wait time” in RRC CONNECTION REJECT message and CELL UPDATE CONFIRM message.
3. Conclusion

In this contribution, we further analyzed the drawbacks of the current access control mechanisms, and the possible enhancements are also provided. RAN2 is kindly asked to discuss and agree on the following proposals:
Proposal 1: Force the UE to re-acquire the SIB3 after state transition from CELL_DCH state or after return from out of coverage, regardless of the value tag.
Proposal 2: Enhance the current DSAC mechanism to restrict the transmission of UDT message to PS domain.

Proposal 3: Introduce per CN domain “wait time” in RRC CONNECTION REJECT message and CELL UPDATE CONFIRM message.
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