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Discussion and Decision
1
Introduction
3GPP RAN2 currently discusses different deployment scenarios under the Rel-12 SI “WLAN/3GPP Radio Interworking” which should be considered in the SI phase. A prioritisation of scenarios is quite likely.
Besides discussing which deployment scenarios are the most relevant for the operators a discussion should be started how relevant a distinction of different WLAN accesses should be for the solutions being developed by 3GPP RAN2. 

2
Discussion
2.1
“WLANs” are different.
It can be observed that today terminals tend to treat WLANs in a generic way and tend to connect to any WLAN regardless of the type of WLAN access. In this sense not only the technically distinguishing factors (IEEE 802.11 a/b/g/n/ac etc.) are meant but also the “features” which differentiate WLAN access. 
Observation 1: WLAN APs could be different and should be treated differently depending on various factors.
2.2
“Trusted access” vs “non-trusted access” ?
In 3GPP Rel-8 the concept of “trusted non-3GPP access” and “not trusted non-3GPP access” has been introduced as essential part of the EPC system [1].
“Trusted non-3GPP access” is considered by the operator to provide a similar degree of security and trust like cellular 3GPP access (GSM/UMTS/LTE) as it is based on standard 3GPP authentication methods such as “EAP-SIM” or “EAP-AKA”. Typically operators might upgrade their own deployed WLAN access points to provide “trusted non-3GPP access” for customers in order to not compromise customer authentication, trust and privacy. “Non-trusted non-3GPP access” is typically any WLAN access which is not secured by means of EAP-SIM or EAP-AKA. 

Proposal 1: Target WLAN systems should be distinguished in “trusted non-3GPP access” and “non-trusted non-3GPP access”.

2.3
What about residential WLAN ?
Currently the SI is focussed on operator deployed WLAN access. This clearly excludes any residential (private) WLAN access. As it is unlikely that such WLAN deployments will be part of the integrated WLAN / cellular architecture for most of the operators and the high number of deployed residential WLAN AP - which are only open to a very limited subscriber basis - we think we should not develop optimisation on RAN level to improve interworking with such deployed WLAN AP.   
Proposal 2: Residential WLAN AP deployment should not be considered as part of the Rel-12 SI.
2.4
Mass deployment of WLAN APs open to broad fraction of customers ?
One aspect which has not been discussed up to now is the approach of some operators to allow customers to open their residential deployed WLAN APs to other customers of the operator and grant those customers in return access to other customer’s WLAN APs (typically being deployed on customers premises). This approach – sometimes referred as “FON-approach” – is currently adopted by more and more operators in order to drive WLAN usage and allow cost-efficient enhancement of the WLAN footprint. Deutsche Telekom AG announced in Feb. 2013 such a partnership with FON and estimates deployment of up to 2.5 million “WLAN to Go” APs until end of 2016 in Germany [2]. In such a deployment the residential WLAN AP is controlled by the operator.  

Proposal 3: Mass deployment of operator controlled residential WLAN APs open to (fraction) of operator’s customers should considered as part of the Rel-12 SI.
2.5
Technical requirements for potential WLAN / cellular interworking enhancement solutions.
Based on the above requirements the outcome of the SI phase should identify solutions which can distinguish:


A)

The target WLAN system


B) 
Be customer specific

So A) means that depending on the target WLAN system differentiated interworking policies might be needed. A simple solution could be based on target SSID.

B) means that different customers might be subject for differentiated policies on WLAN interworking enhancements. E.g. while the interworking to public operator deployed WLAN AP (“trusted-access”) might be possible and desirable for any customer of the operator, interworking enhancements towards FON-like deployed WLAN AP might only be possible and desired for customers which also grated access to their own opened WLAN AP.

Proposal 4: Per target WLAN system distinction should be possible as well as user specific policy configuration.
3
Conclusion

It is proposed to agree on the following proposals. 
Observation 1: WLAN APs could be different and should be treated differently depending on various factors.

Proposal 1: Target WLAN systems should be distinguished in “trusted non-3GPP access” and “not trusted non-3GPP access”.

Proposal 2: Residential WLAN AP deployment should not be considered as part of the Rel-12 SI.

Proposal 3: Mass deployment of operator controlled residential WLAN AP open to (fraction) of operator’s customers should considered as part of the Rel-12 SI.
Proposal 4: Per target WLAN system distinction should be possible as well as user specific policy configuration.

The agreements should be captured in the TR on “WLAN / 3GPP radio interworking enhancements”.
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