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1. Introduction
In RAN2#81, RAN2 had achieved the following agreement on WLAN 3GPP interworking SI [1]: 
	Agreed Scenarios and Requirements and Assumptions
4
Reduce (or at least don’t increase) battery consumption (e.g. due to WLAN scanning/discovery)




In this contribution, we discuss 3GPP network providing WLAN configurations to UE for effectively WLAN scanning/discovery. We further give our detailed analysis on how this solution of network providing assistant information works.
2. Challenges of Current Situation

Currently, to support 3GPP/WLAN interworking, there has been a core network based solution, i.e. Access Network Discovery and Selection Function (ANDSF). In this CN solution, UE supporting ANDSF could receive information about operator preferences for routing user traffic over WLAN or cellular access. And the UE may get the available access networks list in its vicinity to help access network discovery. 
Having this semi-static policies indicated by the core network, UE selects the WLAN/3GPP network by itself. In order to find out and access WLAN timely, UE normally performs WLAN scanning blindly. When WLAN APs are congested or no WLAN AP is available to the UE, it causes excessive battery consumption in UE. An efficient WLAN discovery mechanism is needed for power saving, e.g. provide WLAN configurations to UE to let it know accurately when to perform WLAN scanning.
3. Solutions
If network provides WLAN configurations within its coverage to UE, UE would know when to perform WLAN scanning. It would turn off the WLAN module when there is no WLAN coverage at all. Or if the 3GPP network knows when the WLAN is overloaded, it could give UE some indications not to perform WLAN scanning or even turn off the WLAN module. Providing WLAN configurations to UE via RAN prevents the UE from unnecessary WLAN discovery, and reduces UE battery consumption.
Proposal 1: RAN provides WLAN configurations to UE to avoid unnecessary WLAN scanning for power saving.
The following issues need to be discussed regarding to the solution of network providing WLAN configurations:
· The content of WLAN configurations provided to UE
· How the network gets the WLAN configurations
· How UE gets the WLAN configurations
· WLAN configurations change notification
3.1. The content of WLAN configurations provided to UE
RAN tells UE about the available WLAN AP info, i.e. neighbor APs in the 3GPP cell the UE stays. The detailed WLAN configurations provided to UE would be WLAN BSSID/SSID, frequency channel an AP is operated on, and scanning periodicity to help the UE discovering a WLAN AP.
More timely WLAN configurations would be indicated to tell UE to turn on/off the WLAN module with some time span limits if the network has knowledge of the WLAN load condition. Or a black list of WLAN APs tells UE to avoid to access.
3.2. How the network gets the WLAN configurations?
The general WLAN configuration information such as the BSSID/SSID and the frequency channel of a neighbor AP in the 3GPP cell’s coverage would be easily got by the network from OAM server especially when the 3GPP network and WLAN are deployed by the same operator.
More timely WLAN configuration information related to WLAN load and performance would also be known by the network. A possible way for the network to acquire this would be initiating some UEs to report since the UEs clearly know the WLAN air condition as well as the WLAN backhaul load if they are Hotspot2.0 capable. Or the network would consider having the data volume and the number of associated UEs of a WLAN AP from OAM server under the SA5 WI WLAN-OAM [2].
Proposal 2: The WLAN configurations could be got from OAM server by RAN nodes, while how to get more timely WLAN configurations still needs further study.
3.3. How UE gets the WLAN configuration information?
If UE in IDLE would take advantage of WLAN configurations, it would save the signaling overhead when compared with ANDSF scheme where, for IDLE UE, it has to go to RRC-CONNECTED first to communicate with ANDSF server. The network would carry the assistant information to UE via system information.
For UE in RRC-CONNECTED, more accurate WLAN configurations could be provided to UE by RRC signaling for the UE to turn on/off the WLAN module at the precise time to achieve better power saving since the network can locate the UE by some means such as TA+AoA under its coverage. 
Proposal 3: Network provides WLAN configurations to UE via system information, and more accurate configurations could be provided to connected mode UE by dedicated signalling. 
3.4. WLAN configurations change notification
Regarding to providing WLAN configurations to UE via system information, it would notify the UEs the changing in broadcast message by the following optional ways when the WLAN configurations change:
Rel-8 system information change procedure is an option. Another option is ETWS-like, i.e. UE immediately acquires the EAB SIB info upon the reception of “WLAN info update indication”. An improved option which came from updating of EAB info in MTC WI would be: Upon UE initiating a service request, UE acquires the latest WLAN configuration info.
Proposal 4: Details of the WLAN configurations update procedure need to be further studied.
4. Conclusion

Based on the discussion in section 3, it is proposed:
Proposal 1: RAN provides WLAN configurations to UE to avoid unnecessary WLAN scanning for power saving.
Proposal 2: The WLAN configurations could be got from OAM server by RAN nodes, while how to get more timely WLAN configurations still needs further study.
Proposal 3: Network provides WLAN configurations to UE via system information, and more accurate configurations could be provided to connected mode UE by dedicated signalling. 
Proposal 4: Details of the WLAN configurations update procedure need to be further studied.
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