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1. Introduction
During last SA plenary, it is decided that any new feature should be designed to work in network sharing environments. The details listed in the LS [1] are as below:
	· It was reconfirmed that in general all new features (or enhancements to existing features) should be designed to work in network sharing environments. As a consequence, it  was not seen necessary to create new baseline stage 1 requirements every time a new feature or enhancements to an existing feature is developed as the existing text in TS 22.101 on Network Sharing is considered a sufficient baseline. Yet, this does not preclude the potential need for additional requirements on a case by case basis, e.g. PWS, H(e)NodeB, EAB and CBS


During last SA2 meeting, a CR [4] is agreed which indicates that “Architectural enhancements for MTC shall be designed to work in network sharing environments for all sharing configurations described in TS 23.251[x].” According to these decisions, network sharing should be considered while designing MTC.

And in RAN2, EAB is an important feature to protect the network from overloading. So in this contribution, we would like to discuss the impact to EAB while considering RAN sharing.
2. Discussion
2.1. What is EAB used for?

Firstly, we discuss what EAB is used for. In SA specification 22.011 [2], it indicates that

	Extended Access Barring (EAB) is a mechanism for the operator(s) to control Mobile Originating access attempts from UEs that are configured for EAB in order to prevent overload of the access network and/or the core network.


According to above description, it seems that from SA point of view, EAB is used to prevent both CN overload and RAN overload. 

But during the discussion in the joint meeting in January and in RAN2 work group, it is almost common understanding that request/release solution is enough for CN overload protection and EAB is the main solution to protect RAN overload. If EAB is mainly used for RAN overload, it is updated according to whole RAN overload situation but not need to distinguish operators’ CN specific overload control requirements, so it has no relationship with network sharing and we needn’t to consider the impact of RAN sharing. Since it seems that there are different understanding about the usage of EAB between RAN2 and SA, we propose RAN2 to discuss whether EAB is mainly used for RAN overload first.

Proposal 1: RAN2 is kindly requested to decide whether EAB can be used for CN overload protection.
If EAB is used for RAN overload protection, EAB parameters are updated only when RAN overload is changed and not considering CN overload situation, so there will not be any impact considering network sharing. Then we could have the following proposal:

Proposal 2: If EAB is used for RAN overload protection, only one set of EAB information will be broadcasted in system information for all operators.

If EAB is also used for CN overload protection, EAB parameter also could be updated according to CN overload situation, then the network sharing should be considered. In next section we’ll review network sharing scenarios first and then analyze the impact to EAB for each case
2.2. Network sharing scenarios and impact analysis
In 22.011, it states that “In the case of multiple core networks sharing the same access network, the access network shall be able to apply the EAB for the different core networks individually.” And in the corresponding CR [3], the reason for change indicated that “For shared networks in which multiple PLMNs are broadcasted, EAB should be supported individually for the different CNs.”
In order to achieve the above requirements, two main RAN scenarios for multiple CN sharing should be considered:
Scenario 1: RAN nodes are shared to multiple operators but the radio resources are dedicated for each operator, i.e. one cell belongs to only one operator.

Scenario 2: Radio resources are shared for multiple operators, i.e. one cell could serve multiple operators.
For scenario 1, as a cell is only controlled by one operator, EAB information is only set by that operator. Hence, there is no need to consider RAN sharing issue in this case. So for Scenario 1, we propose:

Proposal 3: If EAB is used for CN overload protection, for scenario 1, only one set of EAB information will be broadcasted in system information.
For scenario 2, to satisfy the above requirement in 22.011, two solutions could be considered:
Alt 1: Broadcast multiple sets of EAB information for multiple operators.

Alt 2: Broadcast a set of common EAB information for multiple operators.

Alt 1 is a natural solution, i.e. broadcasting each operator’s EAB information and UE select and use its operator’s EAB information before it initiates an access procedure. It is precise for the UE by using its own operator’s individual EAB information. For Alt 2, the UE will use the common set of EAB information for all operators when it access the network. And RAN could perform specific access control for CN node overloaded, e.g. request/release scheme to reject an access request to a specific operator CN node. Another alternative to handle the UE access request for Alt 2 is that RAN could reject UE access request at a probability for a specific operator CN. This also could achieve supporting EAB individually for different CNs, but it introduces more complexity in RAN node. 
Alt 1 is simple but it increases the signaling overhead since it will broadcast multiple sets of EAB information. And it may be updated frequently if any one of the operators’ CN is overloaded or EAB parameters are changed. But it is easy for the RAN node to handle EAB parameter setting and updating. While Alt 2 is a bit complex for the RAN node since it will decide reasonable common EAB parameters and perform special access request control to reflect operator’s individual requirements.
To make the system simpler, we slightly prefer to adopt Alt 1.

Proposal 4: If EAB is used for CN overload protection, for scenario 2, multiple sets of EAB information for all operators will be broadcasted in system information.

3. Conclusion
In this contribution, we discuss the usage of EAB solution, review the network sharing scenarios and analyze the impact of EAB. And it is proposed:
Proposal 1: RAN2 is kindly requested to decide whether EAB can be used for CN overload protection.
Proposal 2: If EAB is used for RAN overload protection, only one set of EAB information will be broadcasted in system information for all operators.
If EAB is used for CN overload protection, the following two main network sharing scenarios are considered.
Scenario 1: RAN nodes are shared to multiple operators but the radio resources are dedicated for each operator, i.e. one cell belongs to only one operator.

Scenario 2: Radio resources are shared for multiple operators, i.e. one cell could serve multiple operators.
According to above analysis in section 2, we propose:

Proposal 3: If EAB is used for CN overload protection, for scenario 1, only one set of EAB information will be broadcasted in system information.
Proposal 4: If EAB is used for CN overload protection, for scenario 2, multiple sets of EAB information for all operators will be broadcasted in system information.

RAN2 is kindly asked to discuss these proposals and make final decisions.
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