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1 Introduction
During 3GPP RAN2#74 some requirements for Extended Access Barring have been discussed and some working assumptions have been reached. 

Some further working assumptions for Extended Access Barring have also been suggested for RAN2#75 in [1].
Based on (some of) these agreements and proposals, this document aims to provide a text proposal to include some description for Extended Access Barring in the TR on “RAN Improvements for Machine-Type Communications” [2].
2 Proposal

It is proposed that RAN2 agrees on the text proposal below for inclusion in [2].

3 References
[1] R2-113798, ‘Considerations on Extended Access Barring’, ZTE
[2] 3GPP TR 37.868 v0.8.0 ‘RAN Improvements for Machine-Type Communications’ 
***** START TEXT PROPOSAL *****
5.1
RAN overload control
[Editor’s note: This section is intended to describe the area where an improvement may be beneficial. The existence of a problem should be clearly illustrated. The area may be relevant to UMTS OR LTE]
RAN overload control as defined below is identified as the first priority improvement area.
A large number of MTC devices are expected to be deployed in a specific area, thus the network has to face increased load as well as possible surges of MTC traffic. Network congestion including Radio Network Congestion and Signalling Network Congestion as defined in [2] may happen due to mass concurrent data and signaling transmission. This may cause intolerable delays, packet loss or even service unavailability. Mechanisms to guarantee network availability and help network to meet performance requirements under such MTC load need to be investigated.
For UL (RACH) load control enhancements, application level time distribution mechanisms are very important. Although not controlled by AS, some distribution is assumed to be present. In addition to application level distribution mechanisms, RAN level mechanisms should be worked on to protect the RAN for RACH overload, i.e. mechanisms to handle any realistic MTC access load without significant impact on H2H traffic. 
Unless otherwise stated, the solutions apply to UMTS and LTE.
5.1.1
Access Class Barring schemes
The introduction of separate Access Class(es) for MTC devices allows the network to separately control the access from these MTC, in addition to access control for other devices. Depending on the granularity of the control needed among MTC devices, either one or several Access Classes can be introduced.
For UMTS and LTE, an ACB mechanism could be used for barring or not barring each specific MTC access class. In addition, an access class barring factor per MTC access class could be introduced to control the probability to consider a cell barred or not barred for those MTC access classes.
5.1.1.1
UE individual Access Class Barring Scaling
In this method, the access control parameters broadcast by the network can be adjusted by the network on a per UE basis. The network uses control signalling to indicate to individual UEs or group of UEs how to scale the access control parameters when broadcast by the network. The purpose of the scaling is to allow different levels of access control to apply for a UE or group of UEs, relative to other UEs in a cell, based on one set of broadcast access control parameters.
5.1.2
Separate RACH resources for MTC
When MTC and H2H devices share the RACH resource, they experience the same access collision probability. Separate RACH resources can be provided for the H2H and MTC devices. 
5.1.2.1
Solution for LTE

The separation of resources can be done by either splitting the preambles into H2H group(s) and MTC group(s) or by allocating PRACH occasions in time or frequency to either H2H or MTC devices.
5.1.2.2
Solution for UMTS
The separation of resources can be done by either splitting the signatures into H2H group(s) and MTC group(s) through ASC configuration or by allocating new signatures in time to either H2H or MTC devices.
5.1.3 Dynamic allocation of RACH resources

In some scenarios the network can predict when access load will surge due to MTC devices. In order to cope with this load, the network may dynamically allocate additional RACH resources for the MTC devices to use. 

5.1.4 MTC Specific Backoff scheme

A MTC specific backoff scheme can be used to delay their random access (re-)attempts.

5.1.5 Slotted access

In this method, the access cycle/slots (similar to paging cycle/slots) are defined for MTC devices and each MTC device only accesses at its dedicated access slot. The access slots are synchronized with the corresponding System Frames. An MTC device is associated with an access slot through its ID (IMSI). At it simplest, the access slot could be the paging frame for the MTC device.  
5.1.6 Pull based scheme
If the MTC server is aware of when MTC devices have data to send or the MTC server needs information from the MTC devices, it needs to inform the MTC device. Correspondingly the CN could page the MTC device and upon receiving a paging message the MTC device will perform an RRC connection establishment. The eNB or RNC could control the paging taking into account the network load condition. This is already supported by the current specification.
The paging message may also include a backoff time for the MTC device which indicates the time of access from the reception of the paging message. Another approach would be to use group paging.
5.1.7
Extended Access Barring
Extended Access Barring (EAB) is a method for the network to selectively control access attempts from specific UEs (i.e. ‘UEs configured for EAB’) in order to prevent overload of the radio and/or the core network, without the need to introduce any new Access Classes. In case of congestion, the network could restrict access from ‘UEs configured for EAB’ while permitting access from other UEs. 
Extended Access Barring parameters could be broadcast on the BCCH, and they could provide different information for different category of UEs:

a) 
UEs that are configured for EAB;

b) 
UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 

c)  
UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN

UEs configured for EAB establishing a RRC connection for emergency call, as well as UEs which are members of AC 11~15, should not apply EAB. 
To ensure that the access network can react fast enough to prevent RAN overload in the critical scenarios, different alternatives could be considered, including the following:
· Define solutions whereby the EAB information is broadcast by the RAN with a sufficiently high frequency.
· Mandate UEs configured for EAB to read SIB to acquire the updated EAB parameters before performing a random access for a delay tolerant access request.
· Specify that if a UE configured for EAB receives a notification of EAB update, it shall delay any delay tolerant access request until the next modification period.

***** END TEXT PROPOSAL *****

