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1. Overall Description

RAN2 thanks SA3 for their LS listed above.

RAN2 has discussed PS HO case. The conclusion is:
1. The KSI stored in USIM may be the same as the KSI derived from eKSI during PS HO.

2. According to 25.331 below:

	1>
when the HANDOVER TO UTRAN COMPLETE message has been submitted to lower layers for transmission:

2>
if the source RAT was E-UTRA:

3>
if ciphering is indicated in the HANDOVER TO UTRAN COMMAND by the presence of the IE "Ciphering Algorithm"

4>
store the CS "key set used" including the mapped KSI to the USIM CS security key if SR-VCC was performed;

4>
store the PS "key set used" including the mapped KSI to the USIM PS security key if PS handover was performed;


UE only replaces UTRAN security key in case of HO success.

In case HO failure, UE will not use the new key. When HO is successful, the UE will use the new key, but the HO complete message may be lost. So the SGSN can not sure whether the UE will use new or old key without explicit indicator. Thus from AS layer point of view, the same problem exists.

2. Actions
To SA3: 
TSG RAN2 kindly asks SA3 to take the above information into account and to continue their discussion, if needed.
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