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1 Introduction

It has been agreed to support two priority SRBs (apart from SRB0); SRB1 which is the default SRB meant to carry most of the messages and SRB2 which is meant for a high priority SRB.   While the use of SRB1 is now quite well understood, there are several open issues regarding SRB2. These are discussed in more detail below.

2 Discussion:

There are several issues regarding SRB2 that needs to be addressed:

1) Which messages should be mapped on SRB2? Is it configurable?

a. Is it mandatory for the network to configure it?

b. If it is not mandatory for the network to configure it, is it mandatory for the terminal to support it?

2) When is it configured?

3) What is the RLC mode to use for SRB2?  Is it configurable?

Each of these is discussed below.

2.1 Messages over SRB2 and motivation

The first question to be addressed is which messages should be mapped on SRB2.  Since SRB2 is considered a high priority SRB, these should then be messages that are more time critical.

It is expected that the use of one or more SRBs has no impact on the RRC transaction ids; i.e., RRC generates messages with consecutive transaction ids irrespective of the SRB in which they are carried.  It is also further assumed that the receiving RRC will process the messages in the order in which they are received (rather than in the order of transaction id).

2.1.1 Downlink: 

Looking at the list of RRC messages currently defined, for the downlink, potential messages that could benefit from higher prioritization are the HO related messages. However, there are hardly any messages that a HO command can pre-empt; for example, a HO cannot really be executed during on ongoing reconfiguration; and the network must attempt to deliver a DL DT message.

2.1.2 uplink

On the uplink, the main message that can be considered high priority is the Measurement report.  Note also that measurement report could be carried over RLC-UM.

But in terms of other messages, perhaps the only other lower priority messages that could hold up a high priority message like measurement report are the UL DT messages since these can potentially be quite long.

Thus the potential benefit of having a high priority SRB at this time seems minimal for uplink and downlink.

2.1.3 Dynamic configuration

Another motivation is future flexibility.  To provide full flexibility, SRB2 should be configurable both in terms of the messages that can be carried over it but also the RLC mode.  For downlink, it may be possible not to specify the list of messages to be sent over SRB2 but such dynamic choice will have some impact on testing.  For the uplink, the list of messages to be sent over SRB2 will need to be configured.  The main benefit of dynamic mapping would be in terms of flexibility; it gives some freedom for clever network implementations and possibly more importantly, in terms of future flexibility to optimise performance based on field experience.

A variation of this option is specify the SRB and RLC-mode for UL messages but for downlink, allow configuration of RLC mode and leave messages to implementation.  Other variations could also be considered.

2.1.4 Is it mandatory for the network to configure SRB2

This depends on whether the network has flexibility in terms of mapping which messages should be supported on SRB2.  If some messages are mapped on SRB2 as per specifications, it fo course becomes mandatory for the network to use it.

2.1.5 Is it mandatory for the terminal to support it?

This again depends primarily on whether the specifications allow the flexibility to map messages on SRB2. If it is does, then one can even think of support of SRB2 as a UE capability.

2.2 When is SRB2 configured 

It was already agreed that no messages should be sent on SRB2 until SMC is complete.  But this still leaves the choice of when the SRB2 is configured – should it be configured along with SRB1 or with the RB after the SMC?  Clearly configuring it with SRB1 allows the UE to send a message on SRB2 immediately after sending the SMC complete rather than wait for the susbsequent reconfiguration message but in terms of time, the benefit is not significant. This may be useful for messages such as Measurement report and there may be other benefits in the future.  However, this can potentially also increase the size of the RRC connection setup message especially if SRB2 uses RLC-AM which may not be desirable.  

In summary, when it is configured does not have a significant impact on performance or complexity. 

2.3 What RLC mode to use for SRB2  

This again depends on which messages are to be carried over SRB2 and the RLC mode required for these messages.  However, if static configuration is to be used for SRB2, then there may be some merit in providing an SRB with RLC-UM to provide the flexibility since SRB1 is to use RLC-AM.  RLC-UM is sufficient for the only currently identified possible use case for SRB2, i.e., the Measurement report. If the messages can be configured, then the RLC mode should also be configurable to match the message requirement.

3  Summary

From the above analysis, it seems that with the possible exception of Measurement report, there is no clear benefit from supporting SRB2 with the current set of RRC messages.   The main motivation for SRB2 will then be in terms of future extensions but it is also clear from the above analysis, that to have the full benefit, SRB2 should be flexible in terms of the messages it carries and RLC mode.  Of course, such flexibility comes at the expense of some complexity and testing.

In light of the above discussion, it is proposed to reconsider the need for SRB2 in this release.  Postponing the definition of SRB2 to a later release will allow a clearer and more useful configuration requirement than build in the additional flexibility and associated complexity in this release.

If it is still felt SRB2 must be supported in this release, then:

1) it is proposed that only specific messages are mapped on SRB2 and it uses RLC-UM to provide the diversity compared to RLC-AM in SRB1.  
2) It is also proposed to configure it along with the rest of the dedicated bearers and not with SRB1 since the time benefit between the two options are minimal.

3) Use of SRB2 does not impact the transaction id for RRC messages

4) Messages are processed at the receiving end in the order they are received and not in the order of transactin id

5) It is up to the transmitting end to ensure that the transaction id don’t overlap irrespective of the SRB used for the messages and this does not impose any additional specification text.

Attached is a draft CR to remove SRB2.  Alcatel-Lucent will be happy to also provide draft CRs should one of the other options be agreed.

4 Annex: Draft CR to 36.331 to remove SRB2

4.2
Architecture

4.2.1
UE states and state transitions including inter RAT

A UE is in RRC_CONNECTED when an RRC connection has been established. If this is not the case i.e. no RRC connection is established, the UE is in RRC_IDLE state. The RRC states can further be characterised as follows:

-
RRC_IDLE:

-
Transfer of broadcast/ multicast data to UE;

-
A UE specific DRX may be configured by upper layers.

-
UE controlled mobility;

-
The UE:

-
Monitors a Paging channel to detect incoming calls;

-
Performs cell (re-)selection;

-
Acquires system information.

-
RRC_CONNECTED:

-
Transfer of broadcast/ multicast/unicast data to/from UE. 

-
At lower layers, the UE may be configured with a UE specific DRX/ DTX.

-
Network controlled mobility i.e. handover and cell change order with NACC to GERAN;

- 
The UE:

-
Monitors control channels associated with the shared data channel to determine if data is scheduled for it;

-
Provides channel quality and feedback information;

-
Performs neighbouring cell measurements;

-
Acquires system information.

The following figure not only provides an overview of the RRC states in E-UTRA, but also illustrates the mobility support between E-UTRAN, UTRAN and GERAN.
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Figure 4.2: E-UTRA states and inter RAT mobility procedures

The inter-RAT handover procedure(s) supports the case of signalling, conversational services (including a “voice call continuity” procedure [FFS depending on SA2 discussions]), non- conversational services and combinations of these. The mobility between E-UTRA and non-3GPP systems is FFS.

4.2.2
Signalling radio bearers

"Signalling Radio Bearers" (SRBs) are defined as Radio Bearers (RB) that are used only for the transmission of RRC and NAS messages. More specifically, the following three SRBs are defined: 

-
SRB0 is for RRC messages using the CCCH logical channel;

-
SRB1 is for NAS messages and for most RRC messages, all using DCCH logical channel;


NAS messages may be concatenated with some of the RRC messages. NAS independently applies integrity protection and ciphering to the NAS messages. All RRC messages, including those containing a NAS message, are integrity protected and ciphered by PDCP.

4.3
Services

4.3.1
Services provided to upper layers

The RRC protocol offers the following services to upper layers:

-
Broadcast of general control information;

-
Notification of UEs in RRC_IDLE e.g. about a terminating call, start of an MBMS session;

-
Transfer of dedicated control information i.e. information for one specific UE.

Editors note
It seems that NAS will support duplication detection for both UL & DL, in which case there is no need for AS shall to avoid the delivery of duplicates of NAS information to upper layers. A statement may be added to reflect this.

4.3.2
Services expected from lower layers

In brief, the following are the main services that RRC expects from lower layers:

-
PDCP: integrity protection and ciphering

-
RLC: Reliable and in-sequence transfer of information, without introducing duplicates and with support for segmentation and concatenation 

Further details about the services provided by Packet Data Convergence Control layer (e.g. integrity and ciphering) are provided in [8]. The services provided by Radio Link Control layer (e.g. the RLC modes) are specified in [7]. Further details about the services provided by Medium Access Control layer (e.g. the logical channels) are provided in [6]. The services provided by physical layer (e.g. the transport channels) are specified in [3]. 

4.4
Functions

The RRC protocol includes the following main functions:

-
Broadcast of system information:

-
AS and NAS.

-
Paging;

-
RRC connection control:

-
Assignment/ modification of temporary UE identity (C-RNTI);

-
Establishment/ modification/ release of SRB 1.

-
RRC connection mobility (handover) including;

-
Intra-frequency, inter-frequency and inter- RAT.

-
Specification of RRC context information transferred between network nodes;

-
Cell (re-) selection control:

-
Neighbouring cell information (carrier frequencies, identity of specific cells);

-
Indication of cell (re-)selection parameters;

-
Intra-frequency, inter-frequency and inter- RAT.

-
Measurement configuration control and reporting:

-
Establishment/ modification/ release of measurements (e.g. Intra-frequency, inter-frequency and inter- RAT mobility, Quality, UE internal, Positioning);

-
Configuration and (de-)activation of measurement gaps;

-
Measurement reporting.

-
Security management:

-
(Configuration of) AS integrity protection (CP) and AS ciphering (CP, UP).

-
Radio configuration control, including

-
Establishment/ modification/ release of user plane (ptp) RBs including ARQ configuration

-
Assignment/ modification of HARQ configuration

-
Assignment/ modification of DRX configuration

-
QoS control:

-
Configuration of semi-persistent allocations for the initial HARQ transmissions in DL, covering a limited set of possible resources (blindly decoded by the UE)

-

Assignment/ modification of parameters for UL rate control in the UE i.e allocation of a priority and a prioritised bit rate (PBR) for each RB

-
Transfer of dedicated NAS information;

-
Multicast/ broadcast:

-
Notification of service/ session start;

-
Indication of available services;

-
Establishment/ modification/ release of ptm RBs.

-
Other:

-

Indication of access restrictions;

-
Recovery from out of service;

-
UE capability transfer;

-

Support for E-UTRAN sharing (multiple PLMN identities);

-
Generic protocol error handling.

-
Items for further study:

•
Support of self-configuration and self-optimisation (UE involvement FFS);

NOTE

Random access is specified entirely in the MAC i.e. including initial power estimation.

*********Next change ***********
5.3
Connection control

5.3.1
Introduction

5.3.1.1
RRC connection control

RRC connection establishment involves contention resolution as well as the establishment of SRB 1. E-UTRAN completes connection establishment prior to completing the establishment of the S1 connection i.e. prior to receiving the UE context information from the EPC. Consequently, AS security is not activated during the initial phase of the RRC connection. During this initial phase of the RRC connection, the E-UTRAN may configure the UE to perform measurement reporting. However, the UE only accepts a handover command when security is activated.

Upon receiving the UE context from the EPC, E-UTRAN activates security (both ciphering and integrity protection) using the initial security activation procedure. The RRC messages to activate security (command and response) are integrity protected, while ciphering is started only after completion of the procedure. I.e. the response to the message used to activate security is not ciphered, while the subsequent messages (e.g. used to establish radio bearers) are both integrity protected and ciphered.

After having initiated the procedure to activate security, E-UTRAN may initiate the establishment of EPS bearers. In fact, E-UTRAN may initiate this bearer establishment procedure prior to receiving the confirmation of the security activation from the UE. If so, E-UTRAN will apply both ciphering and integrity protection for the RRC connection reconfiguration messages used to establish the EPS bearers. When using this ‘early’ EPS bearer establishment option, E-UTRAN should release the RRC connection if the bearer establishment fails (i.e. security activation and EPS bearer establishment are triggered by a joint S1-procedure, which does not support partial success)

For radio bearers others than SRB 1, security is always activated from the start i.e. the UE does not establish the corresponding bearers prior to activating security.

5.3.1.2
Security

AS security comprises of the integrity protection of RRC signalling as well as the encryption of RRC signalling and of user data. RRC handles the integrity protection configuration, for  signalling radio bearer SRB1. RRC also handles the ciphering configuration, which is common for all radio bearers i.e. the configuration is used for the radio bearers carrying signalling as well as for those carrying user data. 

RRC integrity and ciphering are always activated together i.e. in one message/ procedure. RRC integrity and ciphering are never de-activated. However, it is possible to switch to a ‘dummy’ algorithm.

NOTE
Security is always activated although in some cases a ‘dummy algorithm’ and/ or ‘dummy keys’ may be used e.g. in case of UICC-less emergency calls

The radio bearers carrying user data are always ciphered. E-UTRAN should not establish these bearers prior to activating security.

The AS applies three different security keys: one for the integrity protection of RRC signalling, one for the encryption of RRC signalling and one for the encryption of user data. It is FFS whether or not the same key can be used for the encryption of RRC signalling and of user data. All three AS keys (in the following referred to as AS derived-keys) are derived from an AS base-key, which is eNB specific (KeNB).

Upon connection establishment new AS keys are derived. It is FFS which parameters are exchanged to facilitate the derivation of the new AS keys e.g. the network provides a counter, the UE provide a random number

The integrity and ciphering of the RRC message used to perform handover is based on the security configuration used prior to the handover and is performed by the source eNB.

Editors note
Some concerns have been expressed regarding whether it is acceptable to protect the handover message by the security configuration used prior to handover.

The integrity and ciphering algorithms can only be changed upon inter eNB handover. The AS keys (both the base-key and the derived-keys) change upon every inter eNB handover. It is FFS if there is a need for further support of AS derived-keys change in RRC_CONNECTED. If this is needed, an intra cell handover based procedure is used to change the keys.

Editors note
Key change in RRC_CONNECTED may be required in order to take prepared keys into use following inter RAT handover. Since the new keys should be taken into account quite soon, the option of transiting through RRC_IDLE might be unacceptable

A common counter (COUNT) is used as input for both the ciphering and integrity protection of RRC signalling. Except for identical re-transmissions, it is not allowed to use the same COUNT value more than once for a given security key. In order to limit the signalling overhead, individual messages/ packets include a short sequence number (SN). In addition, an overflow counter mechanism is used: the hyper frame number (HFN). The HFN needs to be synchronized between the UE and the eNB. The eNB is responsible for avoiding reuse of the COUNT with the same RB identity and with the same AS base-key e.g. due to the transfer of large volumes of data, release and establishment of new RBs. The eNB may e.g. not reuse RB identities upon RB establishment, trigger an intra cell handover or an RRC_CONNECTED to RRC_IDLE to RRC_CONNECTED transition

NOTE
An example of identical retransmissions that may use the same counter as input is the case of 'quick repeat' of RRC messages. Details of the interaction between RRC and PDCP for this case are FFS.

*********Next change ***********
5.3.4
Initial security activation

5.3.4.1
General
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Figure 5.3.4.1-1: Security mode command, successful
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Figure 5.3.4.1-2: Security mode command, unsuccessful

The purpose of this procedure is to activate AS security upon RRC connection establishment. 

5.3.4.2
Initiation

E-UTRAN initiates the security mode command procedure to a UE in RRC_CONNECTED. Moreover, E-UTRAN applies the procedure as follows:

-
when only SRB 1 is established i.e. prior to establishment of DRBs

5.3.4.3
Reception of the SECURITY MODE COMMAND by the UE

The UE shall:

1>
If the UE successfully completes the initial setup of the security configuration:

2>
set the contents of SECURITY MODE COMPLETE message as follows:

3>
Tbs

2>
the COUNT value for SRB 1 is initially set to zero;

2>
configure lower layers to apply integrity protection using the indicated algorithm immediately i.e. integrity protection shall be applied to all subsequent messages received and sent by the UE including the message used to indicate the successful completion of the procedure;

2>
configure lower layers to apply ciphering using the indicated algorithm after completing the procedure i.e. ciphering shall not be applied to message used to indicate the success completion of the procedure;

2> submit the SECURITY MODE COMPLETE message to lower layers for transmission, upon which the procedure ends.

1>
else:

2>
set the contents of SECURITY MODE FAILURE message as follows:

3>
Tbs

2>
continue using the configuration used prior to the reception of the SECURITY MODE COMMAND message i.e. neither apply integrity protection nor ciphering.

2> submit the SECURITY MODE FAILURE message to lower layers for transmission, upon which the procedure ends.

*********Next change ***********

6
Protocol data units, formats and parameters

Covering all messages and information elements applicable for the UE

Editors note
Some further discussion regarding the structure/ organisation of the procedural and the message and information element specification is desirable

6.1
General

The contents of each RRC message is specified in subclause 6.2 using a tabular format, that lists the information elements included the message. The furter content of the information elements is specified in a similar manner in subclause 6.3.

The need for information elements to be present is specified by means of abbreviations, which meaning is specified in table 10.1.

Table 10.1: Meaning of abbreviations used to specify the need for information elements to be present

	Abbreviation
	Meaning

	MP
	Mandatory present

An information element that always needs to be signalled. If the transfer syntax allows absence (e.g. because the information concerns an extension), the UE shall consider this to be protocol error

	MD
	Mandatory with default value

An information element that is always needed for which a default value is specified that applies in case the information elment is not signalled

	C
	Conditional

An information element for which the need is specified by means of conditions included in the tabular format. For each of the conditions, the need is specified in the regular manner

	OP
	Optional

An information element that is optional to signal. The UE behaviour that applies in case the IE is absent is specified in the procedural specification

	OC
	Optional, Continue

An information element that is optional to signal. In case the information element is absent, the UE shall continue to use the existing value (and the associated functionality)

	OD
	Optional, Discontinue

An information element that is optional to signal. In case the information element is absent, the UE shall discontinue/ stop to use the existing value (and the associated functionality)


6.2
RRC messages

NOTE:
The messages included in this section reflect the current status of the discussions. Additional messages may be included at a later stage.

It is FFS whether or not the following messages should be introduced:

-
The use of SUs other than SU-1 i.e. how many SUs will we have and what is the content of each SU 

-
HANDOVER TO E-UTRA COMMAND (The RRC connection reconfiguration message is currently used i.e. it is FFS if a specific message is needed)

-
UE CAPABILITY INFORMATION COMPACT (The need to introduce a message including a size optimised/ reduced version of the UE capabilities is FFS)

It is also FFS which messages are used to request and to transfer the UE radio access capabilities

6.2.1
DL INFORMATION TRANSFER

Downlink transfer of dedicated NAS information


Signalling radio bearer: SRB 1


RLC-SAP: AM


Logical channel: DCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	FFS
	
	Integer [0..3]
	
	

	NAS dedicated information
	MP
	
	<ref>
	
	


6.2.3
MEASUREMENT REPORT

Indication of measurement results


Signalling radio bearer: SRB 1 

RLC-SAP: AM

Logical channel: DCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Measured results
	MP
	
	<ref>
	
	


6.2.4
MOBILITY FROM E-UTRA COMMAND

Message used to order handover or cell change from E-UTRA


Signalling radio bearer: SRB 1

RLC-SAP: AM

Logical channel: DCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	

	Inter RAT target
	MP
	
	<ref>
	
	

	Inter RAT message
	OP
	
	<ref >
	Used to transparently carry message corresponding to specifications from another RAT e.g. a handover command, (Packet) System Information as used in case of Network assisted cell change
	


6.2.5
PAGING

Notification of one or more UEs


Signalling radio bearer: N/A


RLC-SAP: TM


Logical channel: PCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Paging records
	OP
	1..n
	
	
	

	>UE identity
	MP
	
	<ref>
	
	

	>Paging cause
	MP
	
	<ref>
	
	

	System information modification info
	OP
	
	Enumerated (True)
	Included in case of a BCCH modification
	


Editors note
The following Paging DRX values have been agreed: 320, 640, 1280, 2560. It is FFS if other values may be signalled. It is also FFS if UE specific DRX value is needed. It is assumed the DRX value NAS information, transparent to RRC (to be confirmed)

6.2.6
RRC CONNECTION RECONFIGURATION

Command to establish or modify an RRC connection, covering UE and network identification, radio bearer configuration, measurement configuration, security configuration, 


Signalling radio bearer: SRB 1

RLC-SAP: AM

Logical channel: DCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	

	Measurement configuration
	OP
	
	<ref>
	
	

	Mobility control information
	OP
	
	<ref>
	
	

	NAS dedicated information
	OP
	
	<ref>
	
	

	Radio resource configuration
	OP
	
	<ref>
	
	

	Security configuration
	C
	
	<ref>
	Optionally included in case of handover. Manditorily included in case of inter-RAT handover to E-UTRA
	

	UE related information
	OP
	
	<ref>
	
	


6.2.7
RRC CONNECTION RECONFIGURATION COMPLETE

Description: confirmation of the (partially) successful completion of a connection  reconfiguration


Signalling radio bearer: SRB 1


RLC-SAP: AM


Logical channel: DCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	


Editors note
(Temporary note, just for information i.e. nothing to be captured) Also when this message is used to confirm a successful handover, the same transfer mechanism applies i.e. SRB 1, RLC AM, DCCH. Contention is handled at the MAC (control element including C-RNTI), while PDCP includes regular MAC-I. If segmentation is needed, the eNB may provide an additional allocation e.g. in the sub-frame following Msg3 transmission.

6.2.8
RRC CONNECTION RECONFIGURATION FAILURE

Description: indication of the unsuccessful completion of a connection  reconfiguration


Signalling radio bearer: SRB 1


RLC-SAP: AM


Logical channel: DCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	

	
	
	
	
	
	


6.2.9
RRC CONNECTION RE-ESTABLISHMENT

Message used to resolve contention and to establish SRBs


Signalling radio bearer: SRB 0


RLC-SAP: TM


Logical channel: CCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	

	Initial UE identity
	MP
	
	<ref>
	C-RNTI used in the cell where radio link failure was detected + physical layer identity of that cell. 
	

	Integrity check info
	FFS
	
	<ref>
	The shared secret included in the RRC connection re-establishment request message.

Included if used for contention resolution (FFS).
	

	Radio resource configuration
	MP
	
	<ref>
	Only SRB 1 configuration information is applicable (modification i.e. delta signalling)
	


Editors note
For this message specific HARQ operation applies i.e. only UEs for which the Initial UE identity matches provide a HARQ acknowledgment. It is FFS if integrity protection is applied for this message

6.2.10
RRC CONNECTION RE-ESTABLISHMENT COMPLETE

Description: confirmation of the successful completion of a connection  re-establishment


Signalling radio bearer: SRB 1


RLC-SAP: AM


Logical channel: DCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	

	
	
	
	
	
	


6.2.11
RRC CONNECTION RE-ESTABLISHMENT REJECT

Description: indication of the rejection of a connection  reconfiguration request


Signalling radio bearer: SRB 0


RLC-SAP: TM


Logical channel: CCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	

	Initial UE identity
	MP
	
	<ref>
	C-RNTI used in the cell where radio link failure was detected + physical layer identity of that cell. It is FFS if the Integrity check info (Shared secret, based on keys used in the source cell) is also used for contention.
	

	
	
	
	
	
	


6.2.12
RRC CONNECTION RE-ESTABLISHMENT REQUEST

Description: confirmation of the (partially) successful completion of a connection  reconfiguration


Signalling radio bearer: SRB 0


RLC-SAP: TM


Logical channel: CCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Initial UE identity
	MP
	
	<ref>
	(C-RNTI used in the cell where radio link failure was detected + physical layer identity of that cell)
	

	Integrity check info
	MP
	
	<ref>
	Shared secret, based on keys used in the source cell. It is FFS if this is also used for contention. Details of the IE are FFS
	


It if FFS if additional information needs to be included e.g. if the UE identity is sufficiently unique to perform contention resolution.
6.2.13
RRC CONNECTION RELEASE

Description: Command to release an RRC connection, 


Signalling radio bearer: SRB 1


RLC-SAP: AM


Logical channel: DCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	

	Idle mode mobility control information
	OP
	
	<ref>
	Optionally present in the message used to perform connection release
	


6.2.14
RRC CONNECTION REQUEST

Description: Request to establish an RRC connection, aiming to trigger RRC CONNECTION RECONFIGURATION. 


Signalling radio bearer: SRB 0


RLC-SAP: TM


Logical channel: CCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Initial UE identity
	MP
	
	<ref>
	
	

	Establishment cause
	FFS
	
	<ref>
	
	


Editors note
The size of the RRC connection request message is fixed. It is FFS whether 72b is the most optimal size value.

Editors note
It has been concluded that there is no need to transfer UE capability info early (i.e. redirection may be performed after the UE context is transferred across S1)

6.2.15
RRC CONNECTION REJECT

Message used to resolve contention and to establish SRBs


Signalling radio bearer: SRB 0


RLC-SAP: TM


Logical channel: CCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Initial UE identity
	MP
	
	<ref>
	
	

	Wait time
	
	
	
	
	


Editors note
For this message specific HARQ operation applies i.e. only UEs for which the Initial UE identity matches provide a HARQ acknowledgment.

6.2.16
RRC CONNECTION SETUP

Message used to resolve contention and to establish SRBs


Signalling radio bearer: SRB 0


RLC-SAP: TM


Logical channel: CCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	FFS
	
	Integer [0..3]
	The need may depend on the use of a response message
	

	Initial UE identity
	MP
	
	<ref>
	
	

	Radio resource configuration
	MP
	
	<ref>
	Only SRB 1 establishment information is applicable
	


Editors note
For this message specific HARQ operation applies i.e. only UEs for which the Initial UE identity matches provide a HARQ acknowledgment.

6.2.17
RRC CONNECTION SETUP COMPLETE

Message used to confirm the successful completion of the connection establishment


Signalling radio bearer: SRB 1


RLC-SAP: AM


Logical channel: DCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Selected PLMN identity
	FFS
	
	<ref>
	
	

	NAS dedicated information
	MP
	
	<ref>
	
	


6.2.18
RRC STATUS

Indication of a general protocol error


Signalling radio bearer: SRB 1


RLC-SAP: AM


Logical channel: DCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	FFS
	
	Integer [0..3]
	The need may depend on the use of a response message
	

	
	
	
	
	
	


6.2.19
SCHEDULING UNIT 1

Description: broadcast message


Signalling radio bearer: N/A


RLC-SAP: TM


Logical channel: BCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	SIB type 1
	MP
	
	<ref>
	
	

	Scheduling block
	MP
	
	<ref>
	
	

	
	
	
	
	
	

	
	
	
	
	
	


Editors note
In case the physical layer is unable to support a reasonably high number of bits within a limited period, the support of segmentation functionality (either in RRC or RLC) may be revisited.

6.2.20
SECURITY MODE COMMAND 

Description: command used to activate AS security upon connection establishment, 


Signalling radio bearer: SRB 1


RLC-SAP: AM


Logical channel: DCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	

	Security configuration
	MP
	
	<ref>
	
	


6.2.21
SECURITY MODE COMPLETE

Description: confirmation of the successful completion of the security mode command


Signalling radio bearer: SRB 1


RLC-SAP: AM


Logical channel: DCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	


6.2.22
SECURITY MODE FAILURE

Description: indication of the unsuccessful completion of the security mode command


Signalling radio bearer: SRB 1


RLC-SAP: AM


Logical channel: DCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	


6.2.23
UE CAPABILITY ENQUIRY 

Description: command used to request transfer of UE radio access capabilities, for E-UTRA as well as for other RATs


Signalling radio bearer: SRB 1 

RLC-SAP: AM


Logical channel: DCCH


Direction: E-UTRAN -> UE

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	

	UE radio access capability request
	MP
	
	<ref>
	Used to request the UE to transfer UE radio capabilities for other RATs e.g. UTRAN, GERAN
	


6.2.24
UE CAPABILITY INFORMATION

Description: used to transfer the UE radio access capabilities requested by the network


Signalling radio bearer: SRB 1 

RLC-SAP: AM


Logical channel: DCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	Transaction identifier
	MP
	
	Integer [0..3]
	
	

	UE radio access capabilities E-UTRA
	OP
	
	<ref>
	It is FFS if this includes all information relevant for E-UTRA i.e. including inter-RAT information E-UTRAN needs to activate measurements
	

	UE radio access capabilities GSM/GERAN
	OP
	
	<ref>
	
	

	UE radio access capabilities UTRA
	OP
	
	<ref>
	
	


Editors note
The ‘UE radio access capabilities E-UTRA’ do not include AS- security capability information, since these are assumed to be the same as the NAS-security capabilities. Consequently it is also assumed that AS need not provide ‘man- in the middle’ protection for the security capabilities i.e. it is assumed that NAS provides this functionality.

6.2.17
UL INFORMATION TRANSFER

Description: UL transfer of dedicated NAS information


Signalling radio bearer: SRB 1


RLC-SAP: AM


Logical channel: DCCH


Direction: UE -> E-UTRAN

	Name
	Need
	Multi
	Type/ reference
	Semantics description
	Ver

	Message Type
	MP
	
	<ref>
	
	

	NAS dedicated information
	MP
	
	<ref>
	
	


_1258721147.doc


UE







EUTRAN











































security mode command



























security mode complete












_1259221523.doc


UE







EUTRAN











































security mode command



























security mode FAILURE












_1253558148.doc


CELL_PCH



URA_PCH







CCO, Reselection







Reselection







CELL_DCH







UTRA_Idle







E-UTRA RRC_IDLE







E-UTRA RRC_CONNECTED







GSM_Idle/GPRS Packet_Idle







Handover







GPRS Packet transfer mode







GSM_Connected







Handover











Connection establishment/release







Connection establishment/release







Reselection







Reselection







Connection establishment/release







CELL_FACH







CCO with NACC







CCO, Reselection












