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1 Introduction
This paper aims to focus the stage 3 E-UTRA RRC specification work. This is done by providing a general overview of how the specification work is planned to be progressed. Furthermore, the document provides an overview of the main open issues that the E-UTRA RRC specification work is focussing on.

Furthermore, an annex is provided including a further overview of working assumptions and open issues. 
2 Overall focus/ plan
The current focus of the work is on resolving the main issues for the major RRC specification areas (since these are assumed most critical for the timely completion of the specification):

1. System information
2. Connection modification 

3. Measurements 

4. Security 

5. Connected mode mobility

For these main areas, the procedural and the PDU specification parts are planned to be developed alongside. For most items the plan is to first introduce some general high level (‘stage 2 like’) descriptive text. While focussing on the above mentioned limited set of areas, the specification structure and the specification conventions may be evolved, so these are sufficiently stable when the further details and other areas are specified.
3 Main issues

This section includes the main topics on which the E-UTRA RRC specification work is currently focussing on i.e. these are the main topics for the E-UTRA RRC agenda item at RAN2 meetings as well as during the off line work in-between the meetings.

1. System information

· Change notification content and mechanism, in idle and connected mode
· Scheduling information

· RLC mode for BCCH/ do we need segmentation & concatenation/ use of layer 1 combining (IR)
2. Connection establishment & general principles

· Should the message used to perform contention/ connection establishment include the option to activate measurements & security

· Should the specification allow the activation of network controlled mobility while security is not yet active
· Is the security configuration/ activation signalled by RRC or by PDCP?

3. Measurement configuration

· Can the RRC connection reconfiguration message triggering the handover also include measurement configuration information

· Should a separate message be introduced for signalling the measurement configuration

· Should we introduce a means to reconfigure/continue the interF measurements upon interF handover
· To what extend should ‘delta’ signalling be used for measurements

· Which measurement events are required and what are the main associated parameters
· How to structure the measurement specification section i.e. how to capture the (corresponding with UTRA RRC sections 14.1-14.7):

· Additional requirements regarding measurement quantities

· Reporting events,

· Informative text on  how parameters can be used

· Additional details on inter-RAT measurements e.g. BSIC identification/ re-confirmation

4. Security

· How is security activated upon connection establishment i.e. what is the interaction between RRC and PDCP

· Which security related parameters are exchanged in the different scenarios

· Idle to active transition

· Inter eNB handover (i.e. assuming RAN2 is pro-active)

· How to handle the key change following e.g. inter RAT handover
5. Connected mode mobility

· Which message/ procedure should be used for connection resumption following radio link failure i.e. do we introduce specific messages/ procedure or re-use the connection establishment ones

· Which RRM UE context information is exchanged between source and target network

· How to specify the AS/ RRC information transferred between network nodes i.e. do we adopt the same approach as in UTRA?

6. Procedure interaction framework

· Can we take the working assumption that the protocol does not need to support parallel procedures i.e. UTRAN only initiates a new procedure after the previous one is completed?

· If not, what kind of mechanism is needed
7. Other

· Should a separate cell change order from E-UTRAN message be introduced

· It is FFS is procedure specific failure messages are introduced (alternative is to use a general failure message)
· It is FFS if an RRC connection setup complete message should be introduced
4 Overview of working assumptions & issues per specification clause (Annex)
In case the ‘Status’ column indicates

‘Tbd’

Stage 3 issue, yet to be decided

Issues for which the status is set to ‘stage 2’ are assumed to be resolved separate from the stage 3 activities.
4.1 Clause 4: General

	
	Clause
	Description
	Status

	Working assumptions

	1
	4.3
	Random access is completely specified in the MAC specification, including initial power estimation, access control
	Agreed

	2
	4.2
	An RRC connection implies:

· Established SRB(s)

· Network controlled mobility, although this may not be active initially

· Security need not be active

· S1 connection need not be established
	Stage 2

	Open issues

	1
	4.3
	Assistance data for UE positioning is not required
	FFS

	
	
	· 
	

	3
	4.2
	The mobility procedure used between E-UTRA RRC_CONNECTED and UTRA is FFS i.e. whether handover or cell change order is used
	Stage 2

	4
	4.2
	The mobility between E-UTRA RRC_CONNECTED and GERAN is FFS
	Stage 2

	5
	4.2
	The mobility between E-UTRA and non-3GPP systems is FFS
	Stage 2

	7
	4.3
	It is FFS whether E-UTRAN self-configuration and self-optimisation affects the UE (it may be sufficient to re-use measurement defined for other purposes)
	Stage 2

	8
	4.3
	The use of a sub-state to reflect the UL synchronisation state is FFS
	Tbd

	9
	4.4
	Is the segmentation for BCCH provided by RRC or RLC
	Stage 2


4.2 Clause 5: Procedures

	
	Clause
	Description
	Status

	Working assumptions

	1
	
	The overall structure as defined in R2-072207 is used as a starting point
	Agreed

	
	
	Upon RL failure, the UE is able to re-establish the RRC connection in a cell towards which handover preparation has been performed. The UE will perform a sort of ‘Cell update’ including the CRNTI used in the source cell and a “shared secret” (details are FFS)
	Agreed

	Open issues

	
	
	
	

	2
	
	Connected mode mobility

· Is the AS- context transferred upon inter eNB handover and correspondingly is the handover a reconfiguration or an establishment
	Stage 2

	
	
	Security

· What is the general model, taking into account the latest SA3 results

· What procedure to use for changing keys following inter RAT handover

· What parameters are to be transferred in the different scenarios
	Stage 2

	
	
	System information

· Scheduling information

· Change notification mechanism
	Stage 3

	
	
	RRC connection establishment & principles

· Support of mobility and security activation upon initial message i.e. together with resolving contention
· Does the specification allow the activation of basic network controlled mobility while security is not yet active

· Is security configuration/ activation signalled by RRC or by PDCP?
	Stage 3

	
	
	Measurements

· What Measurement configuration information to broadcast, applicable for connected mode UE

· For the dedicated measurement configuration, is it sufficient to use the RRC connection modification command?

· What happens to the configuration upon handover (especially for the Measurement configuration that is broadcast)
	Stage 3

	3
	
	What kind of procedure interactions do we allow i.e. what is the general framework for this. This relates to the use of 2 SRBs (high & low priority RRC msgs)
	Tbd


4.3 Clause 6: Protocol data units, formats and parameters

	
	Clause
	Description
	Status

	Working assumptions

	1
	
	The overall structure as defined in R2-072207 is used as a starting point
	Agreed

	2
	
	The ‘Connection change’ message includes the security configuration (including activation) and the NAS transfer functionality

· In case there is a need to cipher part of the ‘Connection change’ information, two ‘Connection change’ messages will be used; one un-ciphered and one (the second) ciphered

· So far no need for a message specifically for security configuration has been identified
	Agreed

	3
	
	It should be possible to signal the complete connected mode measurement configuration using dedicated signalling


	Agreed

	4
	
	It should be possible to signal (parts of) the connected mode measurement configuration via system information
	Agreed

	5
	
	Security parameters
·   A FRESH is used for integrity. The FRESH is generated by the eNB

· Upon every idle to active we start with a new key, so we don’t need a START (we can always start with 0).

· Instead, another parameter may be needed to synchronise the key derived by UE and network: RRC connection counter (as FFS)

· If needed, the network provides the synchronisation parameter; the UE verifies the value provided by the network

· When network want to use new RRC keys (i.e. without mobility), this is done via idle
	Agreed

	6
	
	NAS broadcast

· NAS parameters are not specified per PLMN

· There is one TA identity i.e. it is common for all PLMNs
	Agreed

	7
	
	NAS dedicated

· Nothing specific
	N/A

	Open issues

	1
	
	Introduction of a special contention resolution message (should be short & to cope with special HARQ operation)
	Stage 2

	2
	
	It is FFS whether the ‘Connection change’ message includes the measurement configuration
	Tbd

	3
	
	The transfer of UE capabilities e.g.

· Should the transfer be at AS or at NAS- level

· The need to transfer capabilities early (connection request)

· The way to request transfer of UE capabilities i.e. only in the connection change message?

· The transfer of UE capabilities i.e. only in the connection change complete message and/ or also in a size optimised message for when in GSM?
	 Stage 2

	4
	
	Error handling i.e. whether to have a generic failure message or specific ones
	Tbd

	5
	
	Should we handle the different modes (FDD, TDD) in a similar fashion as in UTRA or consider other approaches
	Tbd

	6
	
	Whether to use TM or UM for BCCH
	Tbd

	7
	
	The actual grouping of information is still FFS
	Tbd

	8
	
	System information

· Is the mapping of SIBs on to SUs signalled (within the SB) or fixed in the standard
	Tbd

	9
	
	Security

· How are the AS security algorithms negotiated

· Is an activation time needed in case of handover
	Tbd

	10
	
	NAS broadcast

· It is FFS if TA identity is specified as AS or NAS parameter
	Tbd


4.4 Clause 7: Variables and constants

None identified so far
4.5 Clause 8: Protocol data unit abstract syntax (with ASN.1)

	
	Clause
	Description
	Status

	Working assumptions

	1
	
	A separate specification part is used for the ASN.1 i.e. a separate word file
	Agreed

	2
	
	ASN.1 will be used for the transfer syntax of all RRC messages 
	Agreed

	3
	
	The UTRA ASN.1 extension mechanism is used as a baseline for E-UTRA
	Agreed

	Open issues

	1
	
	It is FFS whether additional ASN.1 facilities/ constructs will be used i.e. it seems worthwhile to investigate ways to reduce the size of the ASN.1 specification
	Tbd


4.6 Clause 9: Pre-defined radio configurations (FFS)

	
	Clause
	Description
	Status

	Open issues

	1
	
	The use of default and pre-defined configurations is FFS
	Tbd


4.7 Clause 10: Radio information related interactions between network nodes (FFS)

	
	Clause
	Description
	Status

	Open issues

	1
	
	How to specify the RRC context transfer between network nodes i.e. in UTRA there is no procedural specification for the different messages
	Tbd


4.8 Clause 11: Performance requirements (FFS)

	
	Clause
	Description
	Status

	Open issues

	1
	
	It is FFS whether the E-UTRA RRC specification should include performance requirements concerning the RRC procedures (as for UTRA RRC)
	Tbd


5 Specification conventions

In case the ‘Status’ column indicates

‘Tbd’

Stage 3 issue, yet to be decided

	
	Clause
	Description
	Status

	Working assumptions

	1
	-
	In general, use the UTRA RRC conventions as a starting point for the procedural and the message specification. Some modifications may be considered
	Agreed

	2
	5
	Don’t include detailed error scenarios in the procedure specification (e.g. reception of combination of IE values while in a certain state) in the procedural specification
	Agreed

	3
	6
	Reflect the implication of an absent optional IE in the tablular description by introducing two separate indications in

For optional IEs, the following values are used within the ‘Need’ column of the tabular specification:

· OC: Continue to use the existing value (and the associated functionality)
· OD: Discontinue/ stop using the existing value(s, and the associated functionality)
· OP: Optional present, additional behaviour is specified explicitly
	Agreed

	4
	6
	Restrict the use of constraints in the  transfer syntax e.g. to cases that are clearly irrelevant (i.e. not useful in future either)
	Agreed

	5
	6
	Use nesting of IEs restrictively and specify behavioural aspects in the tabular only for small IEs for which the behaviour is straightforward
	Agreed

	6
	6
	Use common messages to cover the FDD and TDD modes
	Agreed

	7
	8
	Use nesting of IEs restrictively and possibly consider more advanced ASN.1 constructs e.g. classes
	Agreed

	Open issues

	
	
	Should we use exactly the same names in the tabular and ASN.1
	Open
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