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1 Introduction
In IOT NR NTN work item [1], the objective of improved GNSS operation was updated and RAN2 is involved. From the conclusion achieved so far in both RAN1 and RAN2, we can see three major solution directions on GNSS measurement triggering. 

· Solution 1: Aperiodic GNSS measurement triggered by MAC CE

· Solution 2: Closed loop time correction  
· Solution 3: Autonomous GNSS measurement based on timer
RAN2 has made a good progress in last RAN2 meeting on supporting those three features, with some miscellaneous issues left.
2 Discussions

Issue 1: Validity of GNSS location during extension X/Y in closed loop time correction

In closed loop time correction, it is to enable UL transmission in a duration X after original GNSS validity duration expires without GNSS re-acquisition. It is achieved by closed loop time correction from network, which can guarantee that the frequency error and timing error are within requirements. 
First, we noticed that some contributions discussed about whether UE should consider its location as valid during X/Y. Furthermore, another question is whether relevant features such as location based CHO can still be enabled.

Our understanding is during extension duration X, UE should be able to receive DL signal. According to Rel-17 RAN4 discussion, for DL, UE needs to perform compensations to frequency and timing based on its location. That is why even in RRC idle state, UE also needs to maintain its GNSS location. Thus, we believe during X, UE’s location accuracy remains in a certain level, though it may be relaxed a bit. When GNSS location completely turns invalid after too long time, DL reception on SSB would become problematic thus UE will declare RLF.

If RAN2 companies are not confident with this understanding, we can send an LS to RAN1/RAN4 for confirmation.
Proposal 1: As long as radio connection is maintained, during extension duration X/Y UE can consider its GNSS location as valid.

Another question is whether the GNSS validity duration should be extended by X/Y. Our view is the GNSS validity duration should not be manipulated by X/Y because closed loop time correction is a cell specific feature and the X/Y value is only applied to serving cell. When UE performs handover, original GNSS validity duration should be used instead of the total value with X/Y added. 
Proposal 2: There is no need to extend the GNSS validity duration due to extension duration X/Y.

Issue 2: Autonomous GNSS gap
From RAN1 agreement copied below, it can be seen that when network does not provide the 
	Agreement (RAN1#113)

For NB-IoT and eMTC, at least for the case where the network configuration does not include a periodicity (if supported), for autonomous GNSS re-acquisition, the UE may re-acquire GNSS autonomously during GNSS measurement timer, the start time of the autonomous GNSS measurement timer is based on the original GNSS validity duration.
· FFS: additional delay and details of delay (if any), e.g. delay can be zero or can be equal to/larger than the duration X where UL transmission can be allowed after original GNSS validity duration expires without GNSS re-acquisition.

· Note1: Autonomous GNSS re-acquisition mechanism is enabled or disabled by network.

· Note2: The length of GNSS measurement timer can be configured by network and the length of GNSS measurement timer is equal to the latest reported GNSS position fix time duration for measurement when the length of GNSS measurement timer is not configured
· Note3: The autonomous GNSS re-acquisition can be periodic in certain conditions without further spec impact




The point we would like to raise is RAN1 once agreed that if the length of GNSS measurement timer is not configured, UE considers the length of GNSS measurement timer is equal to the latest reported GNSS position fix time duration.

In last RAN2 meeting, due to the lack of RRCConnectionReconfiguration message in NB-IoT CP solution, RAN2 finally agreed that the same MAC CE used for aperiodic GNSS measurement trigger would be used to configure UE with the measurement gap (timer) length. In addition, a RRC configuration was introduced to enable the feature of autonomous GNSS measurement gap to UE in RRCConnectionSetup/RRCConnectionResume/RRCConnectionReconfiguration.

Then it brings up a question that whether the MAC CE is always present or not to configure the GNSS measurement gap length to UE.
· Interpretation 1: RRC configuration enables UE autonomous GNSS re-acquisition, and UE applies default value of the gap length (equal to latest reported fixed time duration) before receiving MAC CE
· MAC CE can be absent

· Interpretation 2: RRC configuration enables UE autonomous GNSS re-acquisition, and MAC CE is always sent to indicate the gap length
· MAC CE should be re-structured to be able to indicate “equal to fixed time duration”

We think both interpretations are feasible and Interpretation 1 is more aligned with RAN1 understanding. Thus,

Proposal 3: Modify the field description of gnss-AutonomousEnabled in RRC running CR as below.
gnss-AutonomousEnabled
Presence of this field indicates that autonomous GNSS re-acquisition is enabled by network and the length of autonomous GNSS measurement gap is equal to the latest reported GNSS position fix time duration.
Another issue spotted is that the same configuration gnss-AutonomousEnabled is introduced into both RRCConnectionSetup and RRCConnectionResume/RRCReconfiguration message for BL UE and UE in CE. We don’t think we need two RRC messages to provide the same configuration to UE. And RRCConnectionResume/RRCConnectionReconfiguration should be used instead of RRCConnectionSetup, to achieve security protection.
Proposal 4: For BL UE and UE in CE, remove the gnss-AutonomousEnabled in RRCConnectionSetup (in procedure text).

Issue 3: Co-existence of GNSS measurement solutions
Among the three solutions, we would like to discuss whether they can be configured simultaneously. From our understanding, UE autonomous GNSS measurement and closed loop time correction are semi-static configured solutions. And network triggered aperiodic GNSS measurement is more a dynamic solution. When the channel quality of UE varies too fast, the original configured GNSS measurement pattern may become not suitable. And a real time indication from network by aperiodic MAC CE could be sent in this case to request UE to refresh its GNSS location timely.
Proposal 5: RAN2 confirms that the combinations of GNSS measurement triggers are supported.

Issue 4: RRC configuration for network triggered GNSS measurement
In last RAN2 meeting, we raised a question whether network should also enable the aperiodic GNSS measurement via RRC signaling. And it remains as an FFS right now.
· For both network-triggered and UE-autonomous Measurement Gap Length Configuration: Use MAC CE (with 1 bit indication to differentiate the two cases) (FFS if a RRC configuration is needed for NW trigger case) 

The reasoning why we proposed this is, normally a MAC CE is only triggered after the feature is enabled by RRC. And UE does not need to be prepared to receive all the MAC CE(s) which may never be transmitted by network. For example, in this particular case, if an operator decides to only implement autonomous GNSS measurement with default gap length (relevant to Proposal 3), there would be no MAC CE at all. But without knowing network triggered GNSS measurement is not enabled in the network, UE has to implement the MAC CE and always be prepared for MAC CE reception for network triggered GNSS measurement.

In addition, RRC is normally considered more secure than MAC CE. In this case, if a false BS sends a MAC CE with long gap length to UE, big interruption would be an issue. But if we introduce the enabling into RRC message, at least UE can get the enabling first which alleviates the security concern to some extent. People may argue RRCConnectionSetup message is not secured, but at least we have eMTC UE protected. To us, GNSS measurement may be not needed at all for NB IoT CP solution as UE is supposed to stay in connected state for a short time duration. 
Proposal 6: Introduce a configuration for network triggered GNSS measurement in RRC message.
3 Conclusion
According to the analysis in section 2, we propose that:
Proposal 1: As long as radio connection is maintained, during extension duration X/Y UE can consider its GNSS location as valid.
Proposal 2: There is no need to extend the GNSS validity duration due to extension duration X/Y.

Proposal 3: Modify the field description of gnss-AutonomousEnabled in RRC running CR as below.
gnss-AutonomousEnabled
Presence of this field indicates that autonomous GNSS re-acquisition is enabled by network and the length of autonomous GNSS measurement gap is equal to the latest reported GNSS position fix time duration.
Proposal 4: For BL UE and UE in CE, remove the gnss-AutonomousEnabled in RRCConnectionSetup (in procedure text)..

Proposal 5: RAN2 confirms that the combinations of GNSS measurement triggers are supported.

Proposal 6: Introduce a configuration for network triggered GNSS measurement in RRC message.
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