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1 Introduction
The Rel-17 New WID on NR Positioning Enhancements has the following objective on GNSS positioning integrity [1] :
	· Specify the signalling, and procedures to support GNSS positioning integrity determination, including [RAN2, RAN3]:

· The assistance information that will be used to support integrity determination

· The information that will be used to provide the positioning integrity KPIs and integrity results
· Support of integrity for UE-based and UE-assisted A-GNSS positioning.

          Note: This objective is applicable to 5GS and EPS.


In this contribution, we discuss the procedures and mechanisms for supporting UE-based and UE-assisted positioning integrity for GNSS positioning. 
2 Discussion
2.1 Supporting GNSS Positioning Integrity
GNSS based RAT-independent positioning methods can be supported via both UE-based and UE-assisted positioning. For UE-based positioning, the UE calculates its own location based on the measurements of GNSS signals and the assistance data received from the network. In UE-assisted positioning, the UE makes measurements of the received GNSS signals and sends to LMF the measurement reports for calculating the UE location. Within these methods, positioning integrity can be supported for both MO-LR and MT-LR service types. 
Integrity KPIs and Assistance Information
During SI phase, the integrity KPIs for supporting positioning integrity for the different positioning methods were discussed. From the TR [2], it can be inferred that integrity is related to the confidence level of positioning measurements and the amount of deviation/error from the actual position tolerated when determining the positioning information. 

Based on the method for modelling and calculating positioning integrity discussed during SI phase and captured in TR [2], the KPIs for ensuring integrity should include at least AL, TIR, TTA
Proposal 1:     KPIs delivered to UE or LMF for ensuring positioning integrity includes at least AL, TIR, TTA
For a positioning service requested by LCS client (MT-LR or MO-LR), the positioning error can be determined as R’ = |PAL – P|, where PAL is the positioning information tolerated by the application and is within the alert limit (AL) and P is the positioning information determined using a positioning method. 
For further bounding the positioning error, the statistical upper bound of the UE position represented by the protection level (PL), can be included when determining the positioning error as R’’ = |PPL – P|. As discussed during SI phase, the integrity result, given by PL, can be calculated as a function of different feared events including the feared events in the GNSS assistance data, feared events during positioning data transmission, GNSS feared events and UE feared events. 
Proposal 2: 
UE (for UE-based) or LMF (for UE-assisted) report at least protection level (PL) as the integrity result
In this regard, the information on feared events should be delivered to either UE (for UE-based) or LMF (for UE-assisted) as assistance data for assisting with the calculation of PL. Specifically, the non-UE feared events (e.g. feared events in GNSS assistance data, feared events in transmission system, GNSS feared events) should be delivered to UE for supporting UE-based positioning integrity (integrity result is calculated at UE). The UE feared events, including information on UE HW/SW faults and measurements on local environment feared events (e.g. interference, multipath) should be delivered to LMF for supporting UE-assisted positioning integrity (integrity result is calculated at LMF). 
Proposal 3: 
Support new assistance data delivered to UE for UE-based positioning integrity containing at least the following: Feared events in the GNSS assistance data, Feared events during positioning data transmission and GNSS feared events
Proposal 4: 
Support new assistance data delivered from UE to LMF for UE-assisted positioning integrity containing at least UE feared events (e.g. HW/SW faults in UE)
Procedures for supporting UE-based positioning integrity

For UE-based MO-LR positioning integrity, the LCS client can deliver the integrity KPIs (e.g. AL, TIT, TTA) to the UE. The UE can send an LPP request for assistance data to LMF, upon establishing the positioning service with the network. In response, the assistance data on integrity received by UE can include the information on non-UE feared events. Upon making positioning measurements and calculating the integrity result (e.g. PL), the UE can send the results to the LCS client. 
For UE-based MT-LR positioning integrity, the LPP capability transfer procedure can be used for requesting/providing UE capability for supporting GNSS positioning integrity. The LMF can consequently provide the assistance data on integrity (i.e. non-UE feared events) to the UE. The LPP Location information procedure can be used for requesting and providing the positioning integrity results calculated at UE to the LMF. The LMF can then forward the integrity results to the LCS client.   
Proposal 5: 
UE sends capability information for GNSS integrity upon receiving an LPP request from LMF 
Proposal 6: 
UE sends LPP request to LMF for requesting assistance data on integrity (e.g. non-UE feared events) 
Proposal 7: 
Integrity KPIs are delivered to UE from LMF in assistance data for UE-based MT-LR positioning integrity 
Proposal 8: 
UE sends integrity result (i.e. PL) to LMF for UE-based MT-LR positioning integrity
Procedures for supporting UE-assisted positioning integrity

For UE-assisted MO-LR positioning integrity, the LPP capability transfer procedure can be used for the UE to initiate and provide the capabilities for positioning integrity, including the capability to perform measurements on local environment feared events (e.g. interference, multipath). In response, the LMF can request assistance data for UE feared events. The UE can provide Integrity KPIs to the LMF in the assistance data. The UE can also send the local environment measurement results to LMF. Next, the UE can send a request to LMF for positioning integrity results. In response, the LMF can send the calculated positioning integrity result (e.g. PL) to UE, which can then be forwarded to the LCS client in UE. 
For UE-assisted MT-LR positioning integrity, the LMF receives the Integrity KPIs from LCS client and information on non-UE feared events from external source (e.g. GNSS correction provider). Next, the LPP capability transfer procedure can be used for requesting/providing UE capabilities for GNSS positioning integrity. The LMF can send the request to UE for assistance data on UE feared events and local environment feared events. Based on the assistance data and measurements (e.g. multipath, interference) sent by UE, the LMF can calculate the positioning integrity results and forwards the results to the LCS client.  
Proposal 9: 
UE sends assistance data on integrity (e.g. UE feared events) upon receiving an LPP request from LMF 
Proposal 10: 
Integrity KPIs are delivered to LMF from UE in assistance data for UE-assisted MO-LR positioning integrity 
Proposal 11: 
UE sends measurement reports on local environment feared events (e.g. interference, multipath) to LMF for UE-assisted positioning integrity
Proposal 12: 
LMF sends integrity result (i.e. PL) to UE for UE-assisted MO-LR positioning integrity 
2.2 Mechanism for ensuring positioning integrity
For ensuring integrity, a mechanism for integrating different positioning methods/configurations should be considered. As an example, in UE-based positioning, the LMF can provide with an alternative positioning information to the UE, including information determined using RAT-dependent positioning methods. For example, the RAN/LMF can provide the alternative positioning information of the UE determined based on the measurement of SRSp transmitted by UE. In the case of UE-assisted positioning integrity, the LMF can use the positioning information determined by UE via GNSS and RAT-dependent positioning methods used at LMF for validation and improving the confidence level/accuracy of the positioning information. When the UE provides the positioning information to the LMF or higher layers, identifiers/tags can be used to identify the different positioning methods applied for determining the positioning information.    
Proposal 13: 
Support configuring of alternative positioning methods (e.g. GNSS and RAT-dependent) in UE for ensuring positioning integrity 
2.3 Mechanism for recovering from potential integrity failure condition 

Another important aspect that can be considered for integrity is the ability to recover to the expected positioning operation upon detecting a potential failure conditions/feared events. This aspect is beneficial in safety related use cases (e.g. guided vehicles), where it is vital to ensure the accuracy of the determined positioning information is always within the tolerable level during operation. 
For enabling recovery from a failure conditions, a recovery time duration can be provided (e.g. in assistance information) to UE or LMF. The recovery time duration can be considered as requirement associated with the integrity, which can be application dependent. For example, for automatic guided vehicles delivering assets in a factory, recovery time and associated actions (e.g., pause until accurate position is acquired) require a strict requirement for recover time. When a positioning error is detected at UE or LMF, a procedure to correct the positioning error within the recovery time duration should be triggered. 
In the case of UE-assisted positioning integrity, a recovery mechanism where the LMF can indicate to UE the detection of feared events and trigger the use of different correction information should be considered. Likewise, in the case of the UE-based positioning integrity, a mechanism to allow the UE to indicate to LMF the detection of the feared events and request the use of a different positioning method or a different assistance information can be considered. 

Proposal 14: 
Support mechanisms for recovering from integrity failure conditions/feared events detectable at UE
Conclusion
In this contribution, the following conclusions were made:
Proposal 1:     KPIs delivered to UE or LMF for ensuring positioning integrity includes at least AL, TIR, TTA
Proposal 2: 
UE (for UE-based) or LMF (for UE-assisted) report at least protection level (PL) as the integrity result
Proposal 3: 
Support new assistance data delivered to UE for UE-based positioning integrity containing at least the following: Feared events in the GNSS assistance data, Feared events during positioning data transmission and GNSS feared events
Proposal 4: 
Support new assistance data delivered from UE to LMF for UE-assisted positioning integrity containing at least UE feared events (e.g. HW/SW faults in UE)
Proposal 5: 
UE sends capability information for GNSS integrity upon receiving an LPP request from LMF

Proposal 6: 
UE sends LPP request to LMF for requesting assistance data on integrity (e.g. non-UE feared events) 

Proposal 7: 
Integrity KPIs are delivered to UE from LMF in assistance data for UE-based MT-LR positioning integrity
Proposal 8: 
UE sends integrity result (i.e. PL) to LMF for UE-based MT-LR positioning integrity

Proposal 9: 
UE sends assistance data on integrity (e.g. UE feared events) upon receiving an LPP request from LMF 
Proposal 10: 
Integrity KPIs are delivered to LMF from UE in assistance data for UE-assisted MO-LR positioning integrity
Proposal 11: 
UE sends measurement reports on local environment feared events (e.g. interference, multipath) to LMF for UE-assisted positioning integrity
Proposal 12: 
LMF sends integrity result (i.e. PL) to UE for UE-assisted MO-LR positioning integrity
Proposal 13: 
Support configuring of alternative positioning methods (e.g. GNSS and RAT-dependent) in UE for ensuring positioning integrity 
Proposal 14: 
Support mechanisms for recovering from integrity failure conditions/feared events detectable at UE
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