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	Reason for change:
	In RAN2#109bis-e the following agreements are made:
S2.2-1-1: The PDCP status report (to avoid packet duplication) for DL UM DRBs is needed for DAPS HO.

S3.2: PDCP status report for UM is mandatory to support for DAPS capable UE.

S3.2b: Secondary PDCP status report for AM is mandatory to support for DAPS capable UE.

S2.2-2-1: The second PDCP status report for DL UM DRBs is not needed for DAPS HO.
S3.7-3: Discard timer is maintained during DAPS HO:

S2.3-5-2: For DAPS HO, capture PDCP handling for SRB in PDCP specification, the detailed text can be further discussed when capture it in PDCP specification.
Proposal 4: Align the terminology of “DAPS” between PDCP and RRC as shown in R2-2002860:

-
Remove “DAPS PDCP entity” and “normal PDCP entity” from the specification.

-
Use “DAPS bearer” in the specification.

-
Remove the text regarding association between PDCP entity and the RLC entity.

In RAN2#110-e the following agreements are made:
1. Do not specify any special handling for RoHC when security key is not updated in DAPS handover in Rel-16. (This means that changing security key ensures no problems occur, but it’s up to network implementation.) Add a NOTE to RRC/PDCP specification on this.
2. For downlink, the ROHC protocol of the target cell should maintain the IR state if operating in U-mode and O-mode during DAPS handover. This can be captured in a NOTE in PDCP specification.
Also during the rapporteur review of R16 TS 38.323, one misalignment issue is raised by rapporteur that the wording is“PDCP entity uses at most one ROHC compressor instance” while the DAPS PDCP figure has two ROHC instances. So TS 38.323 rapporteur suggests to have more clear clarification.
Since it is already captured in TS 38.331 that MRDC and DAPS cannot be configured simultaneously, the wording to emphasize that split bearer and DAPS bearer don’t co-exist is redundant in 5.2.1 and 5.6. It would be good to remove the redundant wording to improve readability.


	
	

	Summary of change:
	1. First PDCP status report for DL UM DRBs is supported.
2. PDCP entity configuration with state variables continuity for a radio bearer is supported.

3. To further clarify “PDCP entity uses at most one ROHC compressor instance” is due to uplink data switching.
4. Remove the text regarding association between PDCP entity and the RLC entity
5. Update the title of figure 4.2.2-2 to align with “DAPS bearer”.
6. Remove EN: FFS on whether PDCP status reporting for DAPS bearers is needed for UL or DL for RLC UM.
7. In 6.2.3.1, to clarify the format of PDCP status report is applicable for UM DRBs and AM DRBs. 
8. In 5.2.1, to remove “if the transmitting PDCP entity is not associated with a DAPS bearer; and”.
9. In 5.6, to remove “if the transmitting PDCP entity is not associated with a DAPS bearer; and”. 
10. Add a NOTE for “Do not specify any special handling for RoHC when security key is not updated in DAPS handover in Rel-16” in 5.1.5.
11. Add a NOTE for “For downlink, the ROHC protocol of the target cell should maintain the IR state if operating in U-mode and O-mode during DAPS handover” in 5.7.4.
12. Remove EN “FFS on whether/how to specify network behavior and how to handle source/target, regarding agreement "The target cell always transmits the PDCP PDUs containing IR packet until releasing the source cell"” in 5.7.4.
13. Remove EN “FFS on how to handle PDCP entities of SRB, DAPS DRB and non-DAPS DRB in case of DAPS HO without key change.” in 4.2.2.
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START OF CHANGES
4.2.2
PDCP entities

The PDCP entities are located in the PDCP sublayer. Several PDCP entities may be defined for a UE. Each PDCP entity is carrying the data of one radio bearer. A PDCP entity is associated either to the control plane or the user plane depending on which radio bearer it is carrying data for.

Figure 4.2.2.1 represents the functional view of the PDCP entity for the PDCP sublayer; it should not restrict implementation. The figure is based on the radio interface protocol architecture defined in TS 38.300 [2].

For split bearers and DAPS bearers, routing is performed in the transmitting PDCP entity.

A PDCP entity associated with DRB can be configured by upper layers TS 38.331 [3] to use header compression. In this version of the specification, the robust header compression protocol (ROHC) and the Ethernet header compression protocol (EHC) are supported. Each header compression protocol is independently configured for a DRB.
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Figure 4.2.2-1: PDCP layer, functional view
Figure 4.2.2-2 represents the functional view of the PDCP entity associated with the DAPS bearer for the PDCP sublayer; it should not restrict implementation. The figure is based on the radio interface protocol architecture defined in TS 38.300 [2].

For DAPS bearers, the PDCP entity is configured with two sets of security functions and keys and two sets of header compression protocols.
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Figure 4.2.2-2: PDCP layer associated with DAPS bearer, functional view

NEXT CHANGE

5.1.5
PDCP entity reconfiguration

When upper layers reconfigure the PDCP entity to configure DAPS, the UE shall:

-
establish a ciphering function for the radio bearer and apply the ciphering algorithm and key provided by upper layers for the ciphering function;

-
establish an integrity protection function for the radio bearer and apply the integrity protection algorithm and key provided by upper layers for the integrity protection function;

-
establish a header compression protocol for the radio bearer and apply the header compression configuration provided by upper layers for the header compression protocol. 
When upper layers reconfigure the PDCP entity to release DAPS, the UE shall:

-
release the ciphering function associated to the released RLC entity for the radio bearer;

-
release the integrity protection function associated to the released RLC entity for the radio bearer;

-
release the header compression protocol associated to the released RLC entity for the radio bearer.

NOTE 1:
The state variables which control the transmission and reception operation should not be reset, and the timers including t-Reordering and discardTimer keep running during PDCP entity reconfiguration procedure.

NOTE 2:
Before releasing the header compression protocol associated to the released RLC entity, how to handle all stored PDCP SDUs received from the released RLC entity is left up to UE implementation.
NOTE 3:
No special handling for the header compression protocol is defined to avoid a security issue for DAPS with no security key change.
 
NEXT CHANGE
5.2.1
Transmit operation
At reception of a PDCP SDU from upper layers, the transmitting PDCP entity shall:

-
start the discardTimer associated with this PDCP SDU (if configured).

For a PDCP SDU received from upper layers, the transmitting PDCP entity shall:
-
associate the COUNT value corresponding to TX_NEXT to this PDCP SDU;

NOTE 1:
Associating more than half of the PDCP SN space of contiguous PDCP SDUs with PDCP SNs, when e.g., the PDCP SDUs are discarded or transmitted without acknowledgement, may cause HFN desynchronization problem. How to prevent HFN desynchronization problem is left up to UE implementation.

-
perform header compression of the PDCP SDU using ROHC as specified in the clause 5.7.4 and/or using EHC as specified in the clause 5.12.4;

-
perform integrity protection, and ciphering using the TX_NEXT as specified in the clause 5.9 and 5.8, respectively;

-
set the PDCP SN of the PDCP Data PDU to TX_NEXT modulo 2[pdcp-SN-SizeUL];
-
increment TX_NEXT by one;

-
submit the resulting PDCP Data PDU to lower layer as specified below.
When submitting a PDCP PDU to lower layer, the transmitting PDCP entity shall:

-
if the transmitting PDCP entity is associated with one RLC entity:

-
submit the PDCP PDU to the associated RLC entity;

-
else, if the transmitting PDCP entity is associated with at least two RLC entities:

-
if the PDCP duplication is activated:
-
if the PDCP PDU is a PDCP Data PDU:

-
duplicate the PDCP Data PDU and submit the PDCP Data PDU to the associated RLC entities activated for PDCP duplication;

-
else:

-
submit the PDCP Control PDU to the primary RLC entity;

-
else:

-
if the split secondary RLC entity is configured; and


-
if the total amount of PDCP data volume and RLC data volume pending for initial transmission (as specified in TS 38.322 [5]) in the primary RLC entity and the split secondary RLC entity is equal to or larger than ul-DataSplitThreshold:

-
submit the PDCP PDU to either the primary RLC entity or the split secondary RLC entity;

-
else, if the transmitting PDCP entity is associated with the DAPS bearer:

-
if the uplink data switching has not been requested:

-
submit the PDCP PDU to the RLC entity associated with the source cell;

-
else:

-
if the PDCP PDU is a PDCP Data PDU:

-
submit the PDCP Data PDU to the RLC entity associated with the target cell;

-
else:

-
if the PDCP Control PDU is associated with source cell:
-
submit the PDCP Control PDU to the RLC entity associated with the source cell;

-
else:

-
submit the PDCP Control PDU to the RLC entity associated with the target cell;
-
else:

-
submit the PDCP PDU to the primary RLC entity.

NOTE 2:
If the transmitting PDCP entity is associated with two RLC entities, the UE should minimize the amount of PDCP PDUs submitted to lower layers before receiving request from lower layers and minimize the PDCP SN gap between PDCP PDUs submitted to two associated RLC entities to minimize PDCP reordering delay in the receiving PDCP entity.

NEXT CHANGE

5.4.1
Transmit operation

For AM DRBs configured by upper layers to send a PDCP status report in the uplink (statusReportRequired in TS 38.331 [3]), the receiving PDCP entity shall trigger a PDCP status report when:

-
upper layer requests a PDCP entity re-establishment;

-
upper layer requests a PDCP data recovery;

-
upper layer requests a uplink data switching;

-
upper layer reconfigures the PDCP entity to release DAPS and daps-SourceRelease is configured in TS 38.331 [3] .

For UM DRBs configured by upper layers to send a PDCP status report in the uplink (statusReportRequired in TS 38.331 [3]), the receiving PDCP entity shall trigger a PDCP status report when:
-
upper layer requests a uplink data switching.
If a PDCP status report is triggered, the receiving PDCP entity shall:

-
compile a PDCP status report as indicated below by:

-
setting the FMC field to RX_DELIV;

-
if RX_DELIV < RX_NEXT:

-
allocating a Bitmap field of length in bits equal to the number of COUNTs from and not including the first missing PDCP SDU up to and including the last out-of-sequence PDCP SDUs, rounded up to the next multiple of 8, or up to and including a PDCP SDU for which the resulting PDCP Control PDU size is equal to 9000 bytes, whichever comes first;

-
setting in the bitmap field as '0' for all PDCP SDUs that have not been received, and optionally PDCP SDUs for which decompression have failed;

-
setting in the bitmap field as '1' for all PDCP SDUs that have been received;

-
submit the PDCP status report to lower layers as the first PDCP PDU for transmission via the transmitting PDCP entity as specified in clause 5.2.1.


NEXT CHANGE

5.6
Data volume calculation

For the purpose of MAC buffer status reporting, the transmitting PDCP entity shall consider the following as PDCP data volume:

-
the PDCP SDUs for which no PDCP Data PDUs have been constructed;

-
the PDCP Data PDUs that have not been submitted to lower layers;

-
the PDCP Control PDUs;

-
for AM DRBs, the PDCP SDUs to be retransmitted according to clause 5.1.2;

-
for AM DRBs, the PDCP Data PDUs to be retransmitted according to clause 5.5.

If the transmitting PDCP entity is associated with at least two RLC entities, when indicating the PDCP data volume to a MAC entity for BSR triggering and Buffer Size calculation (as specified in TS 38.321 [4] and TS 36.321 [12]), the transmitting PDCP entity shall:

-
if the PDCP duplication is activated:

-
indicate the PDCP data volume to the MAC entity associated with the primary RLC entity;

-
indicate the PDCP data volume excluding the PDCP Control PDU to the MAC entity associated with the RLC entity other than the primary RLC entity activated for PDCP duplication;

-
indicate the PDCP data volume as 0 to the MAC entity associated with RLC entity deactivated for PDCP duplication;

-
else:

-
if the split secondary RLC entity is configured; and

-
if the total amount of PDCP data volume and RLC data volume pending for initial transmission (as specified in TS 38.322 [5]) in the primary RLC entity and the split secondary RLC entity is equal to or larger than ul-DataSplitThreshold:

-
indicate the PDCP data volume to both the MAC entity associated with the primary RLC entity and the MAC entity associated with the split secondary RLC entity;

-
indicate the PDCP data volume as 0 to the MAC entity associated with RLC entity other than the primary RLC entity and the split secondary RLC entity;

-
else, if the transmitting PDCP entity is associated with the DAPS bearer:

-
if the uplink data switching has not been requested:

-
indicate the PDCP data volume to the MAC entity associated with the source cell;

-
else:
-
indicate the PDCP data volume excluding the PDCP Control PDU for interspersed ROHC feedback associated with the source cell to the MAC entity associated with the target cell;

-
indicate the PDCP data volume of PDCP Control PDU for interspersed ROHC feedback associated with the source cell to the MAC entity associated with the source cell;

-
else:

-
indicate the PDCP data volume to the MAC entity associated with the primary RLC entity;

-
indicate the PDCP data volume as 0 to the MAC entity associated with the RLC entity other than the primary RLC entity.

NEXT CHANGE
5.7.2
Configuration of ROHC

PDCP entities associated with DRBs can be configured by upper layers TS 38.331 [3] to use ROHC. Each PDCP entity carrying user plane data may be configured to use ROHC. PDCP entities associated with SLRBs can be configured to use ROHC for IP SDUs. For DRBs other than DAPS bearers, the PDCP entity uses at most one ROHC compressor instance and at most one ROHC decompressor instance. For DAPS bearers, the PDCP entity uses at most one ROHC compressor instance (i.e. use the ROHC compressor instance for source cell before uplink data switching, and use the ROHC compressor instance for target cell after uplink data switching) and at most two ROHC decompressor instances.

NEXT CHANGE

5.7.4
Header compression using ROHC

If ROHC is configured, the ROHC protocol generates two types of output packets:

-
ROHC compressed packets, each associated with one PDCP SDU;

-
standalone packets not associated with a PDCP SDU, i.e. interspersed ROHC feedback.

A ROHC compressed packet is associated with the same PDCP SN and COUNT value as the related PDCP SDU. The header compression is not applicable to the SDAP header and the SDAP Control PDU if included in the PDCP SDU.

For DAPS bearers, the PDCP entity shall perform the header compression for the PDCP SDU using the ROHC protocol either configured for the source cell or configured for the target cell, based on to which cell the PDCP SDU is transmitted.

Interspersed ROHC feedback are not associated with a PDCP SDU. They are not associated with a PDCP SN and are not ciphered.

NOTE 1:
If the MAX_CID number of ROHC contexts are already established for the compressed flows and a new IP flow does not match any established ROHC context, the compressor should associate the new IP flow with one of the ROHC CIDs allocated for the existing compressed flows or send PDCP SDUs belonging to the IP flow as uncompressed packet.
NOTE 2:
For downlink, the ROHC protocol of the target cell should maintain the IR state if operating in U-mode and O-mode during DAPS handover before release of source cell


.

NEXT CHANGE
6.2.3.1
Control PDU for PDCP status report

Figure 6.2.3.1-1 shows the format of the PDCP Control PDU carrying one PDCP status report. This format is applicable for UM DRBs and AM DRBs.
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Figure 6.2.3.1-1: PDCP Control PDU format for PDCP status report

NEXT CHANGE

7.1
State variables

This sub clause describes the state variables used in PDCP entities in order to specify the PDCP protocol. The state variables defined in this clause are normative.
All state variables are non-negative integers, and take values from 0 to [232 – 1].
PDCP Data PDUs are numbered integer sequence numbers (SN) cycling through the field: 0 to [2[pdcp-SN-SizeUL] – 1] or 0 to [2[pdcp-SN-SizeDL] – 1] or 0 to [2[sl-PDCP-SN-Size] – 1].
The transmitting PDCP entity shall maintain the following state variables:

a)
TX_NEXT

This state variable indicates the COUNT value of the next PDCP SDU to be transmitted. The initial value is 0, except for SRBs configured with state variables continuation. For target SRB configured with state variables continuation, the initial value is the value stored in PDCP entity for the corresponding source SRB. For source SRB configured with state variables continuation, the initial value is the value stored in PDCP entity for the corresponding target SRB.
The receiving PDCP entity shall maintain the following state variables:

a)
RX_NEXT

This state variable indicates the COUNT value of the next PDCP SDU expected to be received. The initial value is 0, except for sidelink broadcast and groupcast, and for SRBs configured with state variables continuation. For NR sidelink communication for broadcast and groupcast, the initial value of the SN part of RX_NEXT is (x +1) modulo (2[sl-PDCP-SN-Size]), where x is the SN of the first received PDCP Data PDU. For target SRB configured with state variables continuation, the initial value is the value stored in PDCP entity for the corresponding source SRB. For source SRB configured with state variables continuation, the initial value is the value stored in PDCP entity for the corresponding target SRB.
NOTE:
It is up to UE implementation to select HFN for RX_NEXT as such that initial value of RX_DELIV should be a positive value.
b)
RX_DELIV

This state variable indicates the COUNT value of the first PDCP SDU not delivered to the upper layers, but still waited for. The initial value is 0, except for sidelink broadcast and groupcast, and for SRBs configured with state variables continuation. For NR sidelink communication for broadcast and groupcast, the initial value of the SN part of RX_DELIV is (x – 0.5 × 2[sl-PDCP-SN-Size–1]) modulo (2[sl-PDCP-SN-Size]), where x is the SN of the first received PDCP Data PDU. For target SRB configured with state variables continuation, the initial value is the value stored in PDCP entity for the corresponding source SRB. For source SRB configured with state variables continuation, the initial value is the value stored in PDCP entity for the corresponding target SRB.
c)
RX_REORD

This state variable indicates the COUNT value following the COUNT value associated with the PDCP Data PDU which triggered t-Reordering. For target SRB configured with state variables continuation, the initial value is the value stored in PDCP entity for the corresponding source SRB. For source SRB configured with state variables continuation, the initial value is the value stored in PDCP entity for the corresponding target SRB.
END OF CHANGES
�As we were also the authors of R2-2002860, and this is why LG is added to the Source field, I assume?


�Thank Nokia and LG for your clean-up effort. Also thank LG for finding this missing description in 6.2.3.1.


To align with other wording in this section, we suggest to replace this by "�the header compression protocol".


�Ok, it looks better.


�We are not sure this reflects the agreement made on Wednesday. We have not concluded this is left to UE implementation and the UE can do whatever. We have agreed there is no new behaviour defined for DAPS when security key is not changed. 





Our suggestion is therefore to say something like:


“No special handling for ROHC is defined for DAPS with no security key change.”


�We are not sure how informative this would be to reader. Maybe, people not involved in this discussion cannot understand what this NOTE means.


On top of Nokia’s suggestion, our suggestion is to say something like 





“No special handling for ROHC is defined to avoid a security issue for DAPS with no security key change.”





As we agreed, this means that changing security key ensures no problems occur, but it’s up to network implementation.)


�Thank you all, the wording has been changed based on your suggestions.


�Just some wording suggestions:


“No special handling for the header compression protocol is defined to avoid a potential security issues for DAPS handover with no security key change.”


�We don’t think this addition is needed since anyway DAPS HO only occurs until the source is released. "During DAPS HO" should be sufficient.


�This wording clarifies the time range of DAPS HO pretty well, and this is also used in another agreement “4	Releasing UE to INACTIVE via RRCRelease during DAPS handover before release of source cell is not allowed in Rel-16.” for the same reason. So we still suggest keeping it, and of course let’s hear more views from companies.


�This describes target cell behaviour that its ROHC cannot switch to FO state until sending daps-SourceRelease indication. It may be considered redundant but we slightly prefer to keep it. 
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