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1 Introduction
In the previous RAN2 meetings, RAN2 has made a lot of progress to access control. However, RAN2 has not yet studied the handling details of exceptional cases captured in TS 24.501[1]. In this contribution, we will discuss the details and give our considerations.
2 Discussion
According to TS 24.501 [1], when Emergency call/MMTEL voice/video/SMS is ongoing, any access attempt triggered by the initiation of a registration, deregistration or service request procedure is mapped to the same access category. And the corresponding access attempts are allowed to proceed without further access control checking in order to avoid double barring. Although the access control checking is skipped, the mapping is performed in order to derive an RRC establishment cause. This is called the “Exception handling and avoiding double barring”, which was clearly specified in TS 24.501 [1] in section 4.5.5:
	There are several services for which the NAS needs to be informed when the service starts and stops,

-
because, while the service is ongoing, the mapping of other access attempts to a specific access category can be affected; and
-
in order to avoid double barring at the start of these services.
These services are:

a)
emergency service;

b)
MMTEL voice;

c)
MMTEL video;

d)
SMSoIP; and

e)
SMS over NAS.

The UE considers an emergency service a) as started when 5GMM receives a request from upper layers to register for emergency services or to establish a PDU session with request type = "initial emergency request". It considers the emergency service as stopped when this PDU session is released. 

While an emergency service a) is ongoing, any access attempt triggered by the initiation of a registration, de-registration or service request procedure is mapped to access category 2 = emergency.
Once the emergency service has successfully passed access control, then as long as the service is ongoing, the following access attempts are allowed to proceed without further access control checking in order to avoid double barring:

-
any service request procedure related to the PDU session associated with request type = "initial emergency request"; and

-
any service request or registration procedure initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery.

NOTE 1:
Although the access control checking is skipped, the mapping is performed in order to derive an RRC establishment cause.


According to [2], some company proposed that when an emergency service is ongoing, access control (barring check) should also be skipped for RNA update which has already been captured in [3] in section 5.3.13.2:
	1>
if the resumption of the RRC connection is triggered due to an RNA update:

2>
if an emergency service is ongoing:
NOTE:
How the RRC layer in the UE is aware of an ongoing emergency service is up to UE implementation.
3>
select '2' as the Access Category;
2>
else:

3>
select [the standardised RAN specific access category] as the Access Category;




In our understanding, mapping the category for a new access attempt to the same category of the ongoing Emergency call/MMTEL voice/video/SMS only applies to NAS triggered events not necessarily for AS triggered events. Otherwise, if we use the mapped access category i.e. Emergency call/MMTEL voice/video/SMS to derive the cause value, we would end up with a different cause value rather than the 'rna-Update' and the network doesn't know the exact reason for the UE performing resume.
So for the resumption of the RRC connection triggered due to an RNA update when Emergency call/MMTEL voice/video/SMS is ongoing, we should still use the standardised RAN specific access category for UAC checking and correspondingly the 'rna-Update' cause value is still needed for the network to determine whether the UE needs to be moved to connected or back to inactive. 
Proposal 1: To use the standardised RAN specific access category for RNAU for the handling of exceptional cases for UAC.
And we have a CR prepared in [4].
3 Conclusions

Based on the discussion, our proposals are provided as follows: 
Proposal 1: To use the standardised RAN specific access category for RNAU for the handling of exceptional cases for UAC.
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