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1
Overall description
For Early Data Transmission (EDT) using User Plane CIoT EPS Optimisation, RAN2 has agreed to provide NCC during release of RRC connection (RRCConnectionRelease with release cause ‘suspend’). When UE subsequently performs RRC connection resumption for EDT or non-EDT, the keys derived using the new NCC will be used to establish security. RAN2 further discussed which integrity keys should be used for generation of shortResumeMAC-I sent in MSG3.

Questions: Does SA3 see any concern with using the old integrity keys (used in the last RRC connection as in legacy) or new integrity keys (generated using the NCC provided during release with ‘suspend’ of last RRC connection) to generate shortResumeMAC-I? Does SA3 have any preference regarding the use of old or new integrity keys to generate shortResumeMAC-I?
2
Actions
To: 3GPP SA3
ACTION: 
RAN2 respectfully asks SA3 to provide responses to the above questions.
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Dates of next TSG RAN WG2 meetings
TSG RAN WG2 Meeting #102
21– 25 May 2018, Busan, South Korea

TSG RAN WG2 Meeting #103
20– 24 Aug 2018, Gothenburg, Sweden

