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1 Introduction

In RAN #76 meeting, even further enhanced MTC for LTE was agreed [1]. One of the objectives is to optimize access/load control of idle mode UEs:

	· Improved access/load control of idle mode UEs:
· E.g. CE-level-based access class barring.


We will discuss this issue and provide our consideration and proposal in this paper.

2 Discussion

2.1 CE-level-based access barring parameters
In [2], the necessity of supporting CE-level-based access barring has been discussed in details. In the following sections, we will discuss the technical issues of supporting CE-level-based access barring.
#issue 1: Which would be used for providing CEL-based access barring parameters, SIB14 or SIB1?
The cell barring scheme triggered by indication in SIB1 is used to bar the UE from camping on the cell, while other ACB/EAB/ACDC schemes are mainly used to bar the UE from triggering services. We think the CEL-based access barring scheme is more similar to the EAB mechanism, not cell barring. That means even CEL-based access barring is enabled, the UE can still camp on the cell and read all the necessary SIB messages. The UE only needs to check whether it’s barred when it starts to trigger service in the determined CEL. So similar with the current EAB mechanism, it’s straightforward to contain the CEL-based access barring parameters in the separated SIB14 message. 
Proposal 1: It’s proposed to contain the CEL-based access barring parameters in SIB14.
#issue 2: What is the granularity of CEL-based access barring parameters?
For CEL-based access barring parameters configuration, the simple way is to configure whether or not a certain CE level is barred. Since the intention of CEL-based access barring is for efficient usage of network resources according to the radio conditions, there has no obvious reason to further configure CEL-based access barring per UE access class, e.g., per UE groups. Furthermore, the number of UEs in very poor coverage is relatively small, there is no need to further distinguish among them. 

The legacy EAB parameters is configured per PLMN since different network operators may have different policies. Considering that CEL-based access barring is mainly related to radio conditions, we think it’s also not necessary to configure such parameters per PLMN. Common CEL-based access barring parameters for a cell is enough.
If a certain CE level is barred, it naturally means a higher CE level should also be barred. But in order to keep a certain configuration flexibility, it’s still proposed to configure whether it’s barred or not for every CE levels.
Proposal 2: It’s proposed to define a common CEL-based access control parameters per cell in SIB14.
Proposal 2a: It’s proposed to define whether or not it’s barred for every CE level in this common CEL-based access control parameters.

#issue 3: How to notify the UE about change of CEL-based access barring parameters?
Similar as the notification mechanism of the changing of EAB parameters, the change indication of the CEL-based access barring parameters can be contained in paging message. If the UE gets the change indication, the UE should re-acquire SIB14 to update the CEL-based access barring parameters. Considering that the changing of EAB parameters would also trigger reading of SIB14, in order not to redundantly read the SIB14, the UE could deal with the change indication of CEL-based access barring parameters only when the change indication of EAB parameters is not set.

Proposal 3: The change indication of CEL-based access barring parameters should also be provided in paging message.
#issue 4: How to notify the UE whether CEL-based access barring is enabled?

In legacy LTE, EAB is configured in SIB14, and SIB14 change doesn’t affect the systemInfoValueTag in SIB1-BR. However, whether EAB is enabled is implicitly indicated by the presence of SIB14 scheduling information in the SIB1-BR. And there has a change notification in paging message to indicate change of EAB parameters. When the UE gets EAB parameters change notification, or upon entering a cell during RRC_IDLE, or before establishing an RRC connection if using eDRX with DRX cycle longer than the modification period, the UE should firstly acquire SystemInformationBlockType1 and check whether SIB14 is scheduled. If the SIB14 is scheduled, the UE will acquire the latest SIB14, otherwise, the UE would discard the stored SIB14. 
In R15, there has agreement to introduce 1 bit change indication of SIB1-BR in MIB message. Only when the 1 bit indicates the change of SIB1-BR, the UE needs to read SIB1-BR. It may be needed to clarify whether presence or absence of SIB14 scheduling information would affect the setting of this bits. Here we list some possible understandings as follows:

Alt1: The EAB/CEL-based EAB mechanism would not impact 1 bit change indication of SIB1-BR in MIB message. The UE should follow the legacy EAB procedure to acquire SIB1 and SIB14. That means, no matter what’s the value of the change indication in MIB, the SIB1-BR will be acquired in CEL-based EAB case.
Alt2: Similar as legacy LTE, scheduling of SIB14 implicitly indicates whether EAB is enabled. In order to trigger the UE to read the SIB1-BR when the SIB14 is scheduling, the presence of SIB14 scheduling information could always trigger to set the 1 bit change indication in MIB. And if other parameters are not changed, absence of SIB14 scheduling information will trigger to unset the 1 bit change indication in MIB.
Alt3: In [3], it suggests that the contents of SIB1-BR is changed due to scheduling changes. And we think the change of SIB14 content may also trigger the change of contents of SIB1-BR. The change of the contents of SIB1-BR would affect the change indication in MIB. Such understanding may have a little ambiguity. If the same SIB14 is always scheduled in SIB1-BR for a long time, this bit may not be set since the SIB1-BR is thought unchanged. The UE will not acquire SIB1.
At this time, we think the Alt1 is the simplest one which is reflected in the draft CR [4]. But we are open to discuss the other options to see whether the reading of SIB1-BR can be further reduced.
2.2 Access control method including CE-level-based access barring  

If CEL-based access barring is introduced in eFeMTC, we should consider the issue of coexist of new scheme and the legacy access barring parameters. If the two kinds of access barring parameter exist in SIB14, the straightforward way is that the UE should check CEL-based access barring besides checking the legacy access barring parameters. If the UE is barred based on the legacy access barring parameter, the UE needn’t to check CEL-based access barring parameters. Otherwise, the UE needs to further check CEL-based access barring parameters. As long as the UE is barred by any one of the legacy access barring parameter or CEL-based access barring parameters, the UE is not allowed to trigger the service.
When the UE is to perform CEL-based access barring check, the UE should firstly determine its CE level, as defined in MAC specification, and then to check whether this CE level is barred based on the parameters broadcasted in SIB14.
Proposal 4: Access control is executed based on both the legacy access barring mechanism and the CEL-based barring mechanism.
3 Conclusion

Based on the analysis in this paper, we have the following proposals:

Proposal 1: It’s proposed to contain the CEL-based access barring parameters in SIB14.
Proposal 2: It’s proposed to define a common CEL-based access control parameters per cell in SIB14.

Proposal 2a: It’s proposed to define whether or not it’s barred for every CE level in this common CEL-based access control parameters.

Proposal 3: The change indication of CEL-based access barring parameters should also be provided in paging message.

Proposal 4: Access control is executed based on both the legacy access barring mechanism and the CEL-based barring mechanism.
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