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1 Introduction

The email discussion [101#38][NR] discussed the SI procedure text. However, some further update would be required to the SI validity sub clause. In this contribution we provide alternatives and resolution to some FFS in Editor Notes. Also we provide a correction to the hanging paragraph which should be avoided according to specification drafting rules in TR 21.801.
2 Correction to hanging paragraph

Following correction is needed to avoid hanging paragraph

	5.2.2.2
SI validity and need to (re)-acquire SI
5.2.2.2.1
SI validity

The UE shall apply the SI acquisition procedure as defined in clause 5.2.2.3 upon cell selection (e.g. upon power on), cell-reselection, return from out of coverage, after handover completion, after entering NR-RAN from another RAT, upon receiving an indication that the system information has changed, upon receiving an ETWS/CMAS notifications; whenever the UE does not have a valid version in the stored SI.

Editor’s Note: [FFS if upon receiving HO command the SI acquisition depend on stored SI] 

When the UE acquires a MIB or a SIB1 or a SI message in a currently camped/serving cell as described in clause 5.2.2.3, the UE shall store the acquired SI.


The UE shall:

1>
delete any stored version of a SIB after [FFS] hours from the moment it was successfully confirmed as valid;

1> if UE has stored version of any SIB:




3 Rapporteur proposed Current TP
Rapporteur of the email discussion [101#38][NR] proposed the following, which in our understanding is not correct. The sub clause 5.2.2.2.1 on SI validity is invoked from sub clause 5.2.2.4.2 which specifies the actions upon reception of the SIB1. Therefore correction to sub clause 5.2.2.2.1 is deemed necessary.

	5.2.2.2.1
SI validity

The UE shall:

1>
delete any stored version of a SIB after [FFS] hours from the moment it was successfully confirmed as valid;

1>
if UE has stored version of any SIB:

2>for each SIB:

3>
if the stored SIB is area specific SIB and if systemInfoAreaIdentifier and systemInfoValueTag included in the  SIB1 received from the currently camped/serving cell are identical to the systemInfoAreaIdentifier and systemInfoValueTag associated with stored version of that SIB; or

3>
if the stored SIB is cell specific and if systemInfoValueTag included in the  SIB1 received from the currently camped/serving cell is identical to the systemInfoValueTag associated with stored version of that SIB;

4> consider the stored SIB as valid for the cell;
3>
else:

4> (re)acquire the corresponding SI message as specified in clause 5.2.2.3.

1>
if UE has no stored version of a SIB:

2>
(re)acquire the corresponding SI message as specified in clause 5.2.2.3.
Editor’s Note: [FFS if terminology to be used is systemInfoValueTag or systemInfoConfigurationIndex]

Editor’s Note: [FFS if terminology to be used for area ID is systemInfoAreaIdentifier]


3.1 Proposed correction to 5.2.2.2.1
Alternative#1:

	5.2.2.2.1
SI validity

………

………

The UE shall:

1> delete any stored version of a SIB after [FFS] hours from the moment it was successfully confirmed as valid;

1> if UE has any stored version of a SIB:

2>for each SIB

3> if the systemInfoValueTag and systemInfoAreaIdentifier if included, in the  received SIB1 from the currently camped/serving cell is identical to the systemInfoValueTag and systemInfoAreaIdentifier associated with stored version of SIB:

4> consider the stored SIB as valid for the cell;
3>        else:

4> (re)acquire the corresponding SI message as specified in clause 5.2.2.3.

Editor’s Note: [FFS if terminology to be used is systemInfoValueTag or systemInfoConfigurationIndex]

Editor’s Note: [FFS if terminology to be used for area ID is systemInfoAreaIdentifier]


Alternative#2:

	5.2.2.2.1
SI validity

………

………

The UE shall:

1>    delete any stored version of a SIB after [FFS] hours from the moment it was successfully confirmed as valid;

2>  If a stored version of a SIB corresponding to the systemInfoAreaIdentifier and systemInfoValueTag of that SIB in currently camped/serving cell is not available; or:
2>  If a stored version of a SIB corresponding to the Cell Identity and systemInfoValueTag of that SIB in the currently camped/serving cell is not available:

3> (re)acquire the corresponding SI message as specified in clause 5.2.2.3.
Editor’s Note: [FFS if terminology to be used is systemInfoValueTag or systemInfoConfigurationIndex]

Editor’s Note: [FFS if terminology to be used for area ID is systemInfoAreaIdentifier]


Alternative#3:

	5.2.2.2.1
SI validity

………

………

The UE shall:

1> delete any stored version of a SIB after [FFS] hours from the moment it was successfully confirmed as valid;

1> If a SIB is associated with systemInfoAreaIdentifier in currently camped/serving cell:
2> if a stored version of a SIB corresponding to the systemInfoAreaIdentifier and systemInfoValueTag of that SIB in currently camped/serving cell is not available:

3> (re)acquire the corresponding SI message as specified in clause 5.2.2.3.

1>   else:

2> if a stored version of a SIB corresponding to systemInfoValueTag of that SIB in the currently camped/serving cell is not available:

3> (re)acquire the corresponding SI message as specified in clause 5.2.2.3.

Editor’s Note: [FFS if terminology to be used is systemInfoValueTag or systemInfoConfigurationIndex]

Editor’s Note: [FFS if terminology to be used for area ID is systemInfoAreaIdentifier]


Proposal#1: We prefer either alternative#1 or alternative#2 to be adopted.
3.2 Terminology for the value tag and area ID

The configuration corresponding to the SIB either change due to UE mobility from one area to another area (i.e. spatial domain change) or within the same area the configuration is updated in time (i.e. time domain update). Indicating to the UE the change/update in configuration the value tag is used. For the spatial domain change when the configuration corresponding to the SIB acquired in one cell is also valid in another cell (area-specific SIB) then the value tag broadcasted in SIB1 is the same in all cells belonging to the SI validity area. In current LTE system the value tag is cell-specific and each cell handles the value tag independently. This means in LTE it is possible that the value tag broadcasted in two different cells is same but the configuration corresponding to the SIB can be different. In NR, for the case where value tag associated with area-specific SIB some co-ordination is required to broadcast the same value tag in SIB1 of the cells belonging to the SI validity area. Such co-ordination can be left to network implementation e.g. based on O&M management. In LTE when the configuration is updated in time domain within the same cell the value tag is simply incremented. In such an action it is assumed there is no mapping between the value tag and the associated configuration and hence simple incrementing works because reuse of value tag within the cell happens after range wrap around. This handling has a dis-advantage that if sometime later if some previous configuration is re-applied in the cell, a different value tag is used compared to the value tag previously used. If the validity period of the previous value tag has not expired the UE still re-acquires the same configuration simply because the value tag has changed. If the index is used then it slightly differs because there is explicit mapping maintained by the network between the index and the associated SIB configuration. Therefore, if some previous configuration is re-applied in the cell, the same index is broadcasted because of the explicit mapping. We believe this is an advantage because the UE does not have to re-acquire the configuration as opposed to when value tag is used. Based on the above discussion we propose to adopt the System Information Index (systemInfoIndex) or System Information Configuration Index (systemInfoConfigurationIndex) terminology instead of the systemInfoValueTag.  

Proposal#2a: Adopt the systemInfoIndex or systemInfoConfigurationIndex terminology in ASN.1 instead of the systemInfoValueTag for SI validity handling in NR.

In the current TP the terminology systemInfoAreaIdentifier is used. We prefer the same is adopted in ASN.1
Proposal#2b: Adopt the systemInfoAreaIdentifier terminology in ASN.1 for area ID.

4 Conclusion

Based on the above, RAN2 is requested to agree on the following proposals:
Proposal#1: We prefer either alternative#1 or alternative#2 to be adopted.
Proposal#2a: Adopt the systemInfoIndex or systemInfoConfigurationIndex terminology in ASN.1 instead of the systemInfoValueTag for SI validity handling in NR.

Proposal#2b: Adopt the systemInfoAreaIdentifier terminology in ASN.1 for area ID.

