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Introduction
Considering the ASN.1 structure captured in the draft TP for RAN2 email discussion [101#40][NR] Access Control, we would need 20 bits of IE UAC-BarringPerCat for each category. As this IE can be provided for up to 63 categories and up to 12 PLMNs, the total overhead for UAC parameters would be 15120 bits except PLMN IDs and PLMN common parameters. Thus, it is necessary to reduce signalling overhead caused by UAC, because SIB1 cannot support such a large size of barring information.
Discussion
When congestion occurs on the radio, it seems likely that all PLMNs sharing the same cell may have similar level of congestion in their radio networks, assuming that all PLMNs equally share radio resources of the cell. If it is the case, gNB may set same level of access probability for same type of services i.e. for same Access Categories. Considering this case, it will be beneficial to specify barring information common to all PLMNs, as in LTE.
Barring information common to all PLMNs


uac-BarringForCommon




UAC-BarringForCommon,

-- Barring information common to PLMNs


UAC-BarringForCommon ::=



SEQUENCE {


uac-barringPerCatList



UAC-BarringPerCatList

}


UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

UAC-BarringPerCat ::= SEQUENCE {



AccessCategory



INTEGER (1..maxAccessCat),


uac-BarringInfo



SEQUENCE {




uac-BarringFactor


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},



uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},




uac-BarringForAccessIdentity


BIT STRING (SIZE(7))


}


In NR, up to 64 Access Categories are supported. However, some standard Access Categories (i.e. AC8 to AC31) are reserved so that would not be used in Rel-15. In addition, we guess that a certain operator may not use operator-defined Access Categories (i.e. AC32 to AC63). Since barring information for AC0 would not be broadcast, we expect that if congested, gNB may broadcast barring information typically for at most 7 Access Categories (i.e. AC1 to AC7).
If we think that the number of ACs would not go beyond 7 in most cases, SIB1 may be able to broadcast barring information common to all PLMNs, because typical barring information may not go beyond 140 bits in a SIB. Accordingly, we propose that SIB1 includes barring information common to all PLMNs. 

Proposal 1: Barring information common to all PLMNs is specified in SIB1.

In addition, we think that if congested, an operator may set same barring factor and same barring time for several Access Categories (e.g. operator-defined ACs) in some cases. For example, an operator may set {p50, s64} for a low priority of Access Categories while configuring no barring information for a high priority of Access Categories. In this case, it will be easier to introduce barring information common to multiple Access Categories. For example, bitmap can be used to indicate multiple Access Categories sharing the same barring information as shown below. This barring information based on bitmap could be included in SIB1. The size of bitmap can be one of 7 ACs (i.e. standard ACs except AC0 and reserved ACs), 39 ACs (i.e. 7 standard ACs + 32 operator-defined ACs) and 63 ACs (i.e. all ACs except AC0).
Barring information common to multiple Access Categories

UAC-BarringPerMultiCat ::= SEQUENCE {



AccessCategoryList



BIT STRING (SIZE(7 or 39 or 63)


-- Barring information common to multiple Access Categories



-- bit 0 corresponds to AC1, bit 1 to AC2, bit 2 to AC3 and so on.


uac-BarringInfo



SEQUENCE {




uac-BarringFactor


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},



uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},




uac-BarringForAccessIdentity


BIT STRING (SIZE(7))


}


}
Proposal 2: Barring information common to multiple Access Categories are specified in SIB1.

Proposal 3: Bitmap is used to indicate multiple Access Categories sharing the same uac-BarringInfo. The size of bitmap can be one of 7 ACs (i.e. standard ACs except AC0 and reserved ACs), 39 ACs (i.e. 7 standard ACs + 32 operator-defined ACs) and 63 ACs (i.e. all ACs except AC0).
In some cases, gNB may set different barring factor/time for different Access Categories. If operator-defined Access Categories are used, we would need many bits for barring information so that SIB1 could not accommodate those bits. If it is the case, it seems reasonable that gNB broadcasts a large size of barring information via a new SIBx, instead of SIB1. 
The new SIBx could also support PLMN specific barring information. If multiple PLMNs (up to 12) share the cell and if different PLMNs configure different barring information, the new SIBx could broadcast uac-BarringPerPLMN-List so that NR RAN can have full flexibility of controlling UE accesses.
Proposal 4: A new SIBx (x > 1) is optionally scheduled to broadcast a large size of barring information e.g. uac-BarringPerPLMN-List, if SIB1 cannot accommodate barring information e.g. to set different barring factor/time for many ACs.
When multiple PLMNs share the same cell, if congestion occurs only in a few PLMNs, gNB may broadcast barring information only for a few PLMNs in some cases with different levels of barring factor/time for different PLMNs. If it is the case, the amount of bits required for barring information could be too big to be included in SIB1. Thus, it would be beneficial that SIBx supports PLMN specific barring information. But, if only one PLMN specific barring information is needed, SIB1 could also support PLMN specific barring information.
Proposal 5: PLMN specific barring information is supported in both SIB1 and a new SIBx.
We think that if SIBx is introduced, broadcast of SIBx is optional in the network. If heavily congested, gNB may broadcast SIBx. But, if not congested or lightly congested, gNB may not broadcast SIBx while broadcasting baring information only via SIB1. Thus, only if new SIBx is scheduled at a serving cell, UE should be required to receive new SIBx. Since UAC is applicable for all RRC states, if new SIBx is scheduled at a serving cell, UE should be required to maintain new SIBx. 

Proposal 6: If SIB1 schedules new SIBx for barring information, UE is required to maintain new SIBx. 
Considering that different cells may experience different levels of congestion, we think that new SIBx should be cell specific SIB.
Proposal 7: New SIBx is cell specific SIB.

We think that the SIBx can be a kind of Other SI. Thus, gNB may not always broadcast SIBx. For example, if there is no congestion, SIBx will not be broadcast at a cell. 
Proposal 8: SIBx is classified as Other SI.
Conclusion

In conclusion, we propose the followings for optimization of UAC barring information. Potential change to ASN.1 is proposed in Annex.
Proposal 1: Barring information common to all PLMNs is specified in SIB1.

Proposal 2: Barring information common to multiple Access Categories are specified in SIB1.

Proposal 3: Bitmap is used to indicate multiple Access Categories sharing the same uac-BarringInfo. The size of bitmap can be one of 7 ACs (i.e. standard ACs except AC0 and reserved ACs), 39 ACs (i.e. 7 standard ACs + 32 operator-defined ACs) and 63 ACs (i.e. all ACs except AC0).
Proposal 4: A new SIBx (x > 1) is optionally scheduled to broadcast a large size of barring information e.g. uac-BarringPerPLMN-List, if SIB1 cannot accommodate barring information e.g. to set different barring factor/time for many ACs.
Proposal 5: PLMN specific barring information is supported in both SIB1 and a new SIBx.

Proposal 6: If SIB1 schedules new SIBx for barring information, UE is required to maintain new SIBx. 
Proposal 7: New SIBx is cell specific SIB.

Proposal 8: SIBx is classified as Other SI.
Annex: Potential change to ASN.1
–
SIB1

SIB1 contains information relevant when evaluating if a UE is allowed to access a cell and defines the scheduling of other system information. It also contains radio resource configuration information that is common for all UEs and barring information common to all PLMNs.

Signalling radio bearer: N/A

RLC-SAP: TM

Logical channels: BCCH and BR-BCCH

Direction: Network to UE
SIB1 message

SIB1 ::=

SEQUENCE {

***************************** Start of change*******************************

uac-BarringForCommon




UAC-BarringForCommon,


-- FFS: Need for parameters common to PLMNs

UAC-BarringForCommon ::=


CHOICE {



uac-barringPerCatList



UAC-BarringPerCatList,


uac-barringPerMultiCat



UAC-BarringPerMultiCat

}


UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

-- maxAccessCat = 64

UAC-BarringPerCat ::= SEQUENCE {



AccessCategory



INTEGER (1..maxAccessCat),


uac-BarringInfo


SEQUENCE {




uac-BarringFactor


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},



uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},




uac-BarringForAccessIdentity


BIT STRING (SIZE(7))


}



}

UAC-BarringPerMultiCat ::= SEQUENCE {


AccessCategoryList



BIT STRING (SIZE(7 or 39 or 63)


-- Barring information common to multiple Access Categories



-- bit 0 corresponds to AC1, bit 1 to AC2, bit 2 to AC3 and so on.


uac-BarringInfo



SEQUENCE {




uac-BarringFactor


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},



uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},




uac-BarringForAccessIdentity


BIT STRING (SIZE(7))


}


}
}
***************************** End of change*******************************
–
SIBX

SIBX contains barring information per PLMN for Unified Access Control

Signalling radio bearer: N/A

RLC-SAP: TM

Logical channels: BCCH

Direction: Network to UE
SIBX message
SIBX ::=

SEQUENCE {


uac-BarringPerPLMN-List



UAC-BarringPerPLMN-List



UAC-BarringPerPLMN-List ::= 

SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN


-- maxPLMN = 12

UAC-BarringPerPLMN ::=


SEQUENCE {



plmn-IdentityIndex




INTEGER (1..maxPLMN),


uac-barringConfig




CHOICE {




uac-barringPerCatList



UAC-BarringPerCatList,



uac-barringPerMultiCat



UAC-BarringPerMultiCat


}


}


UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat

-- maxAccessCat = 64

UAC-BarringPerCat ::= SEQUENCE {



AccessCategory



INTEGER (1..maxAccessCat),


uac-BarringInfo


SEQUENCE {




uac-BarringFactor


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},



-- FFS: parameter values



uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},




-- FFS: parameter values



uac-BarringForAccessIdentity


BIT STRING (SIZE(7))



-- maxAccessIdentity = 7



-- bit 0 in the bit string corresponds to AI1, bit 1 to AI2, bit 2 to AI11, bit 3 to AI12 and so on




-- Value 0 indicates that access attempt is allowed for the corresponding access identity



}



}

UAC-BarringPerMultiCat ::= SEQUENCE {



AccessCategoryList



BIT STRING (SIZE(7 or 39 or 63)


-- Barring information common to multiple Access Categories



-- bit 0 corresponds to AC1, bit 1 to AC2, bit 2 to AC3 and so on.


uac-BarringInfo



SEQUENCE {




uac-BarringFactor


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},



uac-BarringTime



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},




uac-BarringForAccessIdentity


BIT STRING (SIZE(7))


}


}
}
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