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1 Introduction
In RAN2#97 meeting, RAN2 discussed the capability issue and agreed:
Agreements:

1: following issues should be considered in NR design (e.g. capabilities) with general solution:


Issue 1: Hardware sharing between NR and other things, e.g. WLAN, BT, GPS, etc 


Issue 2: Interference between NR and other things, e.g. WLAN, BT, GPS, etc; 


Issue 3: Exceptional UE issues (e.g. overheating problems)

2: The UE radio access capabilities are static and the change is just to temporarily (e.g. under network control) limit the availability of some capabilities, e.g. due to hardware sharing, interference or overheating. 

FFS To which capabilities it may apply and how the limitation is expressed to the gNB.

3: The temporary capability restrict should be transparent to the NG core, i.e. only static capability is stored in the NG core.

4: The UE signals the temporary capability restriction request to the gNB.

In RAN#79 meeting, UE capability handling based on UE capability ID was discussed and RAN sent an LS [5] to RAN2 and ask RAN2 to consider the UE capability ID based method:

	At RAN#79 UE capability handling based on UE capability ID (i.e. an ID that identifies the full set of UE capabilities was discussed for standalone mode. During the discussion of the topic, many companies showed an interest to introduce optimisations in this area. From RAN Plenary point of view the conceptual work should be performed in SA2 and RAN2 (with potential involvement of other relevant WGs such as RAN3 and CT1) since the network should store and manage such UE capability IDs.

As an outcome of the discussion in RAN it was agreed to send a request to SA to initiate the related work in SA2. If feasible, RAN would appreciate if a solution can be discussed within Rel-15 timeframe. 

Further it was agreed that the ongoing work in RAN2 on the structural optimisation of the UE capability signalling should continue.  


In this paper, we will further discuss the UE static access capability.
2 Discussion
2.1 LTE capability mechanism
In LTE, MME obtains and stores the UE access capability after the UE has attached to the network. When the UE enters the connected state again, the MME sends the access capability to the eNB, which benefits for radio signalling saving. The related procedures are as below:
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Figure 1: UE access capability obtaining procedure in LTE
2.2 Discussion
RAN2 agreed that UE access capability can be divided into two parts: static capability and temporary capability restrict. Only static capability is stored in NG core and temporary capability restrict is unseen to the NG core. As known, UE access capability is very large. In order to reduce the radio signalling overhead, it has been agreed that the NG core stores the static access capability to avoid always obtaining the UE capability via radio interface when the UE enters connected state from idle state. 
When the UE is powered on, there is no UE access capability in network side. Two possible methods to get the UE access capability by the network:

· Alt1: network-based capability ID reporting

In Alt1 the UE reports the UE access capability content after requested by the network when the UE capability ID is not available, as in LTE; after that the network allocates capability ID to a UE after receiving the UE access capability, and UE reports its capability ID to the network in subsequent UE capability reporting if the allocated capability ID is valid.
In this solution it is assumed that the UE still needs to report the UE capability once the UE capability ID is not available and if the capability size becomes very large, there might still be problems on the air interface cost. However it can be assumed that such reporting would only happen in very limited times as most times the UE can use the capability ID allocated by the NW to reduce the reported capability size, therefore such drawbacks seam acceptable. 
On the other hand, allocating the UE capability ID by the network can further reduce the storage capacity requirement from the CN or RAN side: when the gNB/NG core receives one UE static capability, the gNB/NG can check whether same access capability exists in the common capability set, e.g., via byte stream comparison. If exist, the network only needs to setup one index to the common set. Otherwise, add the new access capability into the common capability set, and then setup the index to the common set.
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Figure 1. Common access capability set
To be more specific, after receiving the UE static capability, the network (e.g. NG core) can send a capability ID (index) which indicates one access capability in the common set stored in the core network to the UE and gNB. It is valid in a certain area, e.g. PLMN scope or TA area. If a UE obtains this information, it can store and report it to the network when accessing the network next time within the same PLMN/TA. If the UE reports the capability ID in the RRC connection setup procedure and the gNB stores the access capability corresponding to the capability ID, the gNB can obtain the UE access capability earlier. If the gNB has not stored the common set of UE capability, gNB can forward this capability ID to the core network and the core network can send the UE capability to the gNB.
Based on the above, the network does not need to store duplicated UE capabilities from different UEs, instead based on the reporting from the UE side. The network can gradually update its database for common UE access capability set and make one to one mapping between the UE capability ID and the associated capability. It is also easier for the network to maintain the UE capability ID allocation as this is not required to be globally unique. Instead it is only required to be unique for the local network.

Observation 1: network-based capability ID reporting can be used to reduce the UE capability reporting over the air and is also beneficial for storage capacity and management of UE capability IDs at the network side.
· Alt2: UE-based capability ID reporting
In Alt2, the UE capability ID/model ID shall be defined first so that there is no explicit UE capability contents reported to the network. By doing so, the air interface cost is for sure reduced from original reporting mechanism.

However Alt2 depends on what model-ID is used or defined to associate with certain UE capabilities. For instance, if we use IMEI (IMEI= TAC+SN+check) to associate different UE capabilities, it is quite possible that with the same model the UE capabilities could still vary. In this case how to define the unique capability ID is important to make the whole solution feasible. 
In addition the network needs to collect and store all the possible capability IDs and the associated UE access capabilities in advance, otherwise there might be UE and network mismatch for the UE capability. This is difficult and complicated in real usage, e.g. when one new type of UE is launched to the market, the network can not obtain the UE access capability unless worldwide operators update their access capability database timely to include this new type of UE. Therefore, even though Alt2 can be a direction for optimization, the existing solution of reporting the UE access capability content after requested by the network seems still necessary as the baseline solution.
Proposal 1: Existing LTE UE capability obtaining mechanism still needs to be used as the baseline for NR static capability.
Besides the above, it is very likely that same UE model with same UE capability can have different TACs. In other words, if TAC field and SVN field in IMEI is used as the ID for UE capability, the same UE capability can be mapped to different TAC+SVN. To solve this issue, either the NG core needs to store multiple copies of the same UE capability mapped to different UE IDs, or the NG core needs to have the accurate mapping between the TAC/SVN to the specific UE capability. For the latter one, the drawbacks have already explained as the above, which adds complexity on maintaining the table to UE capability mapping. For the former one, this would increase more storage capacity at the network side. Therefore it is worth considering grouping certain UEs together even though their IMEI is different, i.e. to use the same UE ID to indicate associated UE capability. Thus it would be easier for the network side to maintain the UE capability mapping and differentiate different UE types. 
Observation 2: Alt2 needs to be further studied on how to define and maintain the UE ID. The capability ID of one UE is better not to be each UE’s hardware ID and UEs with same capabilities are better to have same UE ID.
Based on the above, both solutions have pros and cons. However Alt1 seems simpler and more flexible. Considering the timeline within Rel-15, we propose either to focus on developing the solution based on these two options, or to discuss all the possible optimizations in Rel-16.
Proposal 2: To either focus on developing the solution based on these two options, or to discuss all the possible optimizations in Rel-16.
3 Conclusion

In this paper we discuss the UE static access capability and propose:
Observation 1: network-based capability ID reporting can be used to reduce the UE capability reporting over the air and is also beneficial for storage capacity and management of UE capability IDs at the network side.
Observation 2: Alt2 needs to be further studied on how to define and maintain the UE ID. The capability ID of one UE is better not to be each UE’s hardware ID and UEs with same capabilities are better to have same UE ID.
Proposal 1: Existing LTE UE capability obtaining mechanism still needs to be used as the baseline for NR static capability.
Proposal 2: To either focus on developing the solution based on these two options, or to discuss all the possible optimizations in Rel-16.
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