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Introduction
In the past, there have been several papers which have indicated that Carrier Aggregation and/or Dual Connectivity can cause the UE capabilities to become very large, potentially exceeding the size that can be transferred within one PDCP SDU (whose maximum size is 8188 bytes).
Examination of protocol stacks used on other interfaces (specifically S1/SCTP/IP, GTP-C-v2/UDP/IP, GTP-C-v1/UDP/IP) indicate that they have the capability for message and information element lengths of up to around 65 kbytes.
However, while protocols may be able handle, or be able to be extended to handle, these very large UE capabilities, it seems to be an inefficient approach as many UEs while have identical capabilities as other UEs.
Several recent papers have tried to provide a solution using a so called “model ID” in order to reduce the amount of capability needed to be sent over the network. This paper attempts to analyse the problem, the importance of this problem and possible solutions to this problem.
[bookmark: _Ref462411760]Discussion
Legacy procedure
Normally, the Core Network has the UE’s full capability as it is provided within UE Radio Capability inside initial context request message from the CN to the eNB. 
There are three situations where the  CN does not have a full capability of the UE: one is during the attach procedure; another is during the tracking area procedure (between MMEs, or, following Attach in 2G/3G); and also following UE capability retrieval in a legacy eNB (e.g. officially, a Release 14 eNB does not have the capability to request the UE to supply NR or EUTRA-NR capability information). In all these situations, the eNB receives no, or partial, UE Capability information from the CN and hence the eNB should use the RRC UECapabilityEnquiry procedure to request the (missing) UE capabilities. The UE will deliver them within UECapabilityInformation to the eNB, and the eNB will forward the full set[footnoteRef:2] of UE capabilities on to the CN for use in subsequent RRC connections. [2:  Excluding the NB-IoT capabilities.] 

Observation 1: The use of UECapabilityEnquiry procedure is limited to a few occasions and the Core Network should normally have capabilities of the UE.

Extension of legacy procedure for UE capabilities > maximum PDCP SDU
The existing RRC procedures allow the eNB to retrieve the UE capabilities in subsets, c.f. “one RAT at a time”. While it is not clear how the eNB knows that the full set of UE capabilities would be greater than the maximum PDCP SDU, the eNB can always adopt a “cautious” approach and e.g. request eutra and eutr-nr capabilities in separate requests.
On S1-AP, there is only one information element for the UE radio access capabilities – but it is plausible that a Release 15 eNB could create a single S1AP UE capability IE from the individual RAT components sent by the UE.Given that NSA functionality was intended to be complete in December 2017, it is important to localise any additional RAN functionality to NSA RAN nodes.
Excerpts from TS 36.331 v15.0.1 are below.
Proposal 1: Even if the UE capabilities are greater than the maximum PDCP SDU size, the eNB is responsible for collating the full set of UE capabilities and sending them to the MME in one S1AP information element. 

UE-CapabilityRAT-ContainerList information element
-- ASN1START

UE-CapabilityRAT-ContainerList ::=SEQUENCE (SIZE (0..maxRAT-Capabilities)) OF UE-CapabilityRAT-Container

UE-CapabilityRAT-Container ::= SEQUENCE {
	rat-Type							RAT-Type,
	ueCapabilityRAT-Container			OCTET STRING
}

-- ASN1STOP

And
RAT-Type information element
-- ASN1START

RAT-Type ::=		ENUMERATED {
					eutra, utra, geran-cs, geran-ps, cdma2000-1XRTT,
					nr, eutra-nr, spare1, ...}

-- ASN1STOP

In addition the EUTRA-Capability contains information on which other RAT are supported – hence an EN-DC capable eNB can detect that e.g. the eutra-nr capabilities are missing from what is sent by the CN.

UE-EUTRA-Capability information element
-- ASN1START

[bookmark: OLE_LINK112][bookmark: OLE_LINK113]UE-EUTRA-Capability ::=		SEQUENCE {
	accessStratumRelease		AccessStratumRelease,
	ue-Category				INTEGER (1..5),
	pdcp-Parameters			PDCP-Parameters,
	phyLayerParameters			PhyLayerParameters,
	rf-Parameters				RF-Parameters,
	measParameters				MeasParameters,
	featureGroupIndicators		BIT STRING (SIZE (32))	OPTIONAL,
	interRAT-Parameters		SEQUENCE {
		utraFDD					IRAT-ParametersUTRA-FDD			OPTIONAL,
		utraTDD128				IRAT-ParametersUTRA-TDD128		OPTIONAL,
		utraTDD384				IRAT-ParametersUTRA-TDD384		OPTIONAL,
		utraTDD768				IRAT-ParametersUTRA-TDD768		OPTIONAL,
		geran					IRAT-ParametersGERAN			OPTIONAL,
		cdma2000-HRPD				IRAT-ParametersCDMA2000-HRPD		OPTIONAL,
		cdma2000-1xRTT				IRAT-ParametersCDMA2000-1XRTT	OPTIONAL
	},
	nonCriticalExtension		UE-EUTRA-Capability-v920-IEs		OPTIONAL
}

and

UE-EUTRA-Capability-v15x0-IEs ::= SEQUENCE {
	irat-ParametersNR-r15			IRAT-ParametersNR-r15			OPTIONAL,
	basebandParameters-r15			BasebandParameters-r15			OPTIONAL,
	nonCriticalExtension			SEQUENCE {}					OPTIONAL
}



Improvements for StandAlone and future efficiency
Signalling very large information elements between CN/RAN network elements that require IP packet fragmentation/reassembly is not an ideal solution. Hence it is useful to consider more radical alternatives.
The outline of this solution is as follows:
a) The eNB/gNB builds a database (a “cache” rather than “permanent memory”) of “masked-IMEI+SV+configuration-ID” to UE capabilities. No need is foreseen for any such storage in the UTRAN or in GERAN.
b) For a particular IMEI- SV, the “configuration ID” identifies different configurations, e.g. the difference between operating system level 8.0.1 and 8.0.2; whether or not 2G is enabled/disabled; etc.
c) The signaling between CN/RAN network elements carries “masked-IMEI+SV” and (at least in the long term), except for handover to UTRAN/GERAN, does not carry the UE capabilities.
d) The “configuration-ID” is signalled from the UE to the RAN in the RRC connection establishment signaling (e.g. as part of message 5), and is added to the masked-IMEI+SV in the handover signaling messages.
e) When the eNB/gNB is serving a UE for which it does not have a UE capability corresponding to the IMEI+SV+configuration-ID, the eNB/gNB retrieves it from the UE. 
Some of the rationale behind this concept is as follows:
1) In LTE it is mandatory to get the IMEISV from the UE to be retrived by the MME. 
2) Masked IMEISV is already carried in the relevant S1AP and X2AP signaling messages.
3) NGCore/NG-RAN is expected to adopt similar concepts to 1 and 2, above.
4) It is very desirable to avoid the addition of new network databases (and their related O&M interfaces) for storing the UE capabilities.
5) While change of UE capabilities is not that common at the moment, it may become more pre-valent and the sending the “configuration ID” at RRC connection establishment is more elegant than the legacy approach of Detach/Attach.
Observation 2: In general even the LTE network has all means to implement a solution which would not require the CN to deliver the whole UE capability to the eNB during every Idle to Connected transition.
To facilitate this solution it would be desirable to have IMEI SV as a mandatory element within Network interfaces within NR. Please note that within 36.413 this IE is optional and introduces IMEISV within X2 handover signalling.
To facilitate this approach the following components are needed:
Proposal 2: To ask RAN WG3 to make IMEISV mandatory IE over the NG1 and Xn Network interfaces within NR
Proposal 3: To introduce a new IE (configuration-ID) within RRC connection setup complete to be able to show that capability of the UE was changed.
[bookmark: _GoBack]Proposal 4: To introduce the same capability configuration-ID within Handover messages (e.g. Handover Request)

Summary:
 It is proposed to agree on the following 4 proposals:

Proposal 1: Even if the UE capabilities are greater than the maximum PDCP SDU size, the eNB is responsible for collacting the full set of UE capabilities and sending them to the MME in one S1AP information element. 
Proposal 2: To ask RAN WG3 to make IMEISV mandatory IE over the NG1 and Xn Network interfaces within NR and include proposal 1 into stage 2
Proposal 3: To introduce a new IE (configuration-ID) within RRC connection setup complete procedure to be able to show that capability of the UE has been changed.
Proposal 4: To introduce the same capability configuration-ID within Handover messages (e.g. Handover Request)
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