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1. Introduction

From the email discussion on [101#40][NR] Access Control, RAN2 made the framework on ASN.1 structure. This contribution suggests details to completing the ASN.1 structure. 
2.
Discussion
1) Barring configuration For Emergency

In the last meeting, RAN2 made the following agreements:

· Bitmap is used for access identities 1,2,11-15 and for emergency calls in 5G as ac-BarringForSpecialAC, and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;
· ACB parameters (barring factor/timer and bitmap as per agreement 10) are set per access category and per PLMN.

It means that the barring configuration for emergency is per-category. 
On the other hand, LTE has a separate field, i.e. ac-BarringForEmergency irrespective of PLMN, call type and ACDC category, i.e.
SystemInformationBlockType2 ::=

SEQUENCE {


ac-BarringInfo





SEQUENCE {



ac-BarringForEmergency



BOOLEAN,



ac-BarringForMO-Signalling


AC-BarringConfig



OPTIONAL,
-- Need OP



ac-BarringForMO-Data



AC-BarringConfig



OPTIONAL
-- Need OP
We would like to revisit this issue for simplicity. It seems sufficient to follow LTE principle for the emergency.
Proposal 1: Irrespective of PLMN and access category, an independent barring configuration for emergency is used as in LTE.

2) Category a, b and c

In LTE, SIB14 carries EAB configuration, which includes the category a, b and c information, i.e.
SystemInformationBlockType14 information element
-- ASN1START

SystemInformationBlockType14-r11 ::=
SEQUENCE {


eab-Param-r11






CHOICE {



eab-Common-r11






EAB-Config-r11,



eab-PerPLMN-List-r11




SEQUENCE (SIZE (1..maxPLMN-r11)) OF EAB-ConfigPLMN-r11


}













OPTIONAL, -- Need OR

lateNonCriticalExtension



OCTET STRING


OPTIONAL,


...

}

EAB-ConfigPLMN-r11 ::=



SEQUENCE {


eab-Config-r11





EAB-Config-r11



OPTIONAL -- Need OR

}

EAB-Config-r11 ::=




SEQUENCE {


eab-Category-r11




ENUMERATED {a, b, c},

eab-BarringBitmap-r11



BIT STRING (SIZE (10))

}

-- ASN1STOP

	SystemInformationBlockType14 field descriptions

	eab-BarringBitmap

Extended access class barring for AC 0-9. The first/ leftmost bit is for AC 0, the second bit is for AC 1, and so on.

	eab-Category

Indicates the category of UEs for which EAB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011 [10].

	eab-Common
The EAB parameters applicable for all PLMN(s).

	eab-PerPLMN-List

The EAB parameters per PLMN, listed in the same order as the PLMN(s) listed across the plmn-IdentityList fields in SystemInformationBlockType1.


The access category 1 needs the similar information for the access control [1]: 
	NOTE 1:
The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.


As in LTE EAB, the information can be provided via System Information.
Proposal 2: For the access category 1, the category a, b and c information is broadcast via System Information.
3) optional with absence meaning nothing barred
In LTE ACDC, the barring factor/time fields are optional with absence meaning nothing barred, i.e.
BarringPerACDC-CategoryList-r13 ::= SEQUENCE (SIZE (1..maxACDC-Cat-r13)) OF BarringPerACDC-Category-r13

BarringPerACDC-Category-r13 ::= SEQUENCE {


acdc-Category-r13



INTEGER (1..maxACDC-Cat-r13),


acdc-BarringConfig-r13


SEQUENCE {



ac-BarringFactor-r13


ENUMERATED {












p00, p05, p10, p15, p20, p25, p30, p40,












p50, p60, p70, p75, p80, p85, p90, p95},



ac-BarringTime-r13



ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}


}









OPTIONAL
-- Need OP
}

	acdc-BarringConfig

Barring configuration for an ACDC category. If the field is absent, access to the cell is considered as not barred for the ACDC category in accordance with subclause 5.3.3.13.


Also in NR, NW could want to exclude the barring check for a certain access category. Accordingly, the relevant IE uac-BarringInfo on barring factor/time have to be optional with absence meaning nothing barred. 

Proposal 3: If the IE uac-BarringInfo is absent in the barring configuration entry for an access category. The access to the cell is considered as not barred for the access category as in LTE ACDC.
3. Conclusion
It is proposed that
Proposal 1: Irrespective of PLMN and access category, an independent barring configuration for emergency is used as in LTE.
Proposal 2: For the access category 1, the category a, b and c information is broadcast via System Information.
Proposal 3: If the IE uac-BarringInfo is absent in the barring configuration entry for an access category. The access to the cell is considered as not barred for the access category as in LTE ACDC.
4. References
[1] 3GPP TS22.261
Service requirements for the 5G system; Stage 1 (Release 15), V15.3.0
 (2017-12)
1

