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1	Introduction
In [1], we have discussed the rationale behind having re-establishment procedure in NR and also have proposed to adopt LTE’s re-establishment procedure with some enhancements. In [2], we have discussed  discussed what identity the UE should use during the re-establishment request. In this contribution, we provide a TP that captures the discussions in those papers. 
Adopt the provided NR re-establishment procedure TP in 38.331. 
[bookmark: _Ref189046994]3	Text Proposal to 38.331
START OF CHANGES
[bookmark: _Toc500942645][bookmark: _Toc493510563][bookmark: _Toc491180863][bookmark: _Toc508974325][bookmark: _Toc503259969]5.3.7	RRC connection re-establishment
Editor’s Note: FFS Whether a special handling of the first RRC reconfiguration message after a successful re-establishment is required. 
[bookmark: _Toc503259974]5.3.7.1	General

[bookmark: _MON_1583652286]	
Figure 5.3.7.1-1: RRC connection re-establishment, successful

[bookmark: _MON_1584447251]	
Figure 5.3.7.1-2: RRC re-establishment, fallback to RRC establishment, successful 
The purpose of this procedure is to re-establish the RRC connection. A UE in RRC_CONNECTED, for which security has been activated, may initiate the procedure in order to continue the RRC connection. The connection re-establishment succeeds if the network is able to find and verify a valid UE context. If the UE context cannot be retrieved, the network initiates the RRC connection establishment procedure according to section 5.3.x. If AS security has not been activated, the UE does not initiate the procedure but instead moves to RRC_IDLE directly.
Editor’s Note: FFS Whether a re-establishment reject procedure is needed. 
[bookmark: _Toc503259975]5.3.7.2	Initiation
The UE initiates the procedure when one of the following conditions is met:
1>	upon detecting radio link failure, in accordance with 5.3.10; or
1>	upon reconfiguration with sync failure of the MCG, in accordance with 5.3.5.9.3; or
1>	upon mobility from NR failure, in accordance with 5.4.3.5; or
1>	upon integrity check failure indication from lower layers concerning SRB1 or SRB2; or
1>	upon an RRC connection reconfiguration failure, in accordance with 5.3.5.9.2;

Upon initiation of the procedure, the UE shall:
1>	stop timer T310, if running;
1>	stop timer T304, if running;
1>	start timer T311;
1>	suspend all RBs, except SRB0;
1>	reset MAC;
1>	release the MCG SCell(s), if configured, in accordance with 5.3.5.5.8;
1>	apply the default physical channel configuration as specified in 9.2.x;
1>	apply the default semi-persistent scheduling/configured grant configuration as specified in 9.2.x; 
1>	apply the default MAC main configuration as specified in 9.2.x;
1>	perform cell selection in accordance with the cell selection process as specified in TS 38.304 [xx];

Editor’s Note: FFS Whether CA and DC can be kept/resumed on re-establishment. 
[bookmark: _Toc503259976]5.3.7.3	Actions following cell selection while T311 is running
Upon selecting a suitable NR cell, the UE shall:
1>	stop timer T311;
1>	start timer T301;
1>	initiate transmission of the RRCReestablishmentRequest message in accordance with 5.3.7.4;
Editor’s Note: FFS support for re-establishment towards an inter-RAT cell. 
[bookmark: _Toc503259977]5.3.7.4	Actions related to transmission of RRCReestablishmentRequest message
Editor’s Note: FFS details regarding RLF reporting. 
The UE shall set the contents of RRCReestablishmentRequest message as follows:
1>set the ue-Identity as follows:
2>	set the c-RNTI to the C-RNTI used in the source PCell (reconfiguration with sync or mobility from NR failure) or used in the PCell in which the trigger for the re-establishment occurred (other cases);
2>	set the physCellId to the physical cell identity of the source PCell (reconfiguration with sync or mobility from NR failure) or of the PCell in which the trigger for the re-establishment occurred (other cases);
2>	set the shortMAC-I to the X least significant bits of the MAC-I calculated:
3>	over the ASN.1 encoded as per section 8 (i.e., a multiple of 8 bits) VarShortMAC-Input;
3>	with the KRRCint key and integrity protection algorithm that was used in the source PCell (reconfiguration with sync or mobility from NR failure) or of the PCell in which the trigger for the re-establishment occurred (other cases); and
3>	with all input bits for COUNT, BEARER and DIRECTION set to binary ones; 
Editor’s Note: FFS Length X of the shortMAC-I. 
1>	set the reestablishmentCause as follows:
2>	if the re-establishment procedure was initiated due radio link failure, in accordance with 5.3.10:
3>	set the reestablishmentCause to the value radioLinkFailure; 
2>	else if the re-establishment procedure was initiated due integrity check failure of SRB1 or SRB2:
3>	set the reestablishmentCause to the value integrityFailure; 
2>	else if the re-establishment procedure was initiated due to reconfiguration failure as specified in 5.3.5.9.2:
3>	set the reestablishmentCause to the value reconfigurationFailure;
2>	else if the re-establishment procedure was initiated due to reconfiguration with sync failure as specified in 5.3.5.9.3 (intra-NR handover failure) or 5.4.3.5 (inter-RAT mobility from NR failure):
3>	set the reestablishmentCause to the value handoverFailure;
2>	else:
3>	set the reestablishmentCause to the value otherFailure;
1> restore the RRC configuration and security context from the stored UE AS context;
1>	restore the PDCP state and re-establish PDCP entities for SRB1;
1>	resume SRB1;
The UE shall submit the RRCReestablishmentRequest message to lower layers for transmission.
NOTE: SRB0 is used for the sending of the RRCReestablishmentRequest while SRB1 is prepared for the reception of the RRCReestablishment message from the network.
[bookmark: _Toc503259978]5.3.7.5	Reception of the RRCReestablishment by the UE
The UE shall:
1>	stop timer T301;
1>	consider the current cell to be the PCell;
1>	if the RRCReestablishment includes the masterCellGroup:
2>	perform the cell group configuration for the received masterCellGroup according to 5.3.5.5;
1>	if the RRCReestablishment includes the radioBearerConfig is included:
2>	perform the radio bearer configuration according to 5.3.5.6;
Editor’s Note: FFS Which parts of the mastercellGroup and radioBearerConfig IEs are applicable to the re-establishment case
1>	store the nextHopChainingCount value indicated in the RRCReestablishment message;
1>	update the KgNB key based on the current KgNB or the NH, using the stored nextHopChainingCount value, as specified in TS 33.501 [11];
1>	derive the KRRCenc key, the KRRCint, the KUPint key and the KUPenc key, as specified in TS 33.501 [11];
1>	request lower layers to verify the integrity protection of the RRCReestablishment message, using the previously configured algorithm and the KRRCint key;
1>	if the integrity protection check of the RRCReestablishment message fails:
2>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'other', upon which the procedure ends;
1>	configure lower layers to activate integrity protection using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	configure lower layers to apply ciphering using the previously configured algorithm, the KRRCenc key and the KUPenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	construct and submit the RRCReestablishmentComplete message to lower layers for transmission;
Editor’s Note: FFS Whether additional information such as RLF report indication is included in the RRCReestablishmentComplete message. 
1>	the procedure ends;

[bookmark: _Toc503259979]5.3.7.6	T311 expiry
Upon T311 expiry, the UE shall:
1>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
[bookmark: _Toc503259980]
5.3.7.7	T301 expiry or selected cell no longer suitable
The UE shall:
1>	if timer T301 expires; or
1>	if the selected cell becomes no longer suitable according to the cell selection criteria as specified in TS 38.304 [xx]:
2>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure';
5.3.7.8	Reception of the RRCSetup by the UE
Editor’s Note: If, in the RRC connection establishment procedure, the timer T301 is stopped,  this section can be removed. 
Upon receiving an RRCSetup in response to an RRCReestablishmentRequest, the UE shall:
1>	stop timer T301;
1> perform the RRC connection establishment procedure according to 5.3.x


END OF CHANGES


START OF CHANGES
[bookmark: _Toc500942652][bookmark: _Toc509405774]5.3.10.3	Detection of radio link failure
The UE shall:
1>	upon T310 expiry in PCell; or
1>	upon random access problem indication from MCG MAC while T311 is not running; or
Editor’s Note: FFS: Under which condition physical layer problems detection is performed, e.g. neither T300, T301, T304 nor T311 is running. It’s subject to the harmonization of the RRC procedures for RRC Connection establishment/resume/re-establishment and RRC connection reconfiguration. 
1>	upon indication from MCG RLC that the maximum number of retransmissions has been reached:
Editor’s Note: FFS whether maximum ARQ retransmission is only criteria for RLC failure.
2>	consider radio link failure to be detected for the MCG i.e. RLF;
Editor’s Note: FFS Whether indications related to beam failure recovery may affect the declaration of RLF.
Editor’s Note: FFS: How to handle RLC failure in CA duplication for MCG DRB and SRB. 
Editor’s Note: FFS: RLF related measurement reports e.g. VarRLF-Report is supported in NR. 
2>	if AS security has not been activated:
3>	perform the actions upon going to RRC_IDLE as specified in 5.3.11 leaving RRC_CONNECTED as specified in x.x.x FFS_Ref, with release cause 'other';
2>	else:
3>	initiate the connection re-establishment procedure as specified in x.x.x FFS_Ref5.3.7.

END OF CHANGES
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[bookmark: _Toc491180900][bookmark: _Toc493510600][bookmark: _Toc500942704][bookmark: _Toc509405832]6.2.2	Message definitions
–	RRCReestablishment

The RRCReestablishment message is used to re-establish the security configuration of the RRC connection after a connection failure. 
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: Network to UE
RRCReestablishment message
-- ASN1START
-- TAG- RRCREESTABLISHMENT-START

RRCReestablishment ::=	SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		c1									CHOICE{
			rrcReestablishment	RRCReestablishment-IEs,
			spare7 NULL,
			spare6 NULL, spare5 NULL, spare4 	NULL,
			spare3 NULL, spare2 NULL, spare1 	NULL
		},
		criticalExtensionsFuture			SEQUENCE {}
	}
}


RRCReestablishment-IEs ::= SEQUENCE {
[bookmark: _GoBack]	radioBearerConfig					RadioBearerConfig 								OPTIONAL, -- Need M
	masterCellGroup						OCTET STRING (CONTAINING CellGroupConfig)		OPTIONAL, -- Need M
	nextHopChainingCount				NextHopChainingCount,
	lateNonCriticalExtension			OCTET STRING									OPTIONAL,
	nonCriticalExtension				SEQUENCE {}										OPTIONAL 
}


-- TAG-RRCREESTABLISHMENT-STOP
-- ASN1STOP

	RRCReestablishment field descriptions

	nextHopChainingCount
Parameter NCC: See TS 33.501 [xx]


[bookmark: _Toc503260322]
–	RRCReestablishmentComplete
The RRCReestablishmentComplete message is used to confirm the successful completion of an RRC connection re-establishment.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to Network
RRCReestablishmentComplete message
-- ASN1START
-- TAG-RRCREESTABLISHMENTCOMPLETE-START
	
RRCReestablishmentComplete ::= SEQUENCE {
	criticalExtensions					CHOICE {
		rrcReestablishmentComplete			RRCReestablishmentComplete-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCReestablishmentComplete-IEs ::= SEQUENCE {
	lateNonCriticalExtension				OCTET STRING		OPTIONAL,
	nonCriticalExtension					SEQUENCE{}		
}

-- TAG-RRCREESTABLISHMENTCOMPLETE-STOP
-- ASN1STOP

–	RRCReestablishmentRequest
The RRCReestablishmentRequest message is used to request the re-establishment of an RRC connection.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: UE to Network
RRCReestablishmentRequest message
-- ASN1START
-- TAG-RRCREESTABLISHMENTREQUEST-START

RRCReestablishmentRequest ::= SEQUENCE {
	criticalExtensions					CHOICE {
		rrcReestablishmentRequest			RRCReestablishmentReques-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCReestablishmentRequest-IEs ::= SEQUENCE {
	ue-Identity							ReestabUE-Identity,
	reestablishmentCause				ReestablishmentCause
}

ReestabUE-Identity ::=				SEQUENCE {
	c-RNTI								C-RNTI,
	physCellId							PhysCellId,
	shortMAC-I							ShortMAC-I
}

ReestablishmentCause ::=			ENUMERATED {
										integrityFailure, radioLinkFailure, reconfigurationFailure, handoverFailure,									otherFailure, spare3, spare2, spare1}

-- TAG-RRCREESTABLISHMENTREQUEST-STOP
-- ASN1START


	RRCReestablishmentRequest field descriptions

	physCellId
The Physical Cell Identity of the PCell the UE was connected to prior to the failure.

	reestablishmentCause
Indicates the failure cause that triggered the re-establishment procedure. The network is not expected to reject a RRCReestablishmentRequest due to unknown cause value being used by the UE.

	ue-Identity
UE identity included to retrieve UE context and to facilitate contention resolution by lower layers.



END OF CHANGES
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[bookmark: _Toc493510617][bookmark: _Toc500942772][bookmark: _Toc508974555]7.1.1	Timers (Informative)
	Timer
	Start
	Stop
	At expiry

	T301


	Transmission of RRCReestabilshmentRequest
	Reception of RRCReestablishment or RRCSetup message as well as when the selected cell becomes unsuitable
	Go to RRC_IDLE

	T304
	Reception of RRCReconfiguration message including reconfigurationWithSync
	Successful completion of random access on the corresponding  SpCell
For T304 of SCG, upon SCG release
	For T304 of SCG, inform network about the reconfiguration with sync failure by initiating the SCG failure information procedure as specified in 5.7.3.


	T310

	Upon detecting physical layer problems for the SpCell i.e. upon receiving N310 consecutive out-of-sync indications from lower layers.
	Upon receiving N311 consecutive in-sync indications from lower layers for the SpCell, upon receiving RRCReconfiguration with reconfigurationWithSync for that cell group, and upon initiating the connection re-establishment procedure.
Upon SCG release, if the T310 is kept in SCG.

	If the T310 is kept in MCG: If security is not activated: go to RRC_IDLE else: initiate the connection re-establishment procedure. 
If the T310 is kept in SCG, Inform E-UTRAN/NR about the SCG radio link failure by initiating the SCG failure information procedure as specified in 5.7.3.

	T311

	[bookmark: OLE_LINK35][bookmark: OLE_LINK37]Upon initiating the RRC connection re-establishment procedure
	Selection of a suitable NR cell or a cell using another RAT.
	Enter RRC_IDLE




END OF CHANGES
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