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1	Introduction
The message harmonization discussion finally occurred based on R2-1803730 and R2-1802366 during RAN2#101, with the following conclusions: 
Agreements
1: RRC Connection Request/Setup procedure is not merged to other RRC procedures
[bookmark: _Toc507754554]=>	Offline discussion on re-establishment procedure to consider whether to resume SRB/DRBs, use I-RNTI in the reestablishment request and whether to combine with Resume (Nokia, Offline discussion #44)
Update from offline: Some agreement that it would be possible to resume DRBs with the re-establishment, I-RNTI question to be addressed after making more progress on the message content.
=>	Content of the messages will be progressed based on the assumption of separate messages and procedures
=>	Resuming the DRBs in re-establishment can be considered further


Agreements
1	Message and procedure structure will follow the LTE baseline (apart from resume / re-establishment which is being discussed offline). This is not meant to override any previous agreements that have been made

[101#xx][NR] RRC procedures/messages (Ericsson)
	Start to draft RRC spec text based on agreements that have been made. Identify FFS points that still need to be resolved. 
	Intended outcome: Report to next meeting including identified FFS points and TP.
	Deadline:  Thursday 2018-03-08 

In this contribution, we discuss further harmonization of the RRCResume and RRCReestablishment.
2	Comparing RRCResume and RRCReestablishment 
2.1	Comparison of information in the messages
Looking at the LTE RRC message for connection resume/re-establishment, we can make a quick comparison of the resume and re-establishment messages. This is depicted in table 1 below.
	Field
	In RRCConnectionResume?
	In RRCConnectionReestablishment?

	radioResourceConfigDedicated-r13
	Yes
	Yes (A)

	nextHopChainingCount-r13			
	Yes
	Yes (B)

	measConfig-r13						
	Yes
	No (1)

	antennaInfoDedicatedPCell-r13	
	Yes
	No (2)

	drb-ContinueROHC-r13	
	Yes
	No (3)

	otherConfig-r14
	Yes
	No (4)

	EN-DC config
	Yes
	No (5)


Table 1. Comparison of LTE RRC resume and RRC re-establishment message contents
We use this table to discuss the commonalities and differences in the following sections.2.2	Commonalities
As already discussed in R2-1803730, the resume and re-establishment procedures share a lot of commonalities: Both intend to continue the RRC connection after the connection stopped, both allow the previous connection parameters to be retained, and both require security update. These are evidenced by (A) and (B) in the table.
2.3	Differences
Based on Table 1, we would note the following differences (numbered according to the table 1):
(1) Not given in re-establishment since security is not activated. However, if security activation would be done, no obstacle to include.
(2) Proposed earlier in LTE but not agreed – not a real problem to allow in both
(3) Only useful for continuing RoHC context. Optimization, should be possible for both.
(4) Allows indicating early UE assistance information. Most of these features do not yet exist for NR, so shouldn’t be a large problem.
(5) Only discussed in the context of resume, but in principle could apply also for re-establishment.
Observation 1: Re-establishment message allows including less information than resume, but the reasons for that seem to be largely historical.
There are also some differences between the procedures: In case of resume, the connection was stopped on purpose whereas for re-establishment, the connection stopped because of error. Re-establishment procedure only re-establish SRBs while the Resume procedure also re-establish DRBs. Also, the request messages need different reason codes since it is important to understand from which error UE wishes to re-establish, whereas for resume the call establishment cause is relevant for admission control purposes. 
Observation 2: Resume and re-establishment require different cause values to be indicated.Further, because UE retains the security keys in resume, the DRBs can be continued already in Msg4 (which is ciphered), whereas re-establishment requires DRBs to be re-configured only after successful connection re-establishment. However, this is also due to LTE Rel-8 attempting to have simple (but not always optimized) procedures with minimal overlap. In contrast, resume procedure was designed to combine both connection continuation and reconfiguration of bearers. There doesn’t seem to be a principal reason why the same couldn't be applied also for re-establishment, provided the security can be resumed already at Msg4.
Observation 3: If security can be resume at Msg4, re-establishment could follow the same principle as resume in re-establishing DRBs.
2.4	Security aspects
It is already agreed (pending SA3 confirmation) that NCC can be provided in the suspend message i.e. the message moving UE from RRC_CONNECTED to RRC_INACTIVE. If we agree to harmonize resume and re-establishment procedures then UE would need the same “new key” (i.e. NCC) information already prior the moving to INACTIVE as the re-establishment will only occur in RRC_CONNECTED state. Thus, the NCC should be provided to UE when the RRC connection is established the first time. 
In case of re-establishment, the UE context is used by or retrieved from the gNB where the UE was in RRC_CONNECTED state i.e. one needs to provide sufficient information to NW in the re-establishment procedure to identify the gNB (similar to anchor gNB in RRC_INACTIVE) and some sort of UE context identity to get the context from the gNB. This seems to resemble the resume procedure requirements very much, where the I-RNTI is used as the identifier for the UE context. 
The derivation of “UE context identity” can be left to NW implementation (i.e. up to NW to decide how the “identity” information in the resume/reestablishment message is derived) as long as UE is provided this information so that it is readily available at the UE during RRC_CONNECTED state. In order to enable this for connected mode UE needs to be provided context identity in RRC reconfiguration message i.e. NW can update information at handover if seen necessary, but is not required to do so.
Observation 1: UE context identity information for resume/re-establishment can be derived in a similar way.
Observation 2: In order to support re-establishment use case, the context identity information needs to be provided in the connection reconfiguration message
Additionally, UE needs to be provided information how to derive new keys in case of resume and/or re-establishment. For resume use case, we have already agreed to provide NCC in the resume message together with the “context identity”. If one provides this security information in the same message as the context identity then UE can derive new keys for re-established connection.
Proposal 1: Allow provision of context identity (I-RNTI) and NCC in the reconfiguration message – Contents of the IEs should be similar to resume message contents
2.5	SRBs and DRBs
For RRC resume, the SRB(s) and DRB(s) are always resumed already in Msg4 since the security is already established there. To follow suit, we think the harmonized procedure should allow the same.
Proposal 2: SRB(s) and DRB(s) are resumed in “RRC Re-establishment” procedure by single RRC message
Similarly, some kind of “resume ID” could be used for establishing security for both procedures. I-RNTI seems usable for that, but if that seems too restrictive, CHOICE structure could also be used to clearly identify whether UE had a failure and is re-establishing or is resuming normally. However, we would think that the establishment cause already gives the same information, so probably the I-RNTI would be sufficient for both procedures.
Proposal 3: The same “resume ID” is used in “RRC Connection Re-establishment” and in “RRC Connection resume”
Proposal 4: The same RRC procedure is used for “RRC Resume” and “RRC Re-establishment”
The harmonized message for RRC Resume and RRC Re-establishment would probably best be called something different from LTE to avoid confusion. Therefore, we would propose to use “RRCContinue” for that. In procedural text, this could be called “RRC continuation” which would be both unambiguous (being a new term), concise and semantically easy to use.
Proposal 5: Use RRCContinue as the message name for combined RRC resume + RRC re-establishment.
3	Conclusions
Based on the analysis there are no technical problems in harmonization of the re-establishment and resume procedures. Furthermore benefits (discussed in based R2-1803730) can be achieved by harmonizing these procedures. Therefore, we propose the following:
Proposal 1: Allow provision of context identity (I-RNTI) and NCC in the reconfiguration message – Contents of the IEs should be similar to resume message contents
Proposal 2: SRB(s) and DRB(s) are resumed in “RRC Re-establishment” procedure by single RRC message
Proposal 3: The same “resume ID” is used in “RRC Connection Re-establishment” and in “RRC Connection resume”
Proposal 4: The same RRC procedure is used for “RRC Resume” and “RRC Re-establishment”
Proposal 5: Use RRCContinue as the message name for combined RRC resume + RRC re-establishment.
An example of the ASN.1 for this can be found in Annex A.



Annex A: Merged message for RRC resume and re-establishment (called “RRCContinue”)
The below ASN.1 is based on the draft version of the TP from email discussion 101#37 on “RRC procedures and messages”.

[bookmark: _Toc503260326][bookmark: _Toc503260327]–	RRCContinue
The RRCContinue message is used to resume or re-establish RRC connection.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: Network to UE
RRCContinue message
-- ASN1START
-- TAG-RRCCONTINUE-START

RRCContinue  ::=						SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		c1									CHOICE {
			rrcContinue							RRCContinue-IEs,
			spare3 								NULL,
			spare2 								NULL,
			spare1 								NULL
		},
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCContinue-IEs ::=		SEQUENCE {
	
	-- Configuration of Radio Bearers (DRBs, SRBs) including SDAP/PDCP. 
	radioBearerConfig						RadioBearerConfig 														OPTIONAL, -- Need M

	-- Configuration of master cell group (NR Standalone):
	masterCellGroup							OCTET STRING (CONTAINING CellGroupConfig)								OPTIONAL, -- Need M

	-- Measurement configuration:
	measConfig								MeasConfig																OPTIONAL, -- Need M

	drb-ContinueROHC						ENUMERATED {true}																OPTIONAL, -- Need M

	lateNonCriticalExtension				OCTET STRING															OPTIONAL,
	nonCriticalExtension					SEQUENCE {}																OPTIONAL 
}


-- TAG-RRCCONTINUE-STOP
-- ASN1STOP
Editor’s Note: FFS Whether secondary group can be resumed. 
–	RRCContinueRequest
The RRCContinueRequest message is used to request the resumption of a suspended RRC connection or perform an RNA update.
Signalling radio bearer: SRB0
RLC-SAP: TM
Logical channel: CCCH
Direction: UE to Network
RRCContinueRequest message
-- ASN1START
-- TAG-RRCCONTINUEREQUEST-START

RRCContinueRequest ::=	SEQUENCE {
	criticalExtensions						CHOICE {
		rrcContinueRequest						RRCContinueRequest-IEs,	
		criticalExtensionsFuture				SEQUENCE {}
	}
}

RRCContinueRequest-IEs ::=		SEQUENCE {
	rrc-Identity								I-RNTI-Value,
	mac-Authentication							BIT STRING (SIZE (ffsValue)),
	continueCause								ContinueCause,
	spare										BIT STRING (SIZE (ffsValue))
}

-- FFS Which additional continue causes are supported: delay Tolerant Access, RNA Update, periodic RNA Update, MO video, MO SMS, etc.
ContinueCause ::=				ENUMERATED {
										emergency, highPriorityAccess, mt-Access, mo-Signalling,
										mo-Data, mo-VoiceCall, handoverFailure, reconfigurationFailure, otherFailure, spare7, 
										spare6, spare5, spare4, spare3, spare2, spare1}


-- TAG-RRCCONTINUEREQUEST-STOP
-- ASN1STOP

	RRCContinueRequest field descriptions

	continueCause
Provides the resume cause for the RRC connection resume request as provided by the upper layers. 

	mac-Authentication
MAC Authentication token to facilitate UE authentication at gNB

	rrc-Identity
UE identity configured by RRC to facilitate the UE context retrieval at gNB



–	RRCContinueComplete
The RRCContinueComplete message is used to confirm the successful completion of an RRC connection resumption.
Signalling radio bearer: SRB1
RLC-SAP: AM
Logical channel: DCCH
Direction: UE to Network
RRCContinueComplete message
-- ASN1START
-- TAG-RRCCONTINUECOMPLETE-START
	
RRCContinueComplete  ::= SEQUENCE {
	rrc-TransactionIdentifier				RRC-TransactionIdentifier,
	criticalExtensions							CHOICE {
		rrcContinueComplete							RRCContinueComplete-IEs,
		criticalExtensionsFuture					SEQUENCE {}
	}
}

RRCContinueComplete-IEs ::= SEQUENCE {
	dedicatedInfoNAS 						DedicatedInfoNAS														OPTIONAL,
	lateNonCriticalExtension				OCTET STRING															OPTIONAL,
	nonCriticalExtension					SEQUENCE{}																OPTIONAL
}

-- TAG- RRCCONTINUECOMPLETE-STOP
-- ASN1STOP
Editor’s Note: FFS Need for selectedPLMN-Identity in RRCContinueComplete. 




Annex B: Comparing LTE RRC resume and re-establishment messages
RRC re-establishment
Msg3
RRCConnectionReestablishmentRequest-r8-IEs ::= SEQUENCE {
	ue-Identity							ReestabUE-Identity,
	reestablishmentCause				ReestablishmentCause,
	spare								BIT STRING (SIZE (2))
}

ReestabUE-Identity ::=				SEQUENCE {
	c-RNTI								C-RNTI,
	physCellId							PhysCellId,
	shortMAC-I							ShortMAC-I
}

ReestablishmentCause ::=			ENUMERATED {
										reconfigurationFailure, handoverFailure,
										otherFailure, spare1}

Msg4
RRCConnectionReestablishment-r8-IEs ::= SEQUENCE {
	radioResourceConfigDedicated		RadioResourceConfigDedicated,
	nextHopChainingCount				NextHopChainingCount,
	nonCriticalExtension				RRCConnectionReestablishment-v8a0-IEs	OPTIONAL
}

Msg5
RRCConnectionReestablishmentComplete ::= SEQUENCE {
	rrc-TransactionIdentifier			RRC-TransactionIdentifier,
	criticalExtensions					CHOICE {
		rrcConnectionReestablishmentComplete-r8
											RRCConnectionReestablishmentComplete-r8-IEs,
		criticalExtensionsFuture			SEQUENCE {}
	}
}

RRCConnectionReestablishmentComplete-r8-IEs ::= SEQUENCE {
	nonCriticalExtension				RRCConnectionReestablishmentComplete-v920-IEs	OPTIONAL
}

RRCConnectionReestablishmentComplete-v920-IEs ::= SEQUENCE {
	rlf-InfoAvailable-r9				ENUMERATED {true}				OPTIONAL,
	nonCriticalExtension				RRCConnectionReestablishmentComplete-v8a0-IEs	OPTIONAL
}

RRCConnectionReestablishmentComplete-v8a0-IEs ::= SEQUENCE {
	lateNonCriticalExtension			OCTET STRING						OPTIONAL,
	nonCriticalExtension				RRCConnectionReestablishmentComplete-v1020-IEs	OPTIONAL
}

RRCConnectionReestablishmentComplete-v1020-IEs ::= SEQUENCE {
	logMeasAvailable-r10				ENUMERATED {true}				OPTIONAL,
	nonCriticalExtension				RRCConnectionReestablishmentComplete-v1130-IEs	OPTIONAL
}

RRCConnectionReestablishmentComplete-v1130-IEs ::= SEQUENCE {
	connEstFailInfoAvailable-r11		ENUMERATED {true}				OPTIONAL,
	nonCriticalExtension				RRCConnectionReestablishmentComplete-v1250-IEs	OPTIONAL
}

RRCConnectionReestablishmentComplete-v1250-IEs ::= SEQUENCE {
	logMeasAvailableMBSFN-r12			ENUMERATED {true}				OPTIONAL,
	nonCriticalExtension				SEQUENCE {}						OPTIONAL
}


RRC resume
Msg3
RRCConnectionResumeRequest-r13-IEs ::=		SEQUENCE {
	resumeIdentity-r13								CHOICE {
		resumeID-r13									ResumeIdentity-r13,
		truncatedResumeID-r13							BIT STRING (SIZE (24))
	},
	shortResumeMAC-I-r13								BIT STRING (SIZE (16)),
	resumeCause-r13									ResumeCause,
	spare											BIT STRING (SIZE (1))
}

ResumeCause ::=				ENUMERATED {
										emergency, highPriorityAccess, mt-Access, mo-Signalling,
										mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1}


Msg4
RRCConnectionResume-r13-IEs ::=		SEQUENCE {
	radioResourceConfigDedicated-r13		RadioResourceConfigDedicated	OPTIONAL,	-- Need ON
	nextHopChainingCount-r13				NextHopChainingCount,
	measConfig-r13							MeasConfig						OPTIONAL,	-- Need ON
	antennaInfoDedicatedPCell-r13			AntennaInfoDedicated-v10i0		OPTIONAL,	-- Need ON
	drb-ContinueROHC-r13					ENUMERATED {true}				OPTIONAL,	-- Need OP
	lateNonCriticalExtension				OCTET STRING					OPTIONAL,
	rrcConnectionResume-v1430-IEs			RRCConnectionResume-v1430-IEs	OPTIONAL
}

RRCConnectionResume-v1430-IEs ::= SEQUENCE {
	otherConfig-r14						OtherConfig-r9					OPTIONAL,		-- Need ON
	rrcConnectionResume-v1510-IEs		RRCConnectionResume-v1510-IEs	OPTIONAL
}

RRCConnectionResume-v1510-IEs ::= SEQUENCE {
	sk-Counter-r15						INTEGER (0.. 65535)			OPTIONAL,	-- Need ON
	nr-RadioBearerConfig1-r15			OCTET STRING				OPTIONAL,	-- Need ON
	nr-RadioBearerConfig2-r15			OCTET STRING				OPTIONAL,	-- Need ON
	nonCriticalExtension				SEQUENCE {}					OPTIONAL
}


Msg5
RRCConnectionResumeComplete-r13 ::= SEQUENCE {
	rrc-TransactionIdentifier				RRC-TransactionIdentifier,
	criticalExtensions							CHOICE {
		rrcConnectionResumeComplete-r13				RRCConnectionResumeComplete-r13-IEs,
		criticalExtensionsFuture					SEQUENCE {}
	}
}

RRCConnectionResumeComplete-r13-IEs ::= SEQUENCE {
	selectedPLMN-Identity-r13			INTEGER (1..maxPLMN-r11)				OPTIONAL,
	dedicatedInfoNAS-r13				DedicatedInfoNAS						OPTIONAL,
	rlf-InfoAvailable-r13				ENUMERATED {true}						OPTIONAL,
	logMeasAvailable-r13				ENUMERATED {true}						OPTIONAL,
	connEstFailInfoAvailable-r13		ENUMERATED {true}						OPTIONAL,
	mobilityState-r13					ENUMERATED {normal, medium, high, spare}	OPTIONAL,
	mobilityHistoryAvail-r13			ENUMERATED {true}						OPTIONAL,
	logMeasAvailableMBSFN-r13			ENUMERATED {true}						OPTIONAL,
	lateNonCriticalExtension			OCTET STRING					OPTIONAL,
	nonCriticalExtension				SEQUENCE {}						OPTIONAL
}

