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1	Introduction
The following agreements on access control were made at the RAN2#101 meeting:
Agreements for NR and LTE/5GC
1:  	For both NR/eLTE, the mapping between access categories/access identities and establishment cause value is needed;
2:   For NAS triggered events NAS performs the mapping to AS cause value when NAS makes a request to AS for access. 
FFS on whether NAS also provides cause value for AS triggered events.
3	For LTE/5GC, no change the LTE cause values for NAS triggered events
FFS whether a new cause is needed for AS triggered events (e.g. RNAU)
4:	RAN2 recommendation that access identities 1,2, 11-15 (MPS, MCS and AC11-15) all use establishment cause value highPriorityAccess (Final decision by CT1
5:	Confirm CT1 question 2 the call type is not needed for NG-RAN access.
6:	Tbarring is per access category.
7:	Tbarring is specified in AS layer, and maintained (running) in AS layer.
8:	When barring is alleviated (for a specific access category), the indication of alleviation of access barring is indicated to the NAS on a per access category basis.
9:	AS need to be known Access Identities for AS triggered events.
10:	Bitmap is used for access identities 1,2,11-15 and for emergency calls in 5G as ac-BarringForSpecialAC, and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;
13: ACB parameters (barring factor/timer and bitmap as per agreement 10) are set per access category and per PLMN. 
[bookmark: _Hlk509998101]FFS on how to reduce the signalling overhead;
14:	RAN2 confirms SA1 understanding that there is no requirement to distinguish SMS and SMS over IP in ACB mechanism
15:	Slicing can be taken into account in the definition of operator defined access categories (the operator defined access categories are visible to AS but not the relation to a slice). 
16	No RAN2 impact is foreseen to support roaming UE except cat a, b and c for access category 1;
17	For connected mode/inactive and IDLE, the AS/NAS modelling for access control for NAS triggered events is:
-	NAS is responsible for the determination of access identities and access categories and cause value, and provides one or more access identities and one access category to lower layers for the given access attempt;
-	AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;
-	It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer;
18: Leave it to UE implementation on how the NAS gets cat a, b and c information for access category 1 (no need to specify detailed AS/NAS interaction for this)
19: Confirm to reuse LTE approach, the access attempt is allowed if the UE has passed ACB checking based on ACB parameters for at least one access identity provided by NAS for the given access attempt.

Agreements for NR only
1: 	At least 8 and preferably 16 (or more) cause value to be included in MSG 3. To be finalised when the we have received input from RAN1 on MSG3 size and have a full picture of the content of MSG3.
2: 	At least the following LTE establishment cause values are reused for NR: emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo-VoiceCall-v1280
FFS Whether the LTE cause delayTolerantAccess-v1020 is also available in NR.
3:	AS triggered event, RNA update shall be controlled by ACB
FFS Which access category is used for an RNA update
4:	On demand SI request shall not be controlled by ACB.

Also, at RAN2#101, an email discussion [101#40][NR] was started, with the purpose of drafting baseline procedure text as well as an ASN.1 structure that can be used as a baseline for discussion of signalling optimisations at this meeting.
This contribution addresses the “FFS on how to reduce the signalling overhead” in the list of agreements above and provides a Text Proposal on the information elements defining the access barring information in the system information, based on the outcome of the email discussion [4].
[bookmark: _Ref178064866]2	Discussion
2.1	Baseline for access barring information
As the basis for this discussion we use the TP on ASN.1 baseline, part of the outcome [4] of the email discussion [101#40][NR]:
SIBX ::=		SEQUENCE {

***************************** Start of change*******************************

	uac-BarringForCommon					UAC-BarringForCommon,
	-- FFS: Need for parameters common to PLMNs

	uac-BarringPerPLMN-List				UAC-BarringPerPLMN-List	

	UAC-BarringForCommon ::=			SEQUENCE {
		uac-barringPerCatList				UAC-BarringPerCatList
	}

	UAC-BarringPerPLMN-List ::= 		SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN
	-- maxPLMN = 12

	UAC-BarringPerPLMN ::=			SEQUENCE {
		plmn-IdentityIndex				INTEGER (1..maxPLMN),
		uac-barringPerCatList						UAC-BarringPerCatList
	}

	UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat
	-- maxAccessCat = 64

	UAC-BarringPerCat ::= SEQUENCE {
		AccessCategory				INTEGER (1..maxAccessCat),
		uac-BarringInfo			SEQUENCE {
			uac-BarringFactor			ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
			-- FFS: parameter values
			uac-BarringTime				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
			-- FFS: parameter values
			uac-BarringForAccessIdentity			BIT STRING (SIZE(7))
			-- maxAccessIdentity = 7
			-- bit 0 in the bit string corresponds to AI1, bit 1 to AI2, bit 2 to AI11, bit 3 to AI12 and so on
			-- Value 0 indicates that access attempt is allowed for the corresponding access identity
		}	
	}
}

***************************** End of change*******************************


Also, the TP on procedure text baseline contains a number of open issues captured as editor’s notes, some of which relate to the structure of access barring information:
Editor’s note: FFS whether common access barring parameters, i.e. common to all PLMNs, can be signalled in SIBX. Note that the above texts are drafted based on a part of 36.331 section 5.3.3.2
Editor’s note: FFS whether SIB should broadcast all barring parameters for all access categories. FFS: What if SIB does not include a barring parameter for the selected Access Category?


2.4	Opportunities to reduce signalling overhead
In [1], we discuss alternative approaches on to structure the access barring information. In that paper, we distinguish between 
1. Primary barring configuration, common to e.g. all access categories
2. Secondary barring configuration, which is specific for e.g. single access categories, which in some way modifies the primary barring configuration.
2.4.1	Absence of barring information
An optional parameter which is absent means in the applicable cases "no barring". For example, if there is no applicable barring information for a given access category, a barring check results in access attempt is allowed for that access category. Moreover, on the top level, e.g. absence of barring information in system information would imply that all access attempts are allowed for all access categories (which should be the normal case).
In the RRC TP [4], on the top-level the barring information is mandatory. To reduce amount of information in the normal case when no barring is applied, these should be made optional.
This principle should be used also on lower levels as much as possible where it makes sense to save overhead.
[bookmark: _Toc510703439]Barring information on all applicable levels should be made optional. Absence means "no barring" and barring checks would result in that applicable access attempts are allowed.
2.4.2	Information common for multiple PLMNs
According to requirements and RAN2 agreements, the access barring information shall be provided for each PLMN in case of multiple PLMN. A natural way to save space is to distinguish between information common for all PLMNs and information provided per PLMN. A UE performing access barring check would then use the PLMN-specific information for the selected PLMN, if present for the access category, and if not present, it will use the PLMN-commin information. We propose:
[bookmark: _Toc510703440]Distinguish between access barring information common for all PLMNs and access barring information provided per PLMN.
2.4.3	Information common to multiple access categories
In case of barring, it needs to be considered if barring information would be the same for multiple access categories. In such a case, space would be saved if the barring information is only present once, followed by a list of access categories using this common information. Then, for each access category, the network may provide a secondary, access category-specific barring information. We propose:
[bookmark: _Toc510703441]Distinguish between access barring information common for all categories and access barring information provided per access category.
2.4.4	Delta information
In [1], we present several alternative ways to provide delta information when the access barring is divided between access category-common and access category-specific information.
[bookmark: _Toc510703442]RAN2 to discuss whether to use delta configuration for the access barring parameters.
[bookmark: _Ref189046994]3	Text Proposal
Here, based on the discussion in section 2, we provide a text proposal on top of the TP from the e-mail discussion on NR access control [4] both on the procedure text part and the ASN.1 part.
[bookmark: _Toc510696486][bookmark: _Toc510703443]Agree the following text proposal to 38.331.

5.3.x	Unified Access Control
[bookmark: _Toc503259927]5.3.x.1	General
The purpose of this procedure is to perform access barring check upon request from upper layers according to [24.501] or the RRC layer.
Editor’s note: FFS whether or not a timer starting with wait time (i.e. T302 in LTE) is introduced to NR and applicable for mobile terminating calls as in LTE.
5.3.x.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if SIBX includes uac-BarringPerPLMN-List and the uac-BarringPerPLMN-List contains an UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers (see [24.501]):
Editor’s note: It is FFS whether SIB1 is sufficient to broadcast barring parameters or not.
2>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the PLMN selected by upper layers;
2>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the common access barring parameters included in SIBX;
[1>	else
2>	in the remainder of this procedure use the common access barring parameters (i.e. presence or absence of these parameters) included in SIBX;]
Editor’s note: FFS whether common access barring parameters, i.e. common to all PLMNs, can be signalled in SIBX. Note that the above texts are drafted based on a part of 36.331 section 5.3.3.2.
1>	if [an Access Category is indicated by upper layers (see [24.501]) or selected by the RRC layer, and if] the Access Category dose not correspond to ‘0’:
Editors note: FFS whether indication/selection of the Access Category is described in this section or not.
2>	if the UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
3>	select the UAC-BarringPerCat entry corresponding to the Access Category;
Editor’s note: FFS whether SIB should broadcast all barring parameters for all access categories. FFS: What if SIB does not include a barring parameter for the selected Access Category?
3>	if the uac-BarringInfo in the selected UAC-BarringPerCat is set to uac-barringForCommonCat: 
4>	select the uac-barringForCommonCat as "UAC barring parameter";
3>	else:
4>	select the uac-barringPerCat as "UAC barring parameter";
23>	perform access barring check for the Access Category as specified in 5.3.x.5, using [T30x] as "Tbarring" and uac-BarringInfo in the UAC-BarringPerCat asthe selected "UAC barring parameter";
23>	if the access attempt is considered as barred and the Access Category is indicated by upper layers:
34>	inform upper layers that access barring for the Access Category is applicable, upon which the procedure ends;
2>	else:
3>	consider the access attempt as allowed;
Editor’s note: Need for adding ‘Else:’ and UE action for ‘Else’ are FFS
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SIBX ::=		SEQUENCE {


	uac-BarringForCommonPLMN					UAC-BarringForCommonPLMN	OPTIONAL,
	-- FFS: Need for parameters common to PLMNs

	uac-BarringPerPLMN-List				UAC-BarringPerPLMN-List		OPTIONAL

	UAC-BarringForCommonPLMN ::=			SEQUENCE {
		uac-barringForCommonCat				UAC-BarringInfo			OPTIONAL,
		uac-barringPerCatList				UAC-BarringPerCatList	OPTIONAL
	}

	UAC-BarringPerPLMN-List ::= 		SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN
	-- maxPLMN = 12

	UAC-BarringPerPLMN ::=			SEQUENCE {
		plmn-IdentityIndex				INTEGER (1..maxPLMN),
		uac-barringForCommonCat			UAC-BarringInfo			OPTIONAL,
		uac-barringPerCatList						UAC-BarringPerCatList	OPTIONAL
	}


	UAC-BarringPerCatList ::= SEQUENCE (SIZE (1..maxAccessCat-1)) OF UAC-BarringPerCat
	-- maxAccessCat = 64

	UAC-BarringPerCat ::= SEQUENCE {
		AccessCategory				INTEGER (1..maxAccessCat-1),
		uac-BarringInfo				CHOICE {
										uac-barringForCommonCat		NULL,
										uac-barringPerCat			UAC-BarringInfo	
									}
	}

	UAC-BarringInfo  ::= 	SEQUENCE {
			uac-BarringFactor			ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
			-- FFS: parameter values
			uac-BarringTime				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
			-- FFS: parameter values
			uac-BarringForAccessIdentity			BIT STRING (SIZE(7))
			-- maxAccessIdentity = 7
			-- bit 0 in the bit string corresponds to AI1, bit 1 to AI2, bit 2 to AI11, bit 3 to AI12 and so on
			-- Value 0 indicates that access attempt is allowed for the corresponding access identity
		}	
	}
}


Conclusion
Based on the discussion in the previous sections we propose the following:
Proposal 1	Barring information on all applicable levels should be made optional. Absence means "no barring" and barring checks would result in that applicable access attempts are allowed.
Proposal 2	Distinguish between access barring information common for all PLMNs and access barring information provided per PLMN.
Proposal 3	Distinguish between access barring information common for all categories and access barring information provided per access category.
Proposal 4	RAN2 to discuss whether to use delta configuration for the access barring parameters.
Proposal 5	Agree the following text proposal to 38.331.
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