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1 Introduction

During RAN2#97bis, the intention to limit the number of RRC messages was agree:
Agreement

1
Aim to limit the number of RRC messages i.e. avoid introducing several messages with similar content/ similar procedural handling (details can be discusses when more progress has been made on the individual procedures)

During RAN1#101 meeting, harmonization of RRC messages/procedures were discussed and following agreements were made. 

Agreements

1: RRC Connection Request/Setup procedure is not merged to other RRC procedures

Agreements

1
Message and procedure structure will follow the LTE baseline (apart from resume / re-establishment which is being discussed offline). This is not meant to override any previous agreements that have been made

This document discusses whether both RRC Connection Reestablishment and RRC Connection Resume procedures are needed or if it is sufficient to just have one. 
2 Discussion
2.1 
General 
The overall RRC Connection Resume in LTE and NR and RRC Connection Re-establishment procedure are described:
· In LTE, the RRC Connection Resume procedure is applied to 
· Transit from RRC Idle to RRC Connected and,  
· Restore an earlier AS configuration from a stored context including resuming SRB(s) and DRB(s). 
· For NR it has been agreed that the RRC Connection Resume procedure is applied to 
· Transit from RRC Inactive to RRC Connected and, 

· To restore the earlier AS configuration from a stored context including resuming SRB(s) and DRB(s). Similar behaviour as LTE is assumed.
· In LTE, the RRC Connection Reestablishment procedure is applied (in failure situations) to  
· To continue an RRC connection:  
· To configure SRB1 and, 
· Activate security based on the earlier security context. 
· In order to have all SRB(s) and DRB(s), a subsequent RRC Connection Reconfiguration is required. In practice, this subsequent RRC Connection Reconfiguration is always performed. 
The comparison of the two procedures are summarized in table 1. 

	
	RRC Connection Resume 
	RRC Connection Re-establishment

	UE mode transition
	INACTIVE to CONNECTED
	CONNECTED to CONNECTED

	Use case 
	Normal case handling for data transmission, signaling transmission, RAN notification area update
	Failure case handling including RLF, HOF, etc

	Resuming bearer type
	SRB1, SRB2 and DRBs
	SRB1 only

	Network implementation
	eNB needs to contact the old eNB before it can send the resume message 
	multiple candidate target cells can be prepared for re-establishment 

	UE identity
	resumeID or truncatedResumeID
	physCellId + C-RNTI

	Security
	Resume message (MSG4) is encrypted 
	Re-establishment message (MSG4) is not encrypted

	Fall back mechanism
	Fallback to existing RRC establishment mechanism
	No fall-back mechanism (AS or NAS recovery)

	Cause value
	resumeCause

{emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280, spare1}
	reestablishmentCause

{reconfigurationFailure, handoverFailure, otherFailure, spare1}


Table 1 Comparison between RRC connection resume and RRC connection re-establishment

2.2 
Similarities between Resume and Re-establishment
Generally, there are following similarities between RRC Connection Resume and RRC Connection Re-establishment procedure:
1. The end result of RRC Connection Resume and RRC Connection Reestablishment + RRC Connection Reconfiguration are very similar. After the procedure(s) the UE is in RRC Connected, and SRB(s) and DRB(s) are configured and up and running, including security. 
2. Both the RRC Connection Resume and the RRC Connection Reestablishment procedures can be initiated in a cell that is different from the cell where the UE was previously connected and if needed, UE context information can be transferred between base-stations. 
3. Both the RRC Connection Resume and the RRC Connection Reestablishment procedures make use of context information from earlier RRC connected state. 
Observation 1: RRC Connection Resume and RRC Connection Reestablishment + RRC Connection Reconfiguration result in the same UE state: RRC Connected with security, SRBs and DRBs up and running. 
Observation 2: Both RRC Connection Resume and RRC Connection Reestablishment can be supported by network functionality with context transfer. 
Observation 3: Both RRC Connection Resume and RRC Connection Reestablishment make use of context information from earlier RRC connected state.
2.2 
Feasibility to Harmonize the Differences

Starting RRC state
The starting RRC state would be different for RRC Connection Resume and RRC Connection Reestablishment (+ RRC Connection Reconfiguration). In NR it would be RRC Inactive vs RRC Connected.

· In the RRC Connection Resume, the context information is an explicitly stored context while for RRC Connection Reestablishment, the context information may be the last configuration as the UE is still in RRC Connected. However, once the UE has restored the Resume Context, the difference in starting state context seems small. 
· The steps in the RRC procedural description(s) are the actions that are taken to arrive at the end state, which is the same. From RRC specification point of view, the starting state does not matter much.
· The different starting RRC state seems not to be a significant motivation to have separate procedures for RRC Connection Resume and RRC Connection Reestablishment in NR.
Use case 
It is understood that RRC connection re-establishment is used for error handling due to HOF, RLF etc. and occurs rarely. The RRC connection resume procedure is normal case handling for data transmission, signalling transmission and RAN notification area update and occurs frequently.  
· RRC Connection Resume and RRC Connection Reestablishment are invoked by different events. However, the purposes of those two procedures are the same, i.e. resume or restore the connection with the network. 
· From RRC specification point of view, different cause values can be used to differentiate the triggering events. The use case is also not a motivation for two separate procedure. 

UE identity
The UE Identity is different for RRC Connection Resume and RRC Connection Reestablishment. In LTE, for RRC Connection Reestablishment, C-RNTI is used, while for RRC Connection Resume, the identity is provided to the UE by the network when the UE leaves RRC Connected.
· If the RRC Connection Resume procedure is used also for failure recovery, the UE identity e.g. I-RNTI for a subsequent RRC Connection Resume would need to be provided to the UE at the beginning or resume of an RRC Connection. 
· A consequence is that more UE identities are consumed, not only by UEs in RRC Inactive, but also by UEs in RRC Connected. 
· The concern for the UE identity e.g. I-RNTI is the larger Msg3 size, which results lower reliability and connection broken when UE performs the resume procedure of failure recovery is in poor coverage. In this case, truncated version of the UE identity such as truncatedResumeID can be considered. 
· As the range of the UE identity for NR has not been agreed yet, it should still be possible to do proper dimensioning. The number of UEs in RRC Connected would normally be a lot less than the number of UEs in RRC Inactive. 
· The different UE Identity seems not to be a significant motivation to have separate procedures for RRC Connection Resume and RRC Connection Reestablishment in NR. 
Network implementation
In LTE, eNB contacts the old eNB before sending the RRC Connection Resume message, which is considered as ‘reactive’ implementation for UE context fetch. For RRC connection re-establishment, multiple candidate target cells need to be prepared for re-establishment, which is considered as ‘proactive’ implementation for UE context fetch.

· If the RRC Connection Resume procedure is used also for failure recovery, it is network implementation to perform UE context fetch in ‘reactive’ or ‘proactive’ approach. 

· In NR, UE context fetch from the old cell is a must-have to support INACTIVE mode. It can also be used for RRC Connection Resume procedure for failure recovery. We can’t find reason why this approach can only be used for normal resume but not failure recovery. 

· The different network implementation for UE context fetch is not a motivation to have separate procedures for RRC Connection Resume and RRC Connection Reestablishment in NR. 
Resuming bearer type

For the RRC Connection Resume, the whole AS configuration from the earlier RRC Connection can be resumed. For the RRC Connection Reestablishment, mainly only the security context from the earlier RRC Connection is used. 
· The RRC Connection Resume procedure is more powerful than the RRC Connection Reestablishment procedure as more AS configuration can be resumed, and it can be done in a single procedure vs. two procedures for RRC Connection Reestablishment + RRC Connection Reconfiguration. 
Security
For the RRC Connection re-establishment, Re-establishment message (MSG4) is not encrypted; For RRC connection Resume, both SRBs and DRBs are resumed and Resume message (MSG4) is encrypted. In RAN2#101 meeting, it was agreed as working assumptions that NCC is provided when the connection is suspended and new key is derived based on the NCC in the suspend message and used for the calculation for MAC-I in Msg3. 
· If the RRC Connection Resume procedure is used also for failure recovery, UE needs to be provided with information on how to derive the key to use in the target cell. It is problematic for the network to provide NCC to the UE, since the failure recovery procedure is UE autonomous behavior and the network doesn’t exactly when UE initiates the procedure. 
· If the RRC Connection Resume procedure is used also for failure recovery, horizontal key derivation can be considered.  Even if the security handling is different from the resume and re-establishment procedure, different security rules can be specified for the same RRC message with the present of certain IEs. 
· The potential different security handling is not a stopper to have harmonized procedure for RRC Connection Resume and RRC Connection Reestablishment in NR. 
Observation 4: We found no significant feasibility justification to have separate procedures for RRC Connection Resume and RRC Connection Reestablishment in NR from different aspects. 
3 Conclusions
Observation 1: RRC Connection Resume and RRC Connection Reestablishment + RRC Connection Reconfiguration result in the same UE state: RRC Connected with security, SRBs and DRBs up and running. 
Observation 2: Both RRC Connection Resume and RRC Connection Reestablishment can be supported by network functionality with context transfer. 
Observation 3: Both RRC Connection Resume and RRC Connection Reestablishment make use of context information from earlier RRC connected state.
Observation 4: We found no significant feasibility justification to have separate procedures for RRC Connection Resume and RRC Connection Reestablishment in NR from different aspects. 
Proposal 1: The RRC Connection Resume procedure can be invoked in RRC Connected state for failure recovery. 
Proposal 2: Do not specify a RRC Connection Reestablishment procedure. 
Proposal 3: Any Configuration Information needed for a subsequent RRC Connection Resume, such as UE Identity, is provided at the establishment or resume of an RRC connection. 
Proposal 4: Different security rules can be specified for RRC Connection Resume message considering the present of certain IEs.
