Page 4
Draft prETS 300 ???: Month YYYY


3GPP TSG-RAN WG2#101bis 
R2-1804534
Sanya, China, 16th April – 20th April

Agenda Item:
10.4.1.8.3
Source:
OPPO
Title:
Discussion on Access Control for AS Triggered Access Attempt
Document for:
Discussion and Decision

1 Introduction

In RAN2#101[1], there are some agreements and also identified FFS on access control for both NR and LTE/5GC as follows.
Agreements for NR and LTE/5GC

1:  
For both NR/eLTE, the mapping between access categories/access identities and establishment cause value is needed;

2:   For NAS triggered events NAS performs the mapping to AS cause value when NAS makes a request to AS for access. 

FFS on whether NAS also provides cause value for AS triggered events.

3
For LTE/5GC, no change the LTE cause values for NAS triggered events

FFS whether a new cause is needed for AS triggered events (e.g. RNAU)

4:
RAN2 recommendation that access identities 1,2, 11-15 (MPS, MCS and AC11-15) all use establishment cause value highPriorityAccess (Final decision by CT1

5:
Confirm CT1 question 2 the call type is not needed for NG-RAN access.

6:
Tbarring is per access category.

7:
Tbarring is specified in AS layer, and maintained (running) in AS layer.

8:
When barring is alleviated (for a specific access category), the indication of alleviation of access barring is indicated to the NAS on a per access category basis.

9:
AS need to be known Access Identities for AS triggered events.

10:
Bitmap is used for access identities 1,2,11-15 and for emergency calls in 5G as ac-BarringForSpecialAC, and barring factor/timer is used for normal UE (access identity 0 in 5G) as ac-BarringFactor;

13: ACB parameters (barring factor/timer and bitmap as per agreement 10) are set per access category and per PLMN.

FFS on how to reduce the signalling overhead;

14:
RAN2 confirms SA1 understanding that there is no requirement to distinguish SMS and SMS over IP in ACB mechanism

15:
Slicing can be taken into account in the definition of operator defined access categories (the operator defined access categories are visible to AS but not the relation to a slice). 

16
No RAN2 impact is foreseen to support roaming UE except cat a, b and c for access category 1;

17
For connected mode/inactive and IDLE, the AS/NAS modelling for access control for NAS triggered events is:

-
NAS is responsible for the determination of access identities and access categories and cause value, and provides one or more access identities and one access category to lower layers for the given access attempt;

-
AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;

-
It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer;

18: Leave it to UE implementation on how the NAS gets cat a, b and c information for access category 1 (no need to specify detailed AS/NAS interaction for this)

19: Confirm to reuse LTE approach, the access attempt is allowed if the UE has passed ACB checking based on ACB parameters for at least one access identity provided by NAS for the given access attempt.

Agreements for NR only

1: 
At least 8 and preferably 16 (or more) cause value to be included in MSG 3. To be finalised when the we have received input from RAN1 on MSG3 size and have a full picture of the content of MSG3.

2: 
At least the following LTE establishment cause values are reused for NR: emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, mo-VoiceCall-v1280

FFS Whether the LTE cause delayTolerantAccess-v1020 is also available in NR.

3:
AS triggered event, RNA update shall be controlled by ACB

FFS Which access category is used for an RNA update

4:
On demand SI request shall not be controlled by ACB.

In this contribution, we discuss how to perform access control for AS-triggered access attempt considering both NR and LTE/5GC.
2 Discussions and Proposals
For AS triggered access attempt such as RNAU, RAN2 has agreed that ACB is needed.  To perform ACB for AS triggered access attempt, there can be two alternatives.  
Alternative 1 is that access category is mapped by NAS layer and establishment cause is also provided by NAS layer.  The main problem of this alternative is that NAS is not aware of AS triggered access attempt.  So, to perform ACB, AS layer, when the access attempt is triggered, need to indicate NAS layer.  When NAS layer gets the indication of AS layer, it performs access category mapping and provide the establishment cause for the attempt and then inform AS layer to perform ACB.  The result of ACB may also need to be informed to NAS layer.  From our point of view, this alternative causes complexity for cross-layer interaction between AS layer and NAS layer.  The advantage of this alternative is to have common solution for NAS triggered and AS triggered access attempt.  However, we think it more important to avoid the unnecessary cross layer interaction for AS triggered access attempt thus this alternative is not preferred.
Alternative 2 is that access category is mapped by AS layer and establishment cause is also provided by AS layer.  There is no need to introduce cross layer interaction between AS layer and NAS layer.  This alternative requires RRC layer to have the function to perform mapping with access category and also to provide the establishment cause.  This option is preferred because this is more efficient than Alternative 1.
Proposal 1 RAN2 agree that in NR for AS triggered access attempt, AS layer performs access category mapping and provide the establishment cause.

In LTE/5GC, we think the situation is that we also have RRC triggered access attempt such as RNAU if inactive state is supported and the same principle can be applied i.e. AS layer can perform access category mapping and also provide the establishment cause if needed.  One potential different thing is that in LTE/5GC case, due to the limitation of MSG3 size, it may be difficult to allocate a new establishment cause for AS triggered access attempt.  But if new establishment cause is needed, it can be provided by AS layer which is same as NR case.
Proposal 2 RAN2 to agree that in LTE/5GC, for AS triggered access attempt, AS layer performs access category mapping and provide the establishment cause if needed.
Compared with NAS triggered access attempt, for which access category and establishment cause are provided by NAS, AS triggered access attempt requires RRC layer to provide the access category and establishment cause for AS triggered access attempt.

For NR case, it is possible to map the AS triggered access attempt with new access category with either standardized access category or operator-defined access category.  For AS triggered MO signaling like RNAU, we think standardized access category can be defined for NR AC and one example is as follows.

Table 1: Mapping table for access categories in AS Layer
	Rule #
	Type of access attempt
	Requirements to be met
	Access Category

	X
	UE AS triggered RNAU
	Access attempt is for MO signalling triggered by AS layer, i.e. RNAU
	8(=MO_sig_as)

	
	
	
	


If operator defined access category is used, then new AS triggered access attempt should be allocated with an access category between 32 and 63.  Although AS provided access category is specified in RAN specifications, we think the access category number should share the same ID space with NAS provided access category for NAS triggered access attempt.

Proposal 3 RAN2 to agree that in NR for AS triggered access attempt, AS layer provided access category should share the same ID space with NAS provided access category either in standardized AC or operator defined AC.
3 Conclusion

In this contribution, we discuss ACB for AS triggered access attempt in NR and LTE/5GC and we have the following observations and proposals:

Proposal 1 RAN2 agree that in NR for AS triggered access attempt, AS layer performs access category mapping and provide the establishment cause.

Proposal 2 RAN2 to agree that in LTE/5GC, for AS triggered access attempt, AS layer performs access category mapping and provide the establishment cause (if needed).
Proposal 3 RAN2 to agree that in NR for AS triggered access attempt, AS layer provided access category should share the same ID space with NAS provided access category either in standardized AC or operator defined AC.
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