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1. Introduction

In the meetings RAN1-AH-1801, RAN2-AH-1801 and the next corresponding meetings RAN1 #92 , RAN2 #101, the NR beam failure detection and recovery procedure related topics were discussed by RAN1 and RAN2 together, [1] ~ [3]. Following agreements were taken on, [4] ~ [5].
================================ Quotation Start =================================
Agreement:
In Rel-15, additionally support BFR on SCell

· Number of SCells BFR needs to be supported on is 1

· UE is not mandated to support BFR on SCell 

· Note: There is no additional RAN1 specification impact for BFR on SCell. 

================================ Next Quotation =================================
Agreements
1.
Single maxpreamble, powerampingstep and received target power parameters are used that can have different values depending on why the random access is used (BFR or not).
3.
From RAN2 point of view beamFailureRecoveryTimer is not supported
4.
Assume that at least CFRA BFR can be configured for SCell using ASN.1.  FFS if there are any major impacts to support this in UP
5.
PHY delivers to MAC “beam failure instance” notifications only and MAC maintains a timer for resetting the counter:
-  the timer is (re)started upon every new reception of “beam-failure instance”.
-  At timer expiry the counter is reset.
6.
A BFR counter is maintained and incremented at every “beam-failure instance” indication.  When the counter reaches MaxBFI the UE trigger BFR
7.
Timer is configured in number of periods (periodicity of BFD RS).  Nokia will trigger email discussion on deciding the values for timer using [CB 180]
8.
As in all other cases the UE performs random access for BFR on active BWP if RACH resources are available, otherwise it falls back to initial BWP. On each BWP the same prioritization rule is applied (CFRA and then CBRA).
================================= Quotation End =================================
In this contribution, based on the latest endorsed CR [6], we further elaborate potential issues within the NR beam failure detection and recovery procedure and propose possible solutions.
2. Discussion

In addition to SpCell, at most one SCell is supported to be configured with parameters for the Beam Failure Detection and Recovery procedure. According to RRC Spec., the parameters are configured per BWP. Since the operating conditions of SpCell and SCell may be quite different, the operation of different sets of parameters and variables for different Serving Cells should be maintained independently by the MAC entity.
Based on the latest endorsed CR [6], the working principles of the Beam Failure Detection and Recovery procedure can be summarized as following:
1. Periodically, lower layer determines to provide either a Beam Failure Instance (BFI) flag of a SpCell to MAC entity if Block Error Rate (BLER) > a preconfigured threshold or no indication to MAC entity if BLER < the preconfigured threshold.

2. When MAC entity receives a BFI flag of a SpCell from lower layer, the BFD_Timer associated with the SpCell is started or restarted and the value of the BFI_COUNTER associated with the SpCell is incremented by 1. (The value of the BFI_COUNTER is initially set to 0.)
3. After such increment, if the value of the BFI_COUNTER associated with the SpCell reaches “1 plus BFI_MaxCount”, MAC entity initiates a Random Access procedure (subclause 5.1) on the SpCell.
4. When the BFD_Timer for a SpCell expires, set the value of the BFI_COUNTER associated with the SpCell to 0.
5. If the Random Access procedure (subclause 5.1) is successfully completed, MAC entity considers the beam failure recovery procedure successfully completed.
For MAC entity supporting BFR on both a SpCell and a SCell, the wording “SpCell” can be replaced by “Serving Cell” in the above working principles.
However, if only the above working principles are applied during the Random Access procedure initiated for beam failure recovery, one or more potential issues may occur.
According to the above working principles, it can be observed that the value of a BFI_COUNTER is set to 0 only when the associated BFD_Timer expires.
A first potential issue may occur if the Random Access procedure initiated for beam failure recovery ends before the expiry of the associated BFD_Timer. In this case, the value of the BFI_COUNTER is equal or larger than “1 plus BFI_MaxCount” and if MAC entity receives new BFI flag after the ending of the Random Access procedure initiated for beam failure recovery, the value of the BFI_COUNTER will be incremented based on the value equal or larger than “1 plus BFI_MaxCount”. Then, the Random Access procedure for beam failure recovery will not be initiated by MAC entity and this first potential issue may cause the function failure of the beam failure detection and recovery procedure. An example is shown in Fig. 1.
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Fig. 1: an example of the first potential issue (counter overflow), which may cause function failure 
of beam failure detection and recovery procedure
Solution 1 for this first potential issue is to re-initialize the value of the BFI_COUNTER at the ending of the Random Access procedure initiated for beam failure recovery. Solution 2 is to re-initialize the value of the BFI_COUNTER after the value of it reaching “1 plus BFI_MaxCount” and before initiation of the Random Access procedure for beam failure recovery, and then keeping the value of the BFI_COUNTER as 0 till the ending of the Random Access procedure.

The Random Access procedure initiated for beam failure recovery may end as (a) successfully completed, (b) unsuccessfully completed, (c) a Random Access problem indicated to upper layers, (d) stopped or cancelled by MAC entity to start another new Random Access procedure. Solution 1 requires doing the re-initialization for all kinds of ending, while the re-initialization of Solution 2 is not related to the ending of Random Access procedure.
Solution 2 can make sure that the value of the BFI_COUNTER is kept between the valid range [from 0 to “BFI_MaxCount” (before the increment)], but Solution 1 can not guarantee that.
The re-initialization can also be achieved in another form as “consider the BFD_Timer expires”.
Proposal 1:
{Set BFI_COUNTER to 0} or {Consider the BFD_Timer expires} with the initiation of a Random Access procedure for beam failure recovery.
A second potential issue may occur if the value of the BFI_COUNTER reaches “1 plus BFI_MaxCount” again before the ending of the Random Access procedure initiated on the same Serving Cell for beam failure recovery. Since the BFD_Timer may expire during the Random Access procedure for beam failure recovery, no matter the BFI_COUNTER value re-initialization is applied before the initiation of the Random Access procedure or not, the second potential issue may still occur. In this case, according to MAC specification about Random Access procedure, it is up to UE implementation whether to continue with the ongoing procedure or start with the new procedure. However, if the UE implementation always chooses to start with the new Random Access procedure, it may be stuck in the endless loop of initiating new Random Access procedure and this second potential issue may cause the function failure of the beam failure detection and recovery procedure.
According to [7], the endorsed timer and counter values for beam failure detection is quoted below:
================================ Quotation Start =================================
beamFailureInstanceMaxCount

ENUMERATED {n1, n2, n3, n4, n5, n6, n8, n10}

beamFailureInstanceMaxCount
Counter for beam failure detection in TS 38.321. Value n1 corresponds to 1 beam failure instance, n2 corresponds to 2 beam failure instances and so on.
beamFailureDetectionTimer
ENUMERATED {pbfd1, pbfd2, pbfd3, pbfd4, pbfd5, pbfd6, pbfd8, pbfd10}

beamFailureDetectionTimer
Timer for beam failure detection in TS 38.321. Value in number of periods of Beam Failure Detection Reference Signal. Value pbfd1 corresponds to 1 period of Beam Failure Detection Reference Signal, value pbfd2 corresponds to 2 periods of Beam Failure Detection Reference Signal and so on.
================================= Quotation End =================================
One solution for this second potential issue is that MAC entity does not initiate a new Random Access procedure for beam failure recovery on the Serving Cell if there is already an ongoing Random Access procedure for beam failure recovery on the same Serving Cell. This is because the Random Access procedure for beam failure recovery can reselect the candidate beam, the Preamble, and the PRACH resource every time before the transmission of Preamble, it is not necessary to initiate a new Random Access procedure for same purpose if there is another one ongoing.
Another solution is that when a BFI flag of a Serving Cell is received, the MAC entity does not increment the value of the associated BFI_COUNTER if there is an ongoing Random Access procedure for beam failure recovery on the Serving Cell. This solution also keeps the value of the associated BFI_COUNTER as 0 till the ending of the ongoing Random Access procedure for beam failure recovery, as the later part of Solution 2.
Proposal 2:
Do not increment the value of the BFI_COUNTER when there is a Random Access procedure for beam failure recovery still ongoing on the associated Serving Cell.
A MAC entity may maintain two sets of parameters and variables, one set for a SpCell and another set for a SCell. Two sets of parameters and variables should operate independently. More specifically, if there is an ongoing Random Access procedure for beam failure recovery on the SpCell, MAC entity should not increment the value of the BFI_COUNTER for the SpCell when it receives the BFI flag for the SpCell from lower layer but MAC entity should increment the value of the BFI_COUNTER for the SCell when it receives the BFI flag for the SCell from lower layer, and vice versa. However, it is possible that there is an ongoing Random Access procedure for beam failure recovery on the SCell and MAC entity decides to initiate a new Random Access procedure for beam failure recovery on the SpCell. Since SpCell is more important than SCell, it is a reasonable selection to initiate the Random Access procedure for beam failure recovery on the SpCell and stop the ongoing one on the SCell. On the contrary, the ongoing Random Access procedure for beam failure recovery on the SpCell should be continued and the one on SCell should not be initiated. By defining the priority for the Random Access procedure for beam failure recovery initiated on SpCell and SCell, the risk of stuck in the endless loop of alternating new Random Access procedure initiation on SpCell and SCell can be avoided. Currently, according to MAC specification, it is up to UE implementation whether to continue with the ongoing Random Access procedure or start with the new procedure.

Proposal 3:
RAN2 to discuss if the Random Access procedure for beam failure recovery initiated on SpCell has higher priority than the one on SCell.

3. Conclusion

In this contribution, we make the following proposals:
Proposal 1:
{Set BFI_COUNTER to 0} or {Consider the BFD_Timer expires} with the initiation of a Random Access procedure for beam failure recovery.
Proposal 2:
Do not increment the value of the BFI_COUNTER when there is a Random Access procedure for beam failure recovery still ongoing on the associated Serving Cell.
Proposal 3:
RAN2 to discuss if the Random Access procedure for beam failure recovery initiated on SpCell has higher priority than the one on SCell.
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Annex: Text proposal for TS 38.321

Start of changes

5.17
Beam Failure Detection and Recovery procedure
The MAC entity may be configured by RRC with a beam failure recovery procedure which is used for indicating to the serving gNB of a new SSB or CSI-RS when beam failure is detected on the serving SSB(s)/CSI-RS(s). Beam failure is detected by counting beam failure instance indication from the lower layers to the MAC entity. 

RRC configures the following parameters in the BeamFailureRecoveryConfig per BWP for the Beam Failure Detection and Recovery procedure applying on the SpCell and at most one additional SCell: 

-
beamFailureInstanceMaxCount for the beam failure detection;

-
beamFailureDetectionTimer for the beam failure detection;

-
beamFailureCandidateBeamThreshold: an RSRP threshold for the beam failure recovery;

-
preamblePowerRampingStep: preamblePowerRampingStep for the beam failure recovery;

-
preambleReceivedTargetPower: preambleReceivedTargetPower for the beam failure recovery;

-
preambleTxMax: preambleTxMax for the beam failure recovery;

-
ra-ResponseWindow: the time window to monitor response(s) for the beam failure recovery using contention-free Random Access Preamble.

The following UE variables are used for the beam failure detection procedure: 

-
BFI_COUNTER: counter for beam failure instance indication which is initially set to 0. 

For the configured parameters and variables of each Serving Cell, the MAC entity shall:

1>
if beam failure instance indication of the associated Serving Cell has been received from lower layers; and
1>
if there is no Random Access procedure for beam failure recovery ongoing on the associated Serving Cell:

2>
start or restart the beamFailureDetectionTimer;

2>
increment BFI_COUNTER by 1;

2>
if BFI_COUNTER = beamFailureInstanceMaxCount + 1:

3>
{set BFI_COUNTER to 0;} or {consider the beamFailureDetectionTimer expires;}

3>
initiate a Random Access procedure (see subclause 5.1) for beam failure recovery on the associated Serving Cell by applying the parameters configured in BeamFailureRecoveryConfig.

1>
if the beamFailureDetectionTimer expires:

2>
set BFI_COUNTER to 0.

1>
if the Random Access procedure for beam failure recovery is successfully completed (see subclause 5.1):

2>
consider the Beam Failure Recovery procedure successfully completed.
End of changes
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