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Attachments:


1. Overall Description:

RAN2 discussed the security aspects for LTE connected to 5GC and agreed
-
NR security code points are added to LTE RRC signalling.

-
Data integrity protection will not be supported for E-UTRA connected to 5GC in rel-15.  
In addition, RAN2 discussed 5G security capability for dual mode UE (LTE/5GC and NR). 
Based on clarification from SA3 “SA3 agreement is that LTE and NR security algorithms can evolve independently, and new algorithms can be added to LTE or NR or both of them after phase 1.” Looks like from security evolution perspective, the supported security algorithm may be different for LTE/5GC and NR. In addition, from UE perspective, it is difficult to guarantee the release of LTE/5GC and NR is always same. Therefore the support of 5G security algorithm could be different between LTE/5GC and NR for dual mode UE and there is need to distinguish security capability between NR and 5GC.

RAN2 assumption is that 5G NAS will be able to provide separate 5G security capabilities for use with NR and with LTE/5GC.
Question to CT1, how 5G NAS provides LTE/5GC and NR AS Security Algorithm capabilities to 5GC?

2. Actions:

To CT1 group
ACTION: 

RAN2 respectfully requests CT1 to take the above into account and provide feedback if any.
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