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1 Introduction
RAN2#98 meeting made the following agreement regarding assistance information for AMF selection[1]:
1. RAN2 assumption is that MSG3 does not to deliver assistance information for AMF selection due to RRC size constraints as in LTE.

2. RAN2 assumption is that MSG5 is the earliest message that can be used to deliver assistance information for AMF selection.
According to TS23.501[2], the assistance information for AMF selection at least includes the Requested NSSAI in RRC at RRC Connection Establishment.
The UE shall include the Requested NSSAI at RRC Connection Establishment and in NAS messages. The RAN shall route the NAS signalling between this UE and an AMF selected using the Requested NSSAI obtained during RRC Connection Establishment. If the RAN is unable to select an AMF based on the Requested NSSAI, it routes the NAS signalling to an AMF from a set of default AMFs.
Editor's note: Whether NSSAI in RRC and NAS are exactly the same, is to be determined.
Since that an S-NSSAI identifies a Network Slice, UE shall include the full Requested NSSAI (with all full S-NSSAIs) in NAS messages for accurate slice selection. However, the Requested NSSAI in RRC is only for AMF selection. Considering the size of NSSAI and risk of slice information exposure, reducing the size of the S-NSSAIs in the Requested NSSAI via RRC is needed. In this contribution we discuss this issue in details.
2 Discussion
An S-NSSAI is comprised of a Slice/Service type (SST) and an optional Slice Differentiator (SD) that complements the SST. SA2 has agreed that the SST should consists of 8 bits (with range is 0-255), and the SD should consist of 24 bits. Based on this understanding one full S-NSSAI can be at most 32 bits, and the Requested NSSAI can be at most 256 bits due to that the UE can simultaneously subscribe to up to 8 slices (i.e. 8 S-NSSAIs in NSSAI). It means that up to 256 bits may need to be signalled in MSG5 if full Requested NSSAI is used as assistance information for AMF selection in RRC.
Considering that RAN only need necessary assistance information to select an appropriate AMF entity for the UE, it is possible to use a part of each S-NSSAI with shorter length. The gNB and the AMF are able to exchange the information of supported slices with each other in NG setup request and response (TS38.300 16.3.4.2) [1], which may further reduce the demand of full Requested NSSAI for the gNB to select an appropriate AMF entity. For example, the gNB only need “SST=1” to select an AMF entity that supports all eMBB slices (i.e. a default eMBB AMF entity). The more slices an AMF entity can support, the less assistance information the gNB needs from the UE to select it.
From a security point of view, including full Requested NSSAI in RRC brings risk in full exposure of UE’s slice information as well as the operator’s deployment[3][4]. The risk can be reduced by sending only part of the S-NSSAIs in the Requested NSSAI as well.
Observation 1: Using part of the S-NSSAIs in the Requested NSSAI as the assistance information for AMF selection will help reducing MSG5 overhead and exposure of UE slice information

Proposal 1: The UE may provide a subset of each S-NSSAI in the Requested NSSAI to the gNB in RRC MSG5.

The size of each subset can be either fixed (Option 1a) or dynamic (Option 1b):
Option 1a: fixed size of the subsets for all S-NSSAIs if used.

Option 1a is the simple and easy for implementation, especially when the AMF entity to be selected is able to support all slices of the same service type, e.g. eMBB, URLLC or MIoT that has been standardized. However in some typical scenarios the SST alone may not identify a network slice, thus it cannot guarantee precise AMF selection. For example when there are two slices with the same SST but difference SD, the gNB may not select the right AMF entity.
Option 1b: dynamic size of the subset for each S-NSSAI if used, depending on how much information the gNB needs to select an appropriate AMF entity.

Option 1b is a super set of option 1a. Since that the gNB has the knowledge of supported slices of the AMF entities, it may derive how much information (i.e. the size of each S-NSSAI subset) it needs to select an appropriate AMF entity. To achieve this, scalable msg5 design should be supported
Proposal 2: Scalable msg5 design should be supported, so that The UE can provide only a subset of each S-NSSAI in the Requested NSSAI to the gNB.
Both in Option 1a and 1b the UE needs to know the subset size of each S-NSSAI in RRC MSG5 for AMF selection. The gNB may indicate the minimum size of each S-NSSAI subset for AMF selection to the UE in system information or in RRC (before MSG5), and the UE shall send the Requested NSSAI containing minimized S-NSSAI subsets (i.e. minimum NSSAI) accordingly in MSG5.

3 Conclusions
In this paper, we have discussed the issue of reducing the Requested NSSAI size in RRC, in order to reduce MSG5 overhead and exposure of UE slice information. We propose:

Observation 1: Using part of the S-NSSAIs in the Requested NSSAI as the assistance information for AMF selection will help reducing MSG5 overhead and exposure of UE slice information

Proposal 1: The UE may provide a subset of each S-NSSAI in the Requested NSSAI to the gNB in RRC MSG5.
Proposal 2: Scalable msg5 design should be supported, so that The UE can provide only a subset of each S-NSSAI in the Requested NSSAI to the gNB.
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