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Introduction
In this contribution, it provides our view on how slicing affects access control in both idle mode and connected mode.
Discussion
Impact of network slicing to access control
In unified access control, each access attempt is categorized into one or more of the Access Identities and one of the Access Categories. Based on the access control information applicable for the corresponding Access Identity and Access Category of the access attempt, the UE performs a test whether the actual access attempt can be made or not. The access identity is to support priority handling for AC11-15, MPS and MCG user.
To support flexibility for the  operator, the unified access control supports extensibility to allow inclusion of additional standardized Access Identities and Access Categories and operator-defined Access Identities and Access Categories using their own criterion (for Access Identities, subscription, for Access Categories, e.g. network slicing, application, and application server).
According to SA1 CR [1]:
The 5G system shall support means by which the operator can define operator-defined Access Categories to be mutually exclusive.
NOTE 2:	Examples of criterion of operator-defined Access Categories are network slicing, application, and application server.
Based on above requirement, network slicing could be taken into account when an operator defines their own access categories. The unified access control can take slicing into consideration via access category. There is no need for slice based access control separate from unified access control.  This should be applied to idle mode, inactive state and connected mode as mentioned by SA1 “The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).”
Observation#1: Unified access control in idle mode, inactive state and connected mode can already take into consideration network slicing via access category. There is no need for separate access control based on network slicing.

Impact of network slicing to admission control
In LTE, the establishment cause in the RRC Connection Request message and the resumption cause in the RRC Connection Resume request are used by the network to perform call admission control to either accept the request via RRC Connection Setup/Resume or reject the request via RRC Connection Reject. 
As explained in our contribution [2], it depends on the size of the Msg3 before we can conclude on the relationship between the establishment/resume cause and the access category.  If Msg3 size is sufficient to allow for a 1:1 mapping between establishment/resume cause and access category, then admission control due to slicing can be done via establishment/resume cause or directly via access category since the network slicing is defined in the access category. If Msg3 size is not sufficient, some form of mapping between establishment/resume cause and access categories are needed. Such mapping can be performed in the NAS layer for both AS and NAS triggered events [2]. Depending on how this mapping for operator defined access category (which can consider the network slice) to the establishment/resumption cause is done in the NAS, the admission control based on establishment/resumption cause will take into consideration slicing.
Proposal#1: The mapping between establishment/resume cause and the access categories should take into consideration network slicing to support admission control based on slicing. 
Conclusion and proposals
It is requested that RAN 2 discuss and agree on the following proposals:
Observation#1: Unified access control in idle mode, inactive state and connected mode can already take into consideration network slicing via access category. There is no need for separate access control based on network slicing.
Proposal#1: The mapping between establishment/resume cause and the access categories should take into consideration network slicing to support admission control based on slicing. 
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