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1. Introduction

This paper intends to derive a few basic agreements and way-forward to support NR access control in RRC_Connected.
2.
Discussion
In RRC_Idle, the events triggered by UE NAS only are valid cases to be considered in NR access control. On the other hand, there are also the events triggered by UE AS in the RRC_Connected. Therefore, the following cases can be classified in the RRC_Connected.
· Event triggered by UE NAS
· Event triggered by UE AS
RAN2 needs to study how to handle these cases in NR access control. Even though the definition on the term of “unified” is still ambiguous, the basic assumption in NR access control design is to keep the similarity or commonality for all RRC states as much as possible.
2.1 The Unified Access Control on “new session request” (Case 1)
In [1], SA1 already stated a hint on the case 1 as follows: 
The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).
NOTE 1:
"new session request" in RRC Connected refers to events, e.g. new MMTEL voice or video session, sending of SMS (SMS over IP, or SMS over NAS), new PDU session establishment, existing PDU session modification, and service request to re-establish the user plane for an existing PDU session.

It is assumed that all “new session request” events listed up above are involved with UE NAS. Accordingly, at least the access control for these events can be unified with the NAS-AS interaction of the access control in RRC_Idle. Basically, as in LTE ACDC, we prefer that UE NAS only maps one access attempt to one or more of Access Identities and one of access Categories, and asks UE AS to perform the actual barring check. The suggestion can be also applied to the “new session request” in RRC_Connected:
Proposal 1: In RRC_Connected, UE NAS maps “new session request” to one or more of Access Identities and one of Access Categories, and asks UE AS to perform the actual barring check. 
2.2   On the remaining cases in RRC_Connected
On the events triggered by UE AS in RRC_Connected, the remarkable events would be the new services over the existing PDU session, the mobile-originating signalling and the access resulting from RRC connection reestablishment. Considering the simplicity, the current RRC release can be used to control the congestion. If a separate barring mechanism is defined unlike that in RRC_Idle, the UE AS by itself could map an event to one or more of Access Identities and one Access Category, and perform the barring check. On the other hand, it seems unclear if the UE AS can distinguish between the new services and the existing services transferred over the existing PDU session. Alternatively, one simple way is to just distinguish between mo-signalling and mo-data, and the UE AS performs the barring check in the two levels. Finally, since UE AS doesn’t perform the barring check on the access resulting from RRC connection reestablishment in LTE, further discussion on the applicable requirement is needed.
In order to fully support the access control in RRC_Connected, a separate barring mechanism may be needed differently from that in RRC_Idle, and it means higher complexity. Before discussing the solution, we need to further clarify what the requirement on NR access control is in RRC_Connected. 
Proposal 2: RAN2 to study how to handle the events triggered by UE AS in RRC_Connected. If needed, RAN2 can send a LS to SA1 to further clarify the requirements on the cases.

3. Conclusion
Proposal 1: In RRC_Connected, UE NAS maps “new session request” to one or more of Access Identities and one of Access Categories, and asks UE AS to perform the actual barring check.
Proposal 2: RAN2 to study how to handle the events triggered by UE AS in RRC_Connected. If needed, RAN2 can send a LS to SA1 to further clarify the requirements on the cases.
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