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Introduction
This document is a revision of R2-1800319.
Unified Access Control for 5G/NR has been discussed in several 3GPP working groups. At the SA1#80 meeting, a CR [4] on requirements for unified access control for 5G to TS 22.261 [5] was agreed and SA1 provided the information to RAN2 in [3].
The stage-1 requirements for unified access control state that
[bookmark: _Hlk502762744]“The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).
NOTE 1:	"new session request" in RRC Connected refers to events, e.g. new MMTEL voice or video session, sending of SMS (SMS over IP, or SMS over NAS), new PDU session establishment, existing PDU session modification, and service request to re-establish the user plane for an existing PDU session.”
This contribution discusses the unified access control in RRC_CONNECTED state.
[bookmark: _Ref178064866]Discussion
Stage-1 Requirements on Access Categories
In the stage-1 requirements in [4] it is stated which access categories that shall be supported:
[bookmark: _Ref501459532]Table 1 Access Categories, from [4]
	Access Category number
	Conditions related to UE
	Type of access attempt

	0
	All
	MO signalling resulting from paging

	1 (NOTE 1)
	UE is configured for delay tolerant service and subject to access control for Access Category 1, which is judged based on relation of UE’s HPLMN and the selected PLMN.
	All except for Emergency

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories

	8-31
	
	Reserved standardized Access Categories

	32-63 (NOTE 2)
	All
	Based on operator classification

	NOTE 1:	The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.
NOTE 2:	When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is neither 0 nor 2, the UE applies the Access Category based on operator classification. When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is 0 or 2, the UE applies the standardized Access Category.



When inspecting the defined access categories in Table 1, it is quite clear that most, if not all, access attempts would be identified by NAS or upper layers. As discussed in [2] the barring check should be done by RRC on request from NAS. “New session requests” are thus determined by NAS, which then request RRC to perform a barring check. According to stage-1 requirements, the unified access control framework shall be applicable in all states, which thus means that the RRC layer needs to perform barring checks requested from NAS also in RRC_CONNECTED state.
In their LS in [6] CT1 informed that there are access attempts that are applicable also in RRC_CONNECTED, for example initiation of an MO MMTEL video call. It makes sense to apply access control on an MMTEL video call requested when the UE already is in RRC_CONNECTED since it consumes relatively large resources in the network and it might otherwise get a “free ride”.
[bookmark: _Toc494195667][bookmark: _Toc494287020][bookmark: _Toc494352561][bookmark: _Toc494352967][bookmark: _Toc494353785][bookmark: _Toc494365770][bookmark: _Toc494374508][bookmark: _Toc498592645][bookmark: _Toc502671046][bookmark: _Toc502764749][bookmark: _Toc502767650][bookmark: _Toc503300703][bookmark: _Toc503434246][bookmark: _Toc503434273][bookmark: _Toc503434600][bookmark: _Toc503445346][bookmark: _Toc503450253][bookmark: _Toc503450475][bookmark: _Toc503450626][bookmark: _Toc506388699][bookmark: _Toc506388756][bookmark: _Toc506388860]The RRC layer needs to perform barring checks requested from NAS also in RRC_CONNECTED state.

In addition to the access attempts that are initiated by NAS (or higher layer) there are, at least in RRC_INACTIVE as identified in [1], RRC-initiated events that may be considered as access attempts requiring access control and thus barring check. For each such RRC-initiated event RAN2 needs to specify whether access control shall be applied or not. If access control is to be applied for an access attempt, it then also needs to be decided what access category to use. It is then however important to avoid double barring, i.e. any “access attempt” identified by RRC should not coincide with an access attempt already authorized in NAS layer or above. In the following section, RRC-initiated events in RRC_CONNECTED are discussed.

RRC-initiated events in RRC_CONNECTED
There are different UE initiated events on RRC level in RRC_CONNECTED state, which lead to additional load on the system, e.g. due to additional signaling, and which thus may be suitable for access control. Examples of such RRC events/procedures are:
Measurement reporting
RRC re-establishment procedure
On-demand SI requests
The RRC re-establishment procedure may be undesirable when there is a high load in the network, especially considering that there may be a need for even more re-establishments at high load situations due to e.g. high interference levels. The RRC re-establishments are however performed for sessions that have already been authorized and there may thus be a “double barring” if the RRC re-establishment procedure is subject to barring check. We should therefore not introduce access control/barring check for the RRC re-establishment procedure until it has been identified that there is a problem with the load from re-establishment requests.
The on-demand SI request are performed by UEs in order to request System Information messages that it requires. In RRC_IDLE and RRC_INACTIVE state, the requests are either sent using an Msg1 based approach (where the UEs send a predefined PRACH preamble in a predefined PRACH resource) or a Msg3 based approach where the UE perform a normal RACH procedure but where Msg 3 is an RRC SI request message. For a UE in RRC_CONNECTED state, it is assumed that dedicated signaling may be used instead for the request. The procedure has however not yet been agreed and it has not been decided whether a UE in RRC_CONNECTED may also use Msg1/Msg3 based SI requests. Also on-demand SI requests through dedicated signaling may however increase the signaling load in the cell.
In LTE, transmission of the ProximityIndication is also an UE initiated event on RRC level in RRC_CONNECTED. This procedure is however CSG related and will thus not be part of (at least) NR Rel-15.
The gain by applying access control on a single RRC procedure while in RRC_CONNECTED can be debated and the UE behaviour when an uplink RRC message is barred needs to be specified. We also note that in RRC_CONNECTED there is a toolbox with various methods to reduce the load from RRC signalling, including RRC Connection Release and control the uplink load on the SRBs by scheduling. We therefore propose that:
[bookmark: _Toc502767651][bookmark: _Toc503300704][bookmark: _Toc503434247][bookmark: _Toc503434274][bookmark: _Toc503434601][bookmark: _Toc503445347][bookmark: _Toc503450254][bookmark: _Toc503450476][bookmark: _Toc503450627][bookmark: _Toc494195676][bookmark: _Toc494287032][bookmark: _Toc494352572][bookmark: _Toc494352647][bookmark: _Toc494352978][bookmark: _Toc494353796][bookmark: _Toc494365501][bookmark: _Toc494365765][bookmark: _Toc494374521][bookmark: _Toc494374570][bookmark: _Toc498432316][bookmark: _Toc498592656][bookmark: _Toc502671050][bookmark: _Toc502764751][bookmark: _Toc506388711][bookmark: _Toc506388758][bookmark: _Toc506388857]No Access Control/barring check is introduced for RRC-initiated events in RRC_CONNECTED. It can be considered for introduction in the future if a need is identified.
MO data in RRC_CONNECTED
Even when the UE is in RRC_CONNECTED state MO data transfer may be subject to access control. As indicated by CT1 in their LS [6], MO data that corresponds to a “new session request”, e.g. a new MMTEL call, will be subject to access control when the UE is in RRC_CONNECTED. It is then identified as an access attempt in NAS or higher layer.
If the UE in RRC_CONNECTED enters MAC dormant state due to lost synchronization, and would need to regain sync it needs to perform a random access procedure in the MAC layer, which in turn causes load on the RACH resources. In case of overload on the RACH it could thus be discussed whether to apply access control for such random accesses, also considering that RACH prioritization is being discussed in RAN2.
Also in this case one should however avoid “double barring”, i.e. that there is a barring check in both AS and NAS. For ongoing sessions which already have passed access control authorization in NAS, scheduling could be used to throttle load in the uplink and we have also possibilities to use e.g. RRC connection release.  We therefore only propose that MO data, which is identified as access attempt in NAS, or higher layer, is subject to Access Control in RRC_CONNECTED. Access control should then only be introduced for re-synchronization random accesses by UEs in RRC_CONNECTED in the future, if such load is considered a problem and cannot be mitigated through other mechanisms.
[bookmark: _Toc503434249][bookmark: _Toc503434276][bookmark: _Toc503434603][bookmark: _Toc503445349][bookmark: _Toc503450255][bookmark: _Toc503450477][bookmark: _Toc503450628][bookmark: _Toc494352573][bookmark: _Toc494352648][bookmark: _Toc494352979][bookmark: _Toc494353797][bookmark: _Toc494365502][bookmark: _Toc494365766][bookmark: _Toc494374522][bookmark: _Toc494374571][bookmark: _Toc498432317][bookmark: _Toc498592657][bookmark: _Toc502671051][bookmark: _Toc502764752][bookmark: _Toc502767653][bookmark: _Toc503300706][bookmark: _Toc506388712][bookmark: _Toc506388759][bookmark: _Toc506388858][bookmark: _Hlk503449956]Only MO data that is identified as access attempt in NAS, or higher layer, is subject to Access Control in RRC_CONNECTED.

Conclusion
In section 2 we made the following observation:
Observation 1	The RRC layer needs to perform barring checks requested from NAS also in RRC_CONNECTED state.

Based on the discussion in section 2 we propose the following:
Proposal 1	No Access Control/barring check is introduced for RRC-initiated events in RRC_CONNECTED. It can be considered for introduction in the future if a need is identified.
Proposal 2	Only MO data that is identified as access attempt in NAS, or higher layer, is subject to Access Control in RRC_CONNECTED.

[bookmark: _In-sequence_SDU_delivery]References
[bookmark: _Ref501456380][bookmark: _Ref503432544][bookmark: _Ref493064675][bookmark: _Ref174151459][bookmark: _Ref189809556]R2-1802351, RRC-initiated access attempts in RRC_IDLE and RRC_INACTIVE, Ericsson, RAN2 WG2#101, Athens, Greece, 26th February – 2nd March 2018
[bookmark: _Ref502762179]R2-1802350, AS-NAS functional division for Unified Access Control, Ericsson, RAN2 WG2#101, Athens, Greece, 26th February – 2nd March 2018
[bookmark: _Ref492972870]S1-174624, Reply LS on unified access control for 5G NR, 3GPP SA1
[bookmark: _Ref492972749]S1-174619, Clarification on unified access control requirements, NTT DOCOMO INC., U.S. Department of Commerce, FirstNet, Vencore Labs, Qualcomm Incorporated, LG Electronics Inc., Nokia, Nokia Shanghai Bell, AT&T, Intel, Ericsson, 3GPP TSG-SA WG1 Meeting #80, Reno, Nevada, USA, 27 November – 1 December 2017
[bookmark: _Ref492972767]3GPP TS 22.261, Service requirements for the 5G system, v15.3.0, 2017-12
[bookmark: _Ref492973628][bookmark: _Ref506388448][bookmark: _Ref481650237][bookmark: _GoBack]R2-1801642 / C1-180708, CT1's chosen solution for unified access control, 3GPP CT WG1 #108, Gothenburg, Sweden, January 22-26, 2018
	4/4	
