3GPP TSG-RAN2 #101                                                      R2-1802032
Athens, Greece, 26 Feb – 2 Mar 2018     (resubmission of R2-1800462)
Agenda item:       10.4.1.8.2
Source:
ZTE Corporation, Sanechips
Title:
UAC in RRC_CONNECTED

Document for:
Discussion and Decision
1 Introduction 

Access control mechanism is an essential function in NR. The progress in RAN2 on this topic so far has been limited due to the dependency on the work in SA1 and CT1.  At SA1#80 meeting, SA1 achieved some progress on this topic, the summary of this progress can be found in the [1]. Based on the progress, this contribution provides our views on the RAN2 specific aspects of access control in RRC_CONNECTED. 

2 Discussions
Different from UE in RRC_IDLE and RRC_INACTIVE state, the UE in RRC_CONNECTED mode is able to receive access control parameter from AS node (e.g. gNB) via Broadcast RRC message or via Dedicated RRC message. However, as agreed in SA1[1], unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected, then the behavior of UE in RRC_CONNECTED should keep in alignment with UE in RRC_IDLE/INACTIVE as much as possible. Then UE acquires access control parameter from broadcast RRC message should be the baseline of unified access control function. 

Proposal 1: As a baseline, UE in RRC_CONNECTED state should be able to acquire access control parameters from System information. 

Besides, issues such as notification in sudden congestion and mapping of NW slice to category require additional consideration when the UE is in RRC_CONNECTED.  These processes enable gNB to configure AC parameter via RRC connection to UE.

How to notify changing of access control parameter in sudden congestion?
As in RRC_IDLE and RRC_Inactive states, the UE performs access control on the service request in the RRC-connected state through the configuration information broadcast by the base station. If the network is congested, the network load can be alleviated by updating the UAC parameters to prevent the UE from triggering a new service.  However, if the network suddenly becomes congested, it is difficult to control the access behavior of the UE during the congested phase due to the new configuration update of access control that must follow the system information block (SIB) update cycle (which has a long update period 80 msec or higher), and it is inevitable to consume the network during congestion resources.  

In case of the situation of sudden congestion, the handling of this situation in LTE is relatively simple: a second set of lines of defense is used to control this unexpected situation. That is, waiting for the UE to trigger the RRC connection establishment request, and controlling the access of the UE through the backoff parameter in the RRC rejection. However, this method does not work to bar new service attempt of the UE which is already in the connected state. Design in LTE is acceptable in limited situations where the primary goal of access control is to control IDLE state UEs. However, considering that more and more UEs are always connected and may be in an inactive state, it is beneficial to consider how to provide an alternative solution to help NR solve the above problem.

Observation 1: How to notify changing of access control parameter in sudden congestion for UE in RRC_CONNECTD need to be solved in NR.

Since UE in RRC_CONNECTED state has an RRC connection, One straightforward approach to solve this issue is that the base station provide notification or updated access control parameters via dedicated RRC message to the UE.  

Another approach resembles the same mechanism as in LTE EAB. In LTE, when access control parameters of EAB changes, the eNB notify the change to EAB capable UEs with paging message. After receiving the paging message, EAB capable UEs directly reads the SIB14 without wait for the next SIB update cycle. NR gNB may also use paging indication or paging message to notify the change for UE in RRC_CONNECTED and in turn UE in RRC_CONNECCTED reads corresponding SIB message. Alternatively, after receiving the notification, UE in RRC_CONNECTED may request updated access control message via UE’s RRC connection (e.g. Via dedicated RRC message).

Proposal 2:  RAN2 should consider how to utilize RRC connection to notify changing of access control parameter in sudden congestion and agree one of the following approaches:
· Delivering the updated access control parameters via dedicated message

· Paging the UE to trigger reception of updated parameters from system information
NW Slicing related access control in RRC_CONNECTED state 

Based on proposal 1, gNB broadcasts access control parameter related to NW slicing for RRC_CONNECTED. UE in RRC_CONNECTED reads system information and enforce access control accordingly. 

However, UE cannot recognize access control for specific NW slicing only based Access category. It is because the number of NW slices is much more than the number of Access categories. RAN solutions for network slicing should be able to support a large number of slices (e.g hundreds of slices). While based on description in Table 6.22.2.3-1 of TS 22.011[1], the maximum number of Access category related to NW slicing is 32 (i.e. operator classified Access category 32- 63). It is obvious that each of the access category may be shared by several different NW slices. 

Observation 2: It is possible that Access category is shared by several NW slices.
In order to help the UE recognize access parameter for specific NW slice, then the mapping relation of access category and NW slice should be provided to the UE. The mapping relation may be provided to UE during the slice registration procedure. With the mapping relation, UE enforces access control for NW slicing based on access category.

Proposal 3: Network should provide mapping relation of Access category and NW slice to UE during the registration procedure.

Another issue relate to slice related access control is how to update access control parameter for specific NW slice. Overload control per NW slice has been discussed in SA2 and SA2 agreed to let AMF notify RAN node with per slice overload indication [S2-179603]. Since the specific slice may be congested, the corresponding access control parameter should change accordingly.  However, based on the above analysis, one access category maybe shared by several NW slices. If the parameter changes for the category due to one of the slice, then other slices that share the same access category will be impacted. In other words, congestion in one slice impacts the access for other slices. 

Observation 3: RAN2 should consider how to update access category parameter for shared NW slicing scenario.

One approach is to allow gNB update slice based access control parameter to UE belonging to the slice via RRC dedicated message. This approach is limited to UEs in RRC_CONNECTED state. 

Another approach is to allow gNB update mapping relation of access category and NW slicing. AS node selects appropriate new access category for the congested slice. Then AS node provides the updated mapping relation to UEs belong to the slice.

Proposal 4:  RAN2 should consider how to utilize RRC connection to update per slice access control parameter in shared NW slicing scenario using the following approaches:

· Providing updated access control information via dedicated message to the UEs (works only for connected mod UEs) or
· Providing a new mapping between access categories   
3 Conclusion 

Based on all the analysis above, we propose the following:

Proposal 1: As a baseline, UE in RRC_CONNECTED state should be able to acquire access control parameters from System information. 

Proposal 2:  RAN2 should consider how to utilize RRC connection to notify changing of access control parameter in sudden congestion and agree one of the following approaches:

· Delivering the updated access control parameters via dedicated message

· Paging the UE to trigger reception of updated parameters from system information
Proposal 3: Network should provide mapping relation of Access category and NW slice to UE during the registration procedure.

Proposal 4:  RAN2 should consider how to utilize RRC connection to update per slice access control parameter in shared NW slicing scenario using the following approaches:

· Providing updated access control information via dedicated message to the UEs (works only for connected mod UEs) or
· Providing a new mapping between access categories   
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