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1 Introduction

In previous RAN2 meeting, RAN2 agreed that per DRB integrity protection for DRB is supported in NR.

	For MR-DC with 5GC, UP integrity protection can be configured on a per radio bearer basis.


However, the DRB configured with integrity protection will increase the load of the air interface due to the MAC-I part for each PDCP PDU. In this paper, we will discuss the impact on the BSR calculation due to the per DRB integrity protection.
2 Discussion

In last RAN2 meeting, the outgoing LS from RAN2 to SA2 and SA3 in RAN2#99bis indicates [1]:

“one Data Radio Bearer (DRB) could be configured to support data integrity protection, which means the MAC-I field would be present after the PDCP payload.” 
The outgoing LS also indicates the drawback of the DRB integrity protection as follows [1]:
Support of data integrity for user plane over Uu interface causes 

1) additional OTA overhead and impacts UE and system throughput performance; and 

2) increased need for computation in both UE and network.

In LTE, the MAC-I/NAS-MAC for RRC/NAS message is 32 bit. If the 32 bit MAC-I is also used for the NR DRB integrity protection, then each PDCP PDU will contain a 32 bit MAC-I for each PDCP SDU in the DRB configured with integrity protection. The total overhead for the DRB is remarkable due to the MAC-I of each PDCP SDU and it increases the load of the air interface additionally. In TS 33.899, it indicates that the MAC of the DRB IP can be 32 bit as LTE or 64 bit and the device can indicate which it prefers. Copy the text from 33.899 as below:
It shall be possible to negotiate the use of UP integrity between 5G UEs and 5G networks in 5G phase 1. Its use shall be determined by the network.

Algorithms allow either 32-bit or 64-bit MACs to be produced, and the device can optionally indicate which it prefers.
In LTE, the number of the RRC message is limited and the RRC message is high priority and the time stayed in the L2 buffer is very short. So it is acceptable that the MAC-I of the RRC is not considered for BSR calculation. But for the DRB, we cannot ignore the MAC-I of the data. The DRB IP is configured per DRB, so the network can not estimate the extra data for the MAC-I part.
For the real BSR report purpose, the BSR calculation should take the MAC-I of the PDCP SDU into account if the DRB integrity protection is configured.

Based on the discussion above, thus,

Proposal 1: the BSR calculation takes the MAC-I of the PDCP SDU into account if the DRB integrity protection is configured.
3 Conclusions:

In this contribution, we discuss the impact on the BSR calculation due to the per DRB integrity protection:
Proposal 1: the BSR calculation takes the MAC-I of the PDCP SDU into account if the DRB integrity protection is configured.
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