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1 Introduction
In the CT1#103, CT1 discussed RAN2 LS [1] and provide their feedback in [2]. In the LS, CT1 had made some initial assessments on RAN2’s questions and raised several questions and concerns. In the past RAN2 meeting [3], it was agreed:
Agreements

1
RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 

FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).

2
RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3
UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE
4
Connection Request will include some information to enable the gNB to decide whether to reject the connection request

FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 

FFS for RRC_INACTIVE
SA1 discussed the requirements of access control and provided their feedback and CR in [7].
In this paper, we will continue to discuss the access control mechanism.
2 Discussion
2.1 Unified access barring
RAN2 has agreed that UE NAS provides the access category information to UE RRC at least for RRC_IDLE. If one access category will be provided for each access attempt, the definition of the access category will be very complex in order to embody all the different factors impacting an attempt, e.g. UEs with different AC value may have different access category; low priority UE with different call type/service may have different access category. Then the size of the entire set of access category values will be too large. 
In [7], two kinds of access categories are defined: standardized access categories and operator-defined access categories. But only legacy access classes 11-15 are defined as standardized access categories and other AC value may be defined by the operators. This will result in multiple access categories for an access attempt. It is mentioned in [7]:
Editor's note:
It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.
Moreover, the scenario of simultaneous and different types of access attempts is mentioned in [2]:
· In 5G it is likely that simultaneous and different types of access attempts will occur from (new) applications. Mapping of these scenarios will get more complicated.
Then the mapping mechanism in NAS to find one corresponding access category will be more complex. It’s simple to define an access category for one factor (such as UE priority, service type/application, signalling). That means one or more than one access categories can be provided for each access attempt. RAN can provide a multiple-category access barring mechanism based on different requirements.
This solution provides great flexibility to dynamically reflect the AC requirements of the network. If different requirements for access control are needed, i.e. prioritize different UEs with different types and services, multiple access barring check items can be used. One category or a combination of categories can be involved in each check item. The relationship between the different categories combined in one check item can be “AND” and “OR”.
These check items form an ordered list and are checked by the UE according to the order of their sequence. The barring parameters (barring factor and time) used in the LTE for ACDC can be reused here. The structure of this list can be as follows:

Check item 1: one access category or combination 1, factor1, barringTime 1, item characteristic (white or black)
Check item 2: one access category or combination 2, factor2, barringTime 2, item characteristic (white or black)
…

The check result is an enhancement to the current methodology, and it can be used as a criteria to terminate the access check for the related UE if multiple check items exist. The check result of each check item can be configured with the value of “white” or “black” for the involved UE. The related UE behaviour is defined by the following table:
	Check result for one item
	White
	Black

	Pass
	The involved UE is considered as “not barred” (i.e. do not continue to check the subsequent check items).
	Continue to check the next item.

	Not pass
	Continue to check the next item.
	The UE is considered as “barred” (i.e. do not continue to check the subsequent check items).


For example:
Pre-define access category (AC) as follows: Emergency call (AC=0), Low priority UE (AC=10), MMTel-Voice (AC=5), Application = X (AC=15)
· Check item 1: AC=0, 100%, 300s, White；
· Means all the UEs with AC=0 can pass and no need to check the following items; other UEs shall continue checking according to Check item 2.
· Check item 2: AC=10 AND AC=5, 60%, 300s, Black;

· Means all the UEs with AC=10 AND AC=5 can pass with 60% probability. If not pass, the UE does not need to check the following rules and will be barred for 300s. The passed UEs and other UEs shall continue checking according to Check item 3.

· Check item 3: AC=10 AND AC=15, 40%, 200s, Black
· Means the UEs with AC=10 AND AC=15 can pass with 40% probability. Passed UEs and other UEs can initiate the request.
This approach can accelerate the checking procedure for multiple access barring check items. 
Proposal 1: Introduce multiple access barring check items to control multiple category combinations for the UE. Each check item can be configured to be white or black.
In the LS [2], CT1 confirms that:

CT1 considers that any such "unification" will still mean that the final checking if access is barred remains in access stratum.
Then the access control procedure can be illustrated as:
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Figure 1 Access control procedure

The UE AS obtains the check items for access control from the network and performs the access checking based on the values of multiple-categories from NAS. 
Observation: NAS provides the values of the multiple-categories for the access attempt and AS performs the access checking based on the check items.
Proposal 2: AS performs the final access checking.
Normally, NAS gets the access category mapping table from the NG core through NAS procedures in advance, before performing access control, and AS performs access control based on the categories provided by NAS. However in some cases the AS cannot get the related categories, for example: 
· Case 1: NAS procedures have not been initiated for that PLMN (before registration or inter-PLMN mobility); 
· or Case 2: a new factor is present which is not included in the mapping table; 
· or Case 3: initiating access procedures related to AS procedures. For example, an RNA update procedure.
In [4], a default set of access categories is introduced by CT1:
CT1 accepts that a default set of access categories would be useful to ensure that all UEs making access attempts to any 3GPP network (inbound roamers or home subscribers) can be controlled for expected basic services. Such a set of default access categories could be e.g. MO signalling, MO data, emergency, AC 11 to AC 15.
Thus such a default set of access categories means that that said set of default access categories will have the "same meaning regardless of different network operators, i.e., standardized values".
From [7], the access category mapping table used in NAS is composed of two parts: standardized access categories (access category number 0-8 and additional standardized access category 9-13) and operator-defined access categories. For case 1 and case 2, the standardized access category can be used as it is suitable for all kinds of UEs. But it is related to NAS initiating procedures and may not suitable for some RAN specific procedures. RAN may provide some access barring information to differentiate cases when NAS is not involved, or cannot provide proper access categories.
Some special access categories or barring parameters can be introduced in RAN for different PLMN(s) supported in this cell and different services/signalling types for the other cases. 
A detail procedure for such cases is illustrated below:
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Figure 2 Access control procedure for special cases
The AS can perform the access control based on the barring parameters provided by the RAN.
Proposal 3: Special barring parameters can be provided by RAN for different PLMN(s) and different service/signalling types when AS has no suitable access category from NAS.
The cell-specific access barring configuration information is used before the UE initiates access. It is broadcast in the system information. According to current standard discussions, the system information is divided into Minimum SI and Other SI. In the RAN2#95 meeting, it was agreed that the content of Minimum SI will at least include information to support cell selection, for acquiring other SI, for accessing the cell. Therefore, we propose the following:
Proposal 4: The broadcast access barring configuration information should be included in Minimum SI.
2.2 Support of network slicing

In the LS [1], the network slicing is considered:
RAN2 has not yet studied the applicability and details of this unified access barring mechanism for network slices scenario. Further discussion on the details of unified access barring mechanism including the network slices scenario will be done in the work item phase.
As the resources for one slice are limited and different services can be initiated in one slice, access control for network slicing shall be considered. Different slices may have different access control policies.
In [7], it is FFS the change for the handling of network slices and it can be a factor of defining the operator-defined access category:

The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects).
Proposal 5: Network slicing scenario shall be considered and can be treated as one of the multiple factors considered in operator-defined access categories.
2.3 RRC establishment cause and call types
In the LS, two questions are raised for RAN2 about the RRC establishment cause and call types:

While doing the assessment of the feasibility to map an access attempt to an access category, the following additional questions for RAN2 were raised:

Question 3: Will RAN2 still require NAS to provide RRC establishment cause or the Call Type or both. 

Question 4: If the answer to Question 3 is Yes, does RAN2 expect that there will be changes to the existing RRC establishment cause and call types defined for E-UTRA?

In the last RAN2 meeting, it was agreed that: Connection Request will include some information to enable the gNB to decide whether to reject the connection request. 
In LTE NAS provides Call types and establishment causes to AS in order to perform access control and identify the RRC Establishment Cause. Call types and establishment causes are together used by AS to get the establishment cause in RRC message. In NR access categories are used by AS to perform access control. Then there are two ways to fill the cause IE in the Connection Request for admission control in RAN:
· Cause values are provided by NAS (like in LTE) and new values are needed for new requirements in NR.
· Access categories are provided by NAS for access control.

In [5], the RRC establishment cause values are analyzed and limited causes are introduced for paging and new service requirements for critical communication, in addition to the values used in LTE. In [6], some extended values relevant to slices are discussed for admission control. Compared with the 2nd option, the number of values is much smaller and has little impact on the request message. As access categories will be provided for access control in AS, the NAS need only provide the establishment causes based on the requirement of the RRC message.
Proposal 6: NAS should provide RRC establishment cause including new values for different services and slice info to form RRC establishment cause in AS, in addition to access categories for access control.
3 Conclusion

The paper continues to discuss the basic access control mechanism in NR and we propose:

Observation: NAS provides the values of the multiple-categories for the access attempt and AS performs the access checking based on the check items.
Proposal 1: Introduce multiple access barring check items to control multiple category combinations for the UE. Each check item can be configured to be white or black.
Proposal 2: AS performs the final access checking.
Proposal 3: Special barring parameters can be provided by RAN for different PLMN(s) and different service/signalling types when AS has no suitable access category from NAS.
Proposal 4: The broadcast access barring configuration information should be included in Minimum SI.
Proposal 5: Network slicing scenario shall be considered and can be treated as one of the multiple factors considered in operator-defined access categories.
Proposal 6: NAS should provide RRC establishment cause including new values for different services and slice info to form RRC establishment cause in AS, in addition to access categories for access control.
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