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Introduction
In the last RAN2 #99bis meeting the following agreements have been made in the context of bearer type change:
Agreements
1:  	The bearer type change between MCG split bearer and SCG split bearer is supported.
2:	PDCP version change for DRB shall only be performed via handover procedure.
3:	MCG bearer cannot be directly changed to other bearer type if LTE PDCP version is used for MCG bearer, i.e. the network has to use handover to change PDCP version of MCG bearer to NR PDCP and then do bearer type change from MCG bearer to other bearers.
4	RAN2 confirm Table 1 for the case when both MCG key and SCG key are changed.
5	RAN2 confirm that Table 2 correctly represents the previous agreements on L2 handling for different bearer type change upon S-KgNB security key change
6	For physical parameter reconfiguration of SCell or release/addition of some of SCell(s), this could be a reconfiguration procedure without PDCP/RLC impact and without MAC reset
7	LTE RLC is re-established first and then released for the bearer type change from MCG bearer to SCG bearer, and split bearer to SCG bearer 
8	L2 handling for Bearer type change with and without security key change indicated in Table 4 is confirmed (apart from aspects related to offline discussion #14). The table doesn’t consider the case that PDCP SN length is changed.
9	Capture table 4 as informative text in Annex of TS37.340;

Further, based on the Offline discussion #15 [1] on PSCell change the following has been agreed:
Agreements
1	Handling 2 is supported (RA access, MAC reset, RLC re-established, PDCP recovery (for AM DRB), No security key change) are allowed in the specification for PSCell change. Trigger conditions for PDCP recovery will be captured in RRC spec. If PDCP is in master node then MN is involved
FFS: Handling PDCP in case of RLC-UM mode and SRBs for handling 2.
2	Optimisation for support of RA access without MAC reset is not required for PSCell change. 

In this contribution we address the highlighted FFS and clarify PDCP handling aspect for the case of PSCell change.
[bookmark: _Ref178064866]Discussion
PSCell change refers to the change of the PSCell with another one within the same SN. Further, this procedure may happen with or without security key change. In case of security key change, it is obvious that PDCP / RLC layers should be re-established and MAC reset (even if MAC behaviour in certain bearer type change cases depends on the solution selected by the network, e.g., MAC reset, change of LCID, etc.).
However, in the Offline discussion #15 [1] during the last RAN2 #99bis meeting has been discussed the handling of PSCell change for the case where no security key change happens. In this case, two different PDCP handlings have been discussed:
· Handling 1  No RACH access, no MAC reset, no RLC re-establishment, no PDCP re-establishment and no security key change. This case corresponds to RRCConnectionReconfiguration without synchronous reconfiguration procedure.
· Handling 2  RACH access, MAC reset, RLC re-establishment, PDCP recovery and no security key change. This case corresponds to RRCConnectionReconfiguration with synchronous reconfiguration procedure.
Nevertheless, is still unclear if the Handling 2 case may be applied either to SRBs and RLC UM
Regarding the SRBs, in RAN2 #99bis meeting it was agreed in the context of handover without key change that PCDP recovery does not apply to SRBs. 
Agreements RAN2 #99bis
1	PDCP recovery does not apply to SRBs

Thus, it is straightforward to consider that Handling 2 cannot be performed on SRBs since PCDP recovery is not supported.

Due to latest RAN2 #99bis agreements on PDCP recovery, the Handling 2 case is not supported for SRBs.

For the case of handling PDCP in case of RLC UM for PSCell change, in TS 38.323 [2] for the case of data recovery we have the following text:
------------------------------------------------------- TS 38.323 ------------------------------------------------------------------------
[bookmark: _Toc477873869][bookmark: _Toc478029705][bookmark: _Toc486851298]5.5	Data recovery
For AM DRBs, when upper layers request a PDCP data recovery for a radio bearer, the transmitting PDCP entity shall:
-	if the radio bearer is configured by upper layers to send a PDCP status report in the uplink (statusReportRequired [3]), transmit a PDCP status report as described in subclause 5.4.1;
-	perform retransmission of all the PDCP Data PDUs previously submitted to re-established AM RLC entity in ascending order of the associated COUNT values from the first PDCP Data PDU for which the successful delivery has not been confirmed by lower layers.
After performing the above procedures, the transmitting PDCP entity shall follow the procedures in subclause 5.2.1.
-----------------------------------------------------------------------------------------------------------------------------------
Therefore, from what is stated in TS 38.323 text even if PDCP recovery is called this has no effect for RLC UM DRBs. In fact, the retransmission is executed only for the AM DRBs.

PDCP recovery has no effect of the UM DRBs since retransmission is performed only for AM DRBs.

Thus, considering the aforementioned observations, we can conclude that the PDCP Handling 2 case is neither supported for RLC UM DRBs nor SRBs. Thus we propose:

[bookmark: _Toc498612040][bookmark: _Toc498612065][bookmark: _Toc498634632]The PDCP Handling 2 procedure (RA access, MAC reset, RLC re-established, PDCP recovery – no security key change) in case of PSCell change is neither supported for RLC-UM mode nor SRBs.
[bookmark: _Toc498612041][bookmark: _Toc498612066][bookmark: _Toc498634633]Remove the related FFSs in TS 37.340.
Text Proposal
[bookmark: _Toc498464623]10.6		SCG change
"SCG change" refers to a synchronous SCG reconfiguration procedure towards the UE involving random access on PSCell and a security key change. This procedure is used to establish SCG, and can be used to reconfigure the SCG configuration. During SCG change, MAC entity configured for SCG is reset and RLC configured for SCG is re-established regardless of the bearer type(s) established on SCG. For SCG bearer and SCG split bearer, PDCP is re-established.
To perform SCG change within the same SN, the SN Modification procedure as described in section 10.3 is used. To perform SCG change between different SN, the SN change as described in section 10.5 is used.
However, not all the PScell changes require a security key change (i.e. a SCG Change). In this case, for SCG bearers and SCG split bearers using RLC AM mode, PDCP recovery applies.
Editor’s note: PDCP handling for RLC UM mode DRBs and SRBs during a PScell change without security key change is FFS.
Conclusion
In section 2 we made the following observations:
1. Due to latest RAN2 #99bis agreements on PDCP recovery, the Handling 2 case is not supported for SRBs.
PDCP recovery has no effect of the UM DRBs since retransmission is performed only for AM DRBs.
Based on the discussion in section 2 we propose the following:
Proposal 1	The PDCP Handling 2 procedure (RA access, MAC reset, RLC re-established, PDCP recovery – no security key change) in case of PSCell change is neither supported for RLC-UM mode nor SRBs.
Proposal 2	Remove the related FFSs in TS 37.340.
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