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1 Introduction
In last meeting, the issue on which PDCP version should be used for SRB when LTE eNB is connected to NGC has been discussed. It was agreed that:
Agreements

1-
Msg 5 is used to indicate the CN type. eNB shall initially configure SRB1 with LTE PDCP. Upon receiving CN Type Selection = 5GCN in Message 5, eLTE eNB reconfigures SRB1 with NR-PDCP
FFS: Whether the reconfiguration to NR PDCP is required before SMC.
2-
If it is found during further work that changes are required in Message 3 for other reasons, then this decision can be revisited (a solution where eNB initially configures SRB1 with NR-PDCP can be adopted)

In this contribution, we discuss the listed issue in the FFS.
2 Discussion
In the initial attach, Security Mode Command (SMC) procedure is performed after authentication between UE and the network, which contains two parts: NAS SMC and AS SMC.
NAS SMC procedure is to securely establish a NAS security context between the UE and MME [1]. AS SMC procedure is used for the activation of AS security.
The AS security mode command message from eNB to UE shall contain the selected AS algorithms. And the AS algorithms are selected based on the UE capability and algorithm priority defined by operator. Handover or UE capability change may result in algorithm change.
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In LTE [2], the execution time of AS SMC procedure is when only SRB1 is established, i.e. prior to establishment of SRB2 and/ or DRBs. And it is specified in Annex A.6 of [2] that RRCConnectionReconfiguration shall not be sent unprotected before security activation if it is used to perform handover or to establish SRB2 and DRBs. Therefore, although the exact execution time of SMC is not specified, it should be before RRC connection reconfiguration for establishment of SRB2 and/ or DRBs.
Observation1: In legacy LTE, SMC is performed before RRCConnecionReconfiguration for establishment of SRB2 and/ or DRBs.

However, RRCConnectionReconfiguration can also be used for other purpose, for example: to configure measurement, and in legacy LTE, RAN2 agreed that measurement configuration may be sent prior to security activation [2], it means in this occasion, SMC may be performed after RRConnectionReconfiguration.
Observation 2: there are some RRCConnectionReconfiguration cases i.e. measurement configuration which can be performed before SMC.
Similarly in LTE connectivity to 5GC, SMC in LTE connectivity to 5GC should also be performed before RRCConnectionReconfiguration for SRB2/DRB establishment for necessary protection, which means it should be performed before PDCP reconfiguration.
Proposal: SMC should be performed before PDCP reconfiguration, as legacy LTE.
3 Conclusions 
In this paper, we have discussed whether the reconfiguration to NR PDCP is required before SMC, we observed and proposed that:
Observation1: In legacy LTE, SMC is performed before RRCConnecionReconfiguration for establishment of SRB2 and/ or DRBs.

Observation 2: There are some RRCConnectionReconfiguration cases i.e. measurement configuration which can be performed before SMC.
Proposal: SMC should be performed before PDCP reconfiguration, as legacy LTE.
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