3GPP TSG-RAN WG2 #100
R2-1713163
Reno, USA, 27 November - 1 December 2017
Title:
Draft LS to SA3/RAN3 on RAN2 agreements for SCell delay reduction
Response to:
-
Release:
Rel-14
Work Item:
TEI14
Source:
Nokia (to be: 3GPP TSG RAN WG2)
To:
SA3
Cc:
RAN3
Contact Person:


Name:
Tero Henttonen
E-mail Address:
tero.henttonen@nokia.com
Send any reply LS to:
3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org 


1. Overall Description:

RAN2 has discussed the topic of SCell measurements to achieve faster utilization of SCells and decided on the following:

Agreements:

1
UE can be indicated an inter-frequency carrier to measure during the idle state. The inter-frequency measurement operation and requirement is FFS. How fast to report the measurement is FFS. The security issue of report is FFS.

2
It is FFS on whether configuring a SCell to be directly in active state at RRC reconfiguration. 
When discussing the topic, it became apparent that it is not clear whether security would be used when sending the measurement report. Currently RAN2 has assumed that measurement reports are always sent with security activated while in RRC_CONNECTED (e.g. since UE location information can be included), so RAN2 would like feedback on whether this also applies for this case.

If security would be needed, RAN2 would like to understand how that could be applied. In particular, RAN2 has discussed the following solutions:

1) Pre-configured AS security key at eNB and UE: UE and eNB could be provisioned with information to generate a security key. This would require that both UE and eNB can generate the key in a similar manner, and that the generation can be done also while in RRC_IDLE.

2) NAS security key: The UE measurement report could also be encrypted with NAS security key, forwarded to MME who then decrypts the message, and sends it back to eNB at S1 Initial Context Setup.

3) No security key: Since the measurement report would mainly consist of information in response to a SIB5 configuration, it is not clear whether security is needed at all. Therefore, one proposed solution has been to not use security at all for the initial measurement report.

RAN2 would like to understand whether SA3 sees any of these solutions as feasible, and would like SA3 to provide feedback on whether they could be done to Rel-15.

2. Actions:
To: 3GPP TSG SA WG3 group.

ACTION: 
RAN2 respectfully requests SA3 to provide information on whether the RAN2 solutions are feasible, and whether it would be possible to specify them in Rel-15.

3. Date of Next TSG-RAN WG2 Meetings:
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