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1 Introduction

In RAN2 #98 meeting, the following agreements were made on NR access control [1]. 
Agreements

1
RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 

FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).

2
RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS

3
UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE
4
Connection Request will include some information to enable the gNB to decide whether to reject the connection request

FFS whether the information that is included is e.g. provided by NAS, derived from the AC, etc 

FFS for RRC_INACTIVE
On the other hand, SA1 sent an LS on unified Access Control for 5G NR [2] attached with the CR [3]. In this contribution, we discuss the some issues on NR access control taking the LSs into account.
2 Discussion 
To make a unified access baring framework, access category concept has been agreed. According to the attached CR in LS from S1 [3], in unified access control, each access attempt is categorized into one of the access categories. Based on the access control information applicable for the corresponding access category of the access attempt, the UE performs a test whether the actual access attempt can be made or not. The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects). Additionally, the use of legacy access classes 11-15 is supported to potentially allow an access attempt to succeed that otherwise might have been barred. Access categories are as far as possible mutually exclusive and defined by the combination of conditions related to UE and the type of access attempt as listed in Table 1.

Observation 1: Access categories are mutually exclusive and defined by the combination of conditions related to UE and the type of access attempt.

Observation 2: Each access attempt is categorized into one of the access categories
From the attached CR, we can assume that the NAS determines the access category and the access category is provided to the AS and the AS uses the access category to perform a barring check at least in RRC_IDLE. 

Table 1: Access Categories in NR
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control.
	All

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN.
	All

	3
	All except for the cases of access categories 1-2.
	Emergency

	4
	All except for the cases of access categories 1-2.
	MO signalling

	5
	All except for the cases of access categories 1-2.
	MMTEL voice

	6
	All except for the cases of access categories 1-2.
	MMTEL video

	7
	All except for the cases of access categories 1-2.
	SMS

	8
	All except for the cases of access categories 1-2.
	MO data that do not belong to any other access categories

	9-31
	
	Reserved standardized access categories

	32-63
	All except for the cases of access categories 1-2 and except for roaming-UEs
	Based on operator classification


In case of success at barring check, RRC would send the RRC connection request message to the network with some information to enable the gNB to decide whether to reject the connection request. This information may be the RRC establishment cause or access category. The number of access category may be larger than the RRC establishment cause. In addition, some of the access categories for example reserved standardized access categories or operator classified access categories, may not be used in the network. Since it is suitable to keep the RRC establishment request of a compact size, it would be a burden to use the access category instead of the RRC establishment cause. So, it is still beneficial to keep the RRC establishment cause in NR. 

Proposal 1: The RRC establishment cause should be used in RRC connection request in NR.

If proposal 1 is accepted, we think the mapping rule between the RRC establishment cause and access categories may be needed. So, we propose RAN2 discuss further for the mapping rule between the RRC establishment cause and access categories.
Proposal 2: RAN2 discuss further for the mapping rule between the RRC establishment cause and access categories.
The LS from CT1 [4] states that while “it is technically possible to map request for access attempt to a corresponding access category”, this is difficult to do in Connected mode since “…the mapping to an access category when the UE is in connected mode will not be possible without assistance from the OS (Operating System) of the UE. The reason for this is that when the UE is in connected mode, the NAS is not aware if one or more applications or services other than the original requestor (ie the application or service which triggered the transition from idle to connected mode), happen to make use of the connection, since user data goes from the application layer to PDCP without NAS involvement”. 
According to the LS from CT1, a barring check in RRC_CONNECTED may be performed without NAS involvement aware if one or more applications or services other than the original requestor happen to make use of the connection. However, RAN2 already agreed to aims to define the 5G AC mechanism for a UE in RRC_CONNECTED and the attached CR in LS from S1 also has the requirement that The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request). It may have some benefits for access control, for example, to mitigate the free-ride problem in [5]. So we propose access control in RRC_CONNECTED should be discussed further.
Proposal 3: Access control in RRC_CONNECTED should be discussed further.

To perform the barring check for access categories in the AS, barring configuration for the access categories should be broadcasted by gNB. In addition, barring configuration for the access categories is one of basic information required for initial access. Therefore, barring configuration for the access categories should be included in the minimum SI that is always broadcast. Barring configuration may include barring factor, time, bitmap as in LTE and should be mapped per access category.
Proposal 4: The gNB broadcasts barring configuration for Access Categories and it should be included in the minimum SI that is always broadcast.
Proposal 5: Barring configurations should be mapped per access category.  

3 Conclusion

In this paper, the some issues on NR access control was discussed, and we propose:
Proposal 1: The RRC establishment cause should be used in RRC connection request in NR.

Proposal 2: RAN2 discuss further for the mapping rule between the RRC establishment cause and access categories.
Proposal 3: Access control in RRC_CONNECTED should be discussed further.

Proposal 4: The gNB broadcasts barring configuration for Access Categories and it should be included in the minimum SI that is always broadcast.
Proposal 5: Barring configurations should be mapped per access category.  
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