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1. Introduction & Background
In last RAN2#99 meeting, the following agreement was made for eLTE

Agreements

1:
For UEs that are connecting via E-UTRA to 5GC, only NR PDCP is used for the DRBs. Also applicable for option 7 and option 4.

And then in RAN2#99bis meeting, the following had been made
Agreements

1-
Msg 5 is used to indicate the CN type. eNB shall initially configure SRB1 with LTE PDCP. Upon receiving CN Type Selection = 5GCN in Message 5, eLTE eNB reconfigures SRB1 with NR-PDCP

FFS: Whether the reconfiguration to NR PDCP is required before SMC.

2-
If it is found during further work that changes are required in Message 3 for other reasons, then this decision can be revisited (a solution where eNB initially configures SRB1 with NR-PDCP can be adopted)

This contribution is revision of R2-1710951 according to the latest progress made by RAN2. The highlighted FFS is addressed in this document.
2. Discussion
Based on the latest agreements we have made, eNB shall initially configure SRB1 with LTE PDCP. In a general connection set up procedure as following Figure 1
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MSG5 uses LTE SRB1 configuration with CN type indication. According to the SecurityModeCommand message commented in TS 36.331 Annex A.6, the following explanation for SMC
Integrity protection applied, but no ciphering (integrity verification done after the message received by RRC)
It means that the IP check is done after the whole message is received. Considering in eLTE, the core network is 5GC, and the integrity key/algorithm and cipher key/algorithm are both related to 5GC, if SMC is still using LTE PDCP, the UE cannot pass the IP check for LTE PDCP may not support NR IP key/algorithm. Unless the LTE PDCP is enhanced to support the NR IP key/algorithm, or the SMC should use NR PDCP for IP check.
Observation 1: If network changes the SRB PDCP type after the SecurityModeCommand, LTE PDCP should have to support NR Integrity Check key and algorithm, otherwise it could not work for the integrity check on the SMC.
In order not to introduce too much change and burden for LTE PDCP, we think it is necessary to change the SRB1 PDCP type to NR PDCP prior to SMC.
Proposal 1: In eLTE, changing the SRB1 PDCP type to NR PDCP should be prior to SecurityModeCommand. 
After the security is activated, SRB2 can then be configured. Since the security mode is activated, every SRB2 message shoule be using the integrity and ciphering. Based on the previous discussion, LTE PDCP should be avoided to enchance to support NR integrity and ciphering key/algorithm. Thus, the SRB2 should be always configured with NR PDCP.
Proposal 2: In eLTE, SRB2 should always be configured with NR PDCP. 
3. Conclusion

In this contribution, we mainly discussed the issues for SRB configuration in eLTE. Base on the discussion, we have the following observation and proposals:
Observation 1: If network changes the SRB PDCP type after the SecurityModeCommand, LTE PDCP should have to support NR Integrity Check key and algorithm, otherwise it could not work for the integrity check on the SMC.
1) Proposal 1: In eLTE, changing the SRB1 PDCP type to NR PDCP should be prior to SecurityModeCommand. 

2) Proposal 2: In eLTE, SRB2 should always be configured with NR PDCP.[image: image2.png]
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