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Discussion and decision
1 Introduction

This contribution provides details on the 5G AC mechanism for UEs in INACTIVE and IDLE taking into consideration the SA1 agreed CR [1], CT1 LS [3], alternatives in CT1 [4]-[6] and the discussions in RAN2 email discussion[99bis#24][NR] AC. It is important to keep in mind the following points which summarize the key aspects for RAN consideration from [1]:

Point 1) Each access attempt is categorized into one of the access categories where these access categories aim to be mutually exclusive.
Point 2) Each access category has associated a broadcasted barring control information.
Point 3) Different criteria for access control are associated with access categories, and used to determine which access attempt is allowed or blocked based on the applicable access control information.

Point 4) There are standardized access categories and operator-defined access categories (e.g. for applications, network slicing aspects).
	Access category
	High level details

	0
	MT access for paging

	1
	AC 11-15

	2
	Delay tolerant

	3
	Emergency

	4
	MO signaling

	5
	MMTEL voice

	6
	MMTEL video

	7
	SMS

	8
	MO data (not belonging to other access category)

	9   - 31
	Reserved for (future) standardized access categories

	32 - 63
	Operator specific access categories


Point 5) Legacy UE access classes 11-15 still is supported.

Point 6) RAN can apply access control for each CN individually when multiple CN shares the same RAN.

Point 7) 5G unified access control framework is applicable to both NR/5GC and E-UTRA/5GC.

Point 8) 5G unified access control framework is applicable to UEs in RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED at the time of initiating a new access attempt (e.g. new session request).

Point 9) MT access, for paging response, is not subject to access control (same as LTE), but a corresponding access category 0 is defined (e.g. for NAS to categorize the access attempt).
2 Discussion
2.1 5G AC framework
To define 5G AC mechanism, 3GPP specification needs to address at least the following points:

· (1) the determination of the access category, and 

· (2) the handling of access barring for the given access category.

In general, 3GPP is also trying minimize the specification of NAS/AS interactions, aiming to leave the details of UE-internal communication up to UE implementation. We suggest to adopt this as a general principle.

Proposal 1. 5G AC framework should minimize the specification of UE inter-layer interaction (leaving these details up to UE implementation as long as a specified "black-box behaviour" can be achieved without restricting implementation).
2.2 5G AC handling for RRC_IDLE and RRC_INACTIVE

For RRC_INACTIVE, we suggest enabling similar access barring functionality as for RRC_IDLE understanding that UE RRC connection is not active while in RRC_INACTIVE. RAN2 already agreed that RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE.  The categories defined in SA1 CR can be used for both IDLE and INACTIVE if applicable. From AS mechanism, same access barring parameters shall be applicable for the same category for both IDLE and INACTIVE state. To enable 5G AC for UEs in RRC_INACTIVE, UE NAS (e.g. the 5GMM) or the RAB manager/Bearer Control in the user plane needs to be aware when a UE is in RRC_INACTIVE. That way NAS can determine the required access category for the given UL signaling or UP data and deliver it to UE AS. 

Moreover the UE NAS or RAB manager/Bearer Control would need to indicate the same access categories regardless whether all the UE's bearers are suspended (i.e. UE is in RRC_INACTIVE) or released (i.e. UE is in RRC_IDLE).

Proposal 2. The AC mechanism (e.g. access barring parameters) in AS layer is the same for the access attempts (belongs to the same access category) triggered in RRC_IDLE and RRC_INACTIVE. The UE AS layer needs to indicate the “Entry and exit” of RRC_INACTIVE to the NAS layer to help the NAS to apply the same 5G AC mechanism for a UE in RRC_INACTIVE same as for a UE in RRC_IDLE.

2.3 Access categories, establishment cause and call type

From RAN2 point of view, UE RRC considers two kind of information: 

· Access related information of the access, which is the access category (instead of the call type). 

· Establishment cause information, which is shared with the gNB via RRC msg.3.

Proposal 3. RRC does not require call type information (as access category information is used instead).

We could consider that RAN2 needs to wait until RRC msg.3 size is clear before concluding on the relationship between the establishment cause and the access category. This is because: 

· If there is sufficient space in msg.3, then there could be a 1:1 mapping between access category to establishment cause (i.e. same number of access category and establishment cause would be defined). This then could be handled on RRC without NAS impact (i.e. NAS only provides access category to RRC)

· If there is not sufficient space in msg.3, there would be N access categories and M establishment causes where N is greater than M. Then it has to be agreed if NAS could handle the mapping between the access categories and the establishment causes and NAS could then also provide the establishment cause to RRC.

On other hand, it can argued that UE NAS may always need to provide the information on the establishment cause separately, understanding that for a given access request, the barring check may have been performed for more than one access category or different establishment cause may be selected (e.g. a UE which is a member of AC11 and initiates an emergency call might rather want to indicate the establishment cause for "emergency" than the one for access category 1). Therefore UE NAS would provide establishment cause, which would be based on one of the previous access categories.

Proposal 4. UE NAS provides establishment cause information to UE RRC, with the establishment cause being associated with the access categories for which the barring check was performed previously.
2.4 Determination of the access category
A new access attempt could be triggered by any of the following layers:
a) Upper layer not under 3GPP control (such as application, operating system, or connection manager), which detects that a certain application has started and informs NAS about this.
b) IMS client when an IMS voice/video call is initiated or an SMS over IMS transfer;

c) NAS layer, e.g. when an EMM procedure is initiated, such as, due to mobility (TAU) or due to a request from ESM, or from the RABM (UL packet in the user plane pending);
d) AS layer as discussed in email discussion [99bis#24][NR] AC, in addition to NAS or data triggered RRC signaling:

· the UE may trigger RRC signalling to request on demand SI from network for RRC IDLE/Connected mode and inactive state;
· The UE may trigger RRC signaling to for RAN initiated messages (RNA update, Resume request)
Note that periodic RNAU/TAU were not discussed explicitly (separately) in the email discussion and would need further discussion in RAN2. 
For a, b and c, the access attempt triggered above AS layer, it is desirable to have a unique layer to handle the mapping to an access category and we suggest to handle this in NAS layer. This would avoid the need to define solutions like ACB-skip which was required due to the double barring being applied by the NAS and by the IMS layer. 
When NAS detects that a new access attempt is to be initiated, it could decide on the associated access category(s). I.e. the NAS would be responsible for doing the mapping between new access attempt and the access categories (and to do all the related interactions with RRC layer). For IMS voice/video calls, this would be different from LTE, as the IMS client would not be communicating directly with RRC but with NAS instead. Therefore, new actions would be required between the UE NAS & IMS client: the NAS will need to indicate to IMS client when access is allowed and the IMS client may deliver the SIP signaling to the user plane; and it will need to indicate to the IMS client when access is not allowed due to congestion, and then when congestion is over and barring is alleviated. For the alleviation of barring, it may be possible that (a) NAS explicitly informs the IMS client when barring is alleviated or (b) NAS shares the Tbarring information (timer length) with the IMS client when it informs the client of the barring condition.
Proposal 5. RRC only interacts with UE NAS for the 5G AC mechanism (i.e. there is no direct communication between RRC and other upper layers, such as IMS client, applications or operating system). Final decision to be concluded by CT1.

Observation 1
NAS gets the required information on any access attempt from any upper layer (e.g. IMS client or entity not under 3GPP control) to decide on the access category(s). Final decision and details to be concluded by CT1.

Regarding scenario d above, AS triggered access attempt:
In our view, on demand SI request cannot be counted as an access attempt as the UE have no intention to connect to the network, and the UE cannot enter connected mode based on on demand SI request procedure. To avoid the UE to ask on demand SI in congestion situation, the network could just to not transfer the scheduling info for other SI, or just provide the whole lists. Therefore we do not see the need to have access control for on demand SI.
Proposal 6. Access control is not applicable for on demand SI request.

Based on the discussion above, the only thing left for “scenario d” is the AS triggered access attempt for inactive state UE. To prevent the access of inactive state UE, ACB is the best way. Therefore access control should be applicable for AS triggered access attempt (e.g. resume request, etc) for RRC inactive UE. 
Proposal 7. Access control shall be used for AS triggered access attempt, e.g. resume request, etc for inactive UE.

Regarding the determination of the access category, for AC 0-9 and non-delay tolerant UE, there is no problem to leave it to AS layer by just reuse category defined in CT1, e.g. category 4 for MO signaling. However as defined in SA1 CR [1]:
· NOTE 2: "Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred."
To our understanding even for access attempt triggered by AS layer, an  AC11-15 UE would need to (1st) check whether any of the AC11-15 is unbarred (in which case access category 1 applies for the access attempt), and if not, (2nd) check which other access category applies. As we suggested in proposal 5, NAS should decide on the access category, especially it should decide whether access category 1, 2, or one of the other categories applies. To have unified handling on access category determination and to avoid that AS needs to implement the same logic as NAS to determine whether access category 1 or 2 applies, or that the access category for AC 0-9 and non-delay tolerant UEs are determined  in one layer, but for AC 11-15 or delay tolerant UEs in another layer.

We propose:

Proposal 8. For AS triggered access attempt, AS indicates necessary information to NAS, and the NAS to decide on the access category(s). Final decision and details to be concluded by CT1.
We do not see the need to have different barring handling for NAS MO signalling and AS signalling:

· For AS triggered MO signalling, category 4 MO signalling could be reused for AC 0-9 and non-delay tolerant UE;
· For AS triggered signalling for response of RAN paging, category 0 could be reused;
Proposal 9. For access category for AS triggered access attempt:
· For AS triggered MO signalling, category 4 MO signalling could be reused for AC 0-9 and non-delay tolerant UE;

· For AS triggered signalling for response of RAN paging, category 0 could be reused;
2.5 Rules for access categorization and access barring check
SA1 requirements describe that a single access category 1 is used for AC11-15 and access category 2 is used for EAB/delay tolerant service (including a, b, c categories). This would require that some of the access barring parameters broadcasted by the RAN are checked by the UE even before the access category is decided for the given attempt, as we explained above.

Therefore we suggest capturing the complete 5G AC mechanism in a single specification, leaving the details of the NAS/AS interaction, e.g. for the mapping to access category 1 and 2, up to UE implementation. As NAS layer has a major role when deciding on the access category for a given attempt, we suggest capturing it in the NAS specification.
Proposal 10. 5G AC mechanism, including the determination of the access category and the access barring check, is captured in NAS specification, leaving the decision which aspects are enabled via NAS or AS and the details of the NAS/AS interaction up to UE implementation. 

The following sub-sections describe an alternative approach in case proposal 1 and 10 are not agreeable by RAN2.
2.5.1 Rules for access categorization
For the rules, defining the mapping of access attempts to access categories, 3GPP would also need to discuss how they are made available to the UE, and the details on when and how they are applied in relation to the access category, as well as how this may impact the interaction between the NAS and RRC. 
As explained in proposal 5 and 6, the UE NAS is in charge to apply the rules and convey the applicable access category to the UE AS. Based on SA1 CR, a single access category is triggered per access attempt; although this might not be as straight forward for special access classes (AC11-15) and delay tolerant where more than one access category need to be checked. 
In [3], CT1 also asked this question to RAN2:

Question 9: Will the NR RRC layer provide the part of the barring control information related to determination of access category 1 and access category 2 (as indicated in NOTE 2 and NOTE 3 of Table 6.22.2-1 of TS 22.261) to the layers(s) in charge of access category decision?
For these cases, AS would need to provide NAS with barring information related to AC11-15 so that NAS can decide whether access category 1 is applicable, and with the barring information related to delay tolerant broadcasted by the RAN so that NAS can decide whether access category 2 is applicable. This information could be provided when requested by NAS or unsolicited, i.e. each time the information changes.
Proposal 11. If proposal 10 is not agreed, AS needs to provide NAS with the access barring information associated to AC11-15, and access barring information associated to delay tolerant (if any) as well as other access barring information required by NAS to determine the access category of the given access attempt.

2.5.2 Access barring check
The access barring check for a given access category associated to an access attempt could be handled by:

· (1) RRC, which would require that NAS informs RRC of the access category for which it would like to initiate the access request, or 
· (2) NAS, which would require the RRC to provide barring information to UE NAS, e.g. upon request. 
In our view, it is preferable to leave these details up to UE implementation as explained in proposal 10. If this approach is not agreeable, one possible option is to handle the barring check in RRC (similar to LTE) to avoid that RRC has to provide up to date access barring information to NAS. After the check AS would inform NAS on whether the access is barred or not.

Proposal 12. If proposal 10 is not agreed, UE RRC handles the access barring check for a given access category provided by NAS, and AS informs NAS on whether the access is barred or not.

2.6 Access barring time

It is preferable that access barring time is handled by NAS if NAS performs the barring check (as described as option (2) in the previous sub-clause); otherwise it could be handled by NAS or AS. If it were controlled by AS, AS would need to inform NAS about the alleviation of the congestion. 
Proposal 13. If proposal 10 is agreed, the access barring timer is captured in NAS specification, understanding that its handling is left up to UE implementation. If proposal 10 is not agreed, it is FFS whether the barring time is handled by the RRC or by NAS. 

2.7 Sub-sequent access attempts

While a UE is barred for a given access category "x" (associated barring timer for "x" is running), NAS is allowed to indicate to RRC a sub-sequent request for a different access category "y". (Assuming that NAS is handling the barring timer or that NAS will be informed by AS when the barring timer for "x" has expired, NAS will not indicate a request for the same access category "x" while the barring timer for "x" is running.)
Proposal 14. While a UE is barred for a given access category, NAS could indicate to RRC a sub-sequent request for a different access category.

3 Conclusion

The proposals captured are the following:
Proposal 1. 5G AC framework should minimize the specification of UE's inter-layer interaction (leaving these details up to UE implementation as long as a specified "black-box behaviour" can be achieved without restricting implementation).

Proposal 2. The AC mechanism (e.g. access barring parameters) in AS layer is the same for the access attempts (belongs to the same access category) triggered in RRC_IDLE and RRC_INACTIVE. The UE AS layer needs to indicate the “Entry and exit” of RRC_INACTIVE to the NAS layer to help the NAS to apply the same 5G AC mechanism for a UE in RRC_INACTIVE same as for a UE in RRC_IDLE.

Proposal 3. RRC does not require call type information (as access category information is used instead).

Proposal 4. UE NAS provides establishment cause information to UE RRC, with the establishment cause being associated with the access categories for which the barring check was performed previously.

Observation 1
NAS gets the required information on any access attempt from any upper layer (e.g. IMS client or entity not under 3GPP control) to decide on the access category(s). Final decision and details to be concluded by CT1.
Proposal 5. RRC only interacts with UE NAS for the 5G AC mechanism (i.e. there is no direct communication between RRC and other upper layers, such as IMS client, applications or operating system). Final decision to be concluded by CT1.
Proposal 6. Access control is not applicable for on demand SI request.

Proposal 7. Access control shall be used for AS triggered access attempt, e.g. resume request, etc for RRC inactive UE.

Proposal 8. For AS triggered access attempt, AS indicates necessary information to NAS, and the NAS to decide on the access category(s). Final decision and details to be concluded by CT1.
Proposal 9. For access category for AS triggered access attempt:
· For AS triggered MO signalling, category 4 MO signalling could be reused for AC 0-9 and non-delay tolerant UE;

· For AS triggered signalling for response of RAN paging, category 0 could be reused;
Proposal 10. 105G AC mechanism, including the determination of the access category and the access barring check, is captured in NAS specification, leaving the decision which aspects are enabled via NAS or AS and the details of the NAS/AS interaction up to UE implementation.

Proposal 11.  If proposal 10 is not agreed, AS needs to provide NAS with the access barring information associated to AC11-15, and access barring information associated to delay tolerant (if any) as well as other access barring information required by NAS to determine the access category of the given access attempt.
Proposal 12. If proposal 10 is not agreed, UE RRC handles the access barring check for a given access category provided by NAS, and AS informs NAS on whether the access is barred or not.

Proposal 13. If proposal 10 is agreed, the access barring timer is captured in NAS specification, understanding that its handling is left up to UE implementation. If proposal 10 is not agreed, it is FFS whether the barring time is handled by the RRC or by NAS.
Proposal 14. While a UE is barred for a given access category, NAS could indicate to RRC a sub-sequent request for a different access category.
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