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1 Introduction

In LTE, when access control barring mechanism is applied, if the access control barring check result is blocked, a relative timer is started. And any later access request with the same reason (like MO signalling, MO data, CSFB, SSAC, ACDC) will also be blocked until the timer is stopped or expired.

There are 5 timers defined in LTE RRC for different access control barring mechanisms, different procedures, different establishment cause and call type combinations. And the SSAC barring timer is maintained in IMS. This makes the timer mechanism for 4G access control a little complicated. The RRC timers are T302, T303, T305, T306 and T308.
The timer mechanism has not been decided for the discussing 5G unified access control yet. In this contribution, we present our proposal for this issue.
2 Discussion
There are 3 approaches can be think of. The First is single timer for all access categories. The Second is that one timer maps to one access category, The Third is that one timer maps to several access categories.

Single timer for all access categories mechanism is simple but its disadvantage is mentioned in Qualcomm’s contribution [1], “The drawback is that a timer running for a lower priority access category can prevent a higher priority attempt.”
For one timer maps to one category mechanism, the advantage is clear and the disadvantage is that there are too many timers defined in the spec and also the access attempts with higher priority access categories might be blocked as the barring timers for the higher priority access categories are running while the access attempts with lower priority access categories might pass the access barring check due to the random nature of the check method.
For one timer maps to several categories mechanism, the advantage is flexible and the disadvantage is the two problems mentioned above both exist. For the group of the categories that map to a timer, the same problem of the single timer for all categories may happen. And for the different groups of the categories that map to different timers, the same problem of the one timer maps to one category may happen.

Observation 1: Both single timer and multiple timers approaches have its own problem to solve.
In our understanding, each access category has its own priority for access the network. And this priority might change from one operator to another operator, from one cell to another cell and from one period to another period.

Proposal 1: Each access category should have a relative and changeable attribution of priority.
With this priority attribution of access category, there is a simple approach to solve the problems mentioned in Observation 1. We can adopt the single timer approach to simplify the mechanism. Different with 4G access barring timers, the new 5G unified single access control barring timer has a priority attribution, which is same as the attribution of the proposed one for each access category in Proposal 1.
Following is the detail processing mechanism. 

1. When the access control barring timer is not running, new access attempt need to do the barring check. If the barring check result is pass, the access attempt is allowed. On contrary, if the barring check result is block, the access attempt is denied and the access barring timer is started with the access category priority of the access attempt.

2. When the access control barring timer is running, another access attempt comes. If the priority of the access category of the access attempt is lower than or equal to the timer’s priority, the access attempt is denied. 
3. When the access control barring timer is running, the barring check will only be done for the access attempt whose access category priority is higher than the timer’s priority. If the barring check result is pass, the access attempt is allowed. Otherwise, the access attempt is denied and the timer is restarted with the access category priority of the access attempt.
In addition, the priority of those access categories which are not barred currently need not to be indicated to the UE since they will pass the check anyway to reduce the system cost. A highest priority can be defined for those unbarred access categories and the access attempts with those access categories are allowed without barring check.
With the mechanism mentioned above, the single access control barring timer running for a lower priority access category will not block an access attempt with higher priority access category. And a lower priority access category will not be allowed while an access attempt with higher priority access category has been blocked and the single access control barring timer for this higher blocked attempt is running.
Proposal 2: RAN2 discuss access control mechanism of a single timer with priority attribution.
3 Conclusion

Observation 1: Both single timer and multiple timers approaches have its own problem to solve.
Proposal 1: Each access category should have a relative and changeable attribution of priority.
Proposal 2: RAN2 discuss access control mechanism of a single timer with priority attribution.
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