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1 Introduction

For the SCG failure case, RAN2 agreed that the SCG configuration failure on SRB3 will trigger the SCG failure procedure. Then the SCG transmissions will be suspended for all radio bearers on SCG. The corresponding agreements were specified as follows in TS37.340:

In EN-DC and NGEN-DC, the following failure cases are supported:

-
SCG RLF;

-
SN change failure;

-
SCG configuration failure (only for messages on SRB3);

-
SCG RRC integrity check failure (on SRB3);
In EN-DC and NGEN-DC, upon SCG failure the UE suspends SCG transmissions for all radio bearers and reports the SCG Failure Information to the MN, instead of triggering re-establishment.
In this paper, we will further discuss the details regarding how to deal with SCG configuration or reconfiguration failure on SRB3, and provide our proposals accordingly.
2 Discussion

The intention of introducing SRB3 is fast reconfiguration for SCG, especially in the high frequency NR scenario. SRB3 may be used to send SN RRC Reconfiguration, SN RRC Reconfiguration Complete and SN Measurement Report messages, only in procedures where the MN is not involved [1].
If the configuration or reconfiguration parameters are not accepted by the SCG, then the SCG configuration failure will be declared and the SCG failure will be triggered. Then SCG transmissions will be suspended. If the service flow is mapped to the SCG bearer, the service will be suspended due to the SCG failure.

From the end user experience point of view, it is not good that the SCG failure is triggered only for the reason that the new configuration or reconfiguration parameters are not accepted by the UE.

There are 2 use cases of the SN RRC Reconfiguration:

Case 1: SN RRC Reconfiguration contains the new Scell configuration in the SCG.

Case 2: SN RRC Reconfiguration only contains the reconfiguration of current Scells in the SCG.
For the case 1, if the UE cannot comply the new Scell or the parameters for the new Scell, the UE can continue to use the configuration and Scells prior to the new configuration arrival. For the case 2, if the UE cannot comply the new parameters, the UE can continue to use the configuration prior to the new configuration arrival. The UE can reply the SN RRC Reconfiguration Reject/failure in response to SN RRC Reconfiguration. If so, the service on SCG can continue instead of triggering the SCG failure procedure.

Proposal 1: The SCG failure will be not triggered due to SCG configuration or reconfiguration failure.

Proposal 2: SN RRC Reconfiguration Failure message could be defined to reply the network about the new SCG configuration or reconfiguration failure.
3 Conclusions:

In this contribution, we discuss how to deal with SCG configuration or reconfiguration failure on SRB3:

Proposal 1: The SCG failure will be not triggered due to SCG configuration or reconfiguration failure.

Proposal 2: SN RRC Reconfiguration Failure message could be defined to reply the network about the new SCG configuration or reconfiguration failure.
4 References:

[1]. 37.340;
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4.1 7.5
SRB3

The decision to establish SRB3 is taken by the SN, which provides the SRB3 configuration using an SN RRC message. SRB3 establishment and release can be done at Secondary Node Addition and Secondary Node Change. SRB3 reconfiguration can be done at Secondary Node Modification procedure.

Editor’s note: It is FFS whether SRB3 establishment and release can also be done at Secondary Node Modification.
SRB3 may be used to send SN RRC Reconfiguration, SN RRC Reconfiguration Complete, SN RRC Reconfiguration Failure and SN Measurement Report messages, only in procedures where the MN is not involved. SN RRC Reconfiguration Complete messages are mapped to the same SRB as the message initiating the procedure. SN RRC Reconfiguration Failure messages are mapped on the SRB3 and used only when the corresponding SN RRC Reconfiguration messages are mapped on the SRB3 if configured. SN Measurement Report messages are mapped to SRB3, if configured, regardless of whether the configuration is received directly from the SN or via the MN. No MN RRC messages are mapped toSRB3.
SRB3 is modelled as one of the SRBs defined in TS 38.331 [4] and uses the NR-DCCH logical channel type. RRC PDUs on SRB3 are ciphered and integrity protected using NR PDCP, with security keys derived from S-KgNB. The SN selects ciphering and integrity protection algorithms for the SRB3 and provides them to the MN within the SCG Configuration for transmission to the UE.

NOTE:
A NR SCG RRC message sent via E-UTRA MCG SRB is protected by E-UTRA MCG SRB security (NR security is not used in this case).

SRB3 is of higher scheduling priority than all DRBs. The default scheduling priorities of MCG split SRB1 and SRB3 are the same.
There is no requirement on the UE to perform any reordering of RRC messages between SRB1 and SRB3.

When SCG is released, SRB3 is released.

4.2 7.6
Split SRB

MCG split SRB is supported for both SRB1 and SRB2 (MCG split SRB is not supported for SRB0). RRC PDUs on MCG split SRB are ciphered and integrity protected using NR PDCP.

MCG split SRB can be configured by the MN in Secondary Node Addition and/or Modification procedure, with SN configuration part provided by the SN. A UE can be configured with both MCG split SRB and SRB3 simultaneously. SRB3 and the SCG leg of MCG split SRB can be independently configured,

For the MCG split SRB, the selection of transmission path in downlink depends on network implementation. For uplink, the UE is configured via MN RRC signalling whether to use MCG path, SCG path or duplicate the transmission on both MCG and SCG.
Editor’s note: Behaviour in case of SCG failure when SCG is the configured path is FFS.
4.3 7.7
SCG/MCG failure handling

If radio link failure is detected for MCG, the UE initiates the RRC connection re-establishment procedure with the Pcell. 

In EN-DC and NGEN-DC, the following failure cases are supported:
-
SCG RLF;

-
SN change failure;


-
SCG RRC integrity check failure (on SRB3);
Editor’s note: FFS whether the agreement above (formally taken explicitly referring to the case where the MN is an eNB) can be extended to all MR-DC cases
Editor’s note: FFS whether exceeding the maximum uplink transmission timing difference is also supported (if MR-DC supports the synchronised operation case which is RAN1 decision)

In EN-DC and NGEN-DC, upon SCG failure the UE suspends SCG transmissions for all radio bearers and reports the SCG Failure Information to the MN, instead of triggering re-establishment.
Editor’s note: FFS whether the agreement above (formally taken explicitly referring to the case where the MN is an eNB) can be extended to all MR-DC cases.

In all SCG failure cases, the UE maintains the current measurement configurations from both the MN and the SN and the UE continues measurements based on configuration from the MN and the SN. The SN measurements configured to be routed via the MN will continue to be reported after the SCG failure.

The UE includes in the SCG Failure Information message the measurement results available according to current measurement configuration of both the MN and the SN.
The MN handles the SCG Failure Information message and may decide to keep, change, or release the SN/SCG. In all the cases, the measurement results according to the SN configuration may be forwarded to the old SN and/or to the new SN.
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