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8.1.12.5
Unsuccessful verification of IE 'UE ciphering capabilities'

If the received IE 'UE ciphering capabilities' is not the same as indicated by variable UE_CAPABILITY_TRANSFERRED, the UE shall release all its radio resources, enter idle mode and the procedure ends on the UE side. Actions the UE shall perform when entering idle mode are given in subclause 8.5.2.

8.1.12.6
Reception of SECURITY MODE COMPLETE message by the UTRAN

UTRAN should apply integrity protection on the received SECURITY MODE COMPLETE message and all subsequent messages. When UTRAN has received a SECURITY MODE COMPLETE message and the integrity protection has successfully been applied, the procedure ends.

8.1.12.7 Invalid SECURITY MODE COMMAND message

If the SECURITY MODE COMMAND message contains a protocol error causing the procedure to fail as defined in clause 16, the UE shall perform procedure specific error handling as follows:
· Transmit a SECURITY MODE FAILURE message on the uplink DCCH using AM RLCand set the IE "failure cause" the cause value "protocol error".

· Include the IE “Protocol error information” with contents according to clause 16.

· When the transmission of the SECURITY MODE FAILURE message has been confirmed by RLC, the UE shall resume normal operation as if the invalid SECURITY MODE COMMAND message has not been received and the procedure ends.

8.2.1.8
Incompatible simultaneous reconfiguration

If the variable ORDERED_CONFIG is set upon the reception of the RADIO BEARER SETUP message, the UE shall 

-
keep the old configuration as before the RADIO BEARER SETUP message was received

-
transmit an RRC STATUS message on the DCCH using AM RLC. The IE “Protocol error cause” shall be set to “Message not compatible with receiver state”. When the transmission of RRC STATUS message has been confirmed by RLC the procedure ends and the UE shall clear the variable ORDERED_CONFIG and resume normal operation as if no RADIO BEARER SETUP message had been received.

8.2.1.9
Invalid RADIO BEARER SETUP message
If the variable ORDERED_CONFIG is not set and the RADIO BEARER SETUP message contains a protocol error causing the procedure to fail as defined in clause 16, the UE shall perform procedure specific error handling as follows:
· Transmit a RADIO BEARER SETUP FAILURE message on the uplink DCCH using AM RLCand set the IE "failure cause" the cause value "protocol error".
· Include the IE “Protocol error information” with contents according to clause 16.
· When the transmission of the RADIO BEARER SETUP FAILURE message has been confirmed by RLC, the UE shall resume data transmission on RB 2 and upwards if RLC-AM or RLC-UM is used on those radio bearers.  The UE shall resume normal operation as if the invalid RADIO BEARER SETUP message has not been received and the procedure ends.
8.2.2.13
Incompatible simultaneous reconfiguration

If the variable ORDERED_CONFIG is set upon the reception of the RADIO BEARER RECONFIGURATION message, the UE shall 

-
keep the old configuration as before the RADIO BEARER RECONFIGURATION message was received

-
transmit an RRC STATUS message on the DCCH using AM RLC. The IE “Protocol error cause” shall be set to “Message not compatible with receiver state”. When the transmission of RRC STATUS message has been confirmed by RLC the procedure ends and the UE shall clear the variable ORDERED_CONFIG and resume normal operation as if no RADIO BEARER RECONFIGURATION message had been received.

8.2.2.14
Invalid RADIO BEARER RECONFIGURATION message

If the variable ORDERED_CONFIG is not set and the RADIO BEARER RECONFIGURATION message contains a protocol error causing the procedure to fail as defined in clause 16, the UE shall perform procedure specific error handling as follows:
· Transmit a RADIO BEARER RECONFIGURATION FAILURE message on the uplink DCCH using AM RLCand set the IE "failure cause" the cause value "protocol error".

· Include the IE “Protocol error information” with contents according to clause 16.

· When the transmission of the RADIO BEARER RECONFIGURATION FAILURE message has been confirmed by RLC, the UE shall resume data transmission on RB 2 and upwards if RLC-AM or RLC-UM is used on those radio bearers.  The UE shall resume normal operation as if the invalid RADIO BEARER RECONFIGURATION message has not been received and the procedure ends.

8.2.3.9
Incompatible simultaneous reconfiguration

If the variable ORDERED_CONFIG is set upon the reception of the RADIO BEARER RELEASE message, the UE shall 

-
keep the old configuration as before the RADIO BEARER RELEASE message was received

-
transmit an RRC STATUS message on the DCCH using AM RLC. The IE “Protocol error cause” shall be set to “Message not compatible with receiver state”. When the transmission of RRC STATUS message has been confirmed by RLC the procedure ends and the UE shall clear the variable ORDERED_CONFIG and resume normal operation as if no RADIO BEARER RELEASE message had been received.

8.2.3.10
Invalid RADIO BEARER RELEASE message

If the variable ORDERED_CONFIG is not set and the RADIO BEARER RELEASE message contains a protocol error causing the procedure to fail as defined in clause 16, the UE shall perform procedure specific error handling as follows:
· Transmit a RADIO BEARER RELEASE FAILURE message on the uplink DCCH using AM RLCand set the IE "failure cause" the cause value "protocol error".

· Include the IE “Protocol error information” with contents according to clause 16.

· When the transmission of the RADIO BEARER RELEASE FAILURE message has been confirmed by RLC, the UE shall resume data transmission on RB 2 and upwards if RLC-AM or RLC-UM is used on those radio bearers.  The UE shall resume normal operation as if the invalid RADIO BEARER RELEASE message has not been received and the procedure ends.

8.2.4.12
Incompatible simultaneous reconfiguration

If the variable ORDERED_CONFIG is set upon the reception of the TRANSPORT CHANNEL RECONFIGURATION message, the UE shall 

-
keep the old configuration as before the TRANSPORT CHANNEL RECONFIGURATION message was received

-
transmit an RRC STATUS message on the DCCH using AM RLC. The IE “Protocol error cause” shall be set to “Message not compatible with receiver state”. When the transmission of RRC STATUS message has been confirmed by RLC the procedure ends and the UE shall clear the variable ORDERED_CONFIG and resume normal operation as if no TRANSPORT CHANNEL RECONFIGURATION message had been received.

8.2.4.13
Invalid TRANSPORT CHANNEL RECONFIGURATION message

If the variable ORDERED_CONFIG is not set and the TRANSPORT CHANNEL RECONFIGURATION message contains a protocol error causing the procedure to fail as defined in clause 16, the UE shall perform procedure specific error handling as follows:
· Transmit a TRANSPORT CHANNEL RECONFIGURATION FAILURE message on the uplink DCCH using AM RLCand set the IE "failure cause" the cause value "protocol error".

· Include the IE “Protocol error information” with contents according to clause 16.

· When the transmission of the TRANSPORT CHANNEL RECONFIGURATION FAILURE message has been confirmed by RLC, the UE shall resume data transmission on RB 2 and upwards if RLC-AM or RLC-UM is used on those radio bearers.  The UE shall resume normal operation as if the invalid TRANSPORT CHANNEL RECONFIGURATION message has not been received and the procedure ends.

8.2.5.4
Incompatible simultaneous reconfiguration

If the variable ORDERED_CONFIG is set, the UE shall 

-
keep the TFC subset as before the TRANSPORT FORMAT COMBINATION CONTROL message was received

-
transmit a TRANSPORT FORMAT COMBINATION CONTROL FAILURE message on the DCCH using AM RLC. The UE shall set the IE "failure cause" to "incompatible simultaneous reconfiguration". When the transmission of TRANSPORT FORMAT COMBINATION CONTROL FAILURE message has been confirmed by RLC the procedure ends.

8.2.5.5
Invalid TRANSPORT FORMAT COMBINATION CONTROL message

If the variable ORDERED_CONFIG is not set and the TRANSPORT FORMAT COMBINATION CONTROL message contains a protocol error causing the procedure to fail as defined in clause 16, the UE shall perform procedure specific error handling as follows:
· Transmit a TRANSPORT FORMAT COMBINATION CONTROL FAILURE message on the uplink DCCH using AM RLCand set the IE "failure cause" the cause value "protocol error".

· Include the IE “Protocol error information” with contents according to clause 16.

· When the transmission of the TRANSPORT FORMAT COMBINATION CONTROL FAILURE message has been confirmed by RLC, the UE shall resume data transmission on RB 2 and upwards if RLC-AM or RLC-UM is used on those radio bearers.  The UE shall resume normal operation as if the invalid TRANSPORT FORMAT COMBINATION CONTROL message has not been received and the procedure ends.

8.2.6.12
Incompatible simultaneous reconfiguration

If the variable ORDERED_CONFIG is set upon the reception of the PHYSICAL CHANNEL RECONFIGURATION message, the UE shall 

-
keep the old configuration as before the PHYSICAL CHANNEL RECONFIGURATION message was received

-
transmit an RRC STATUS message on the DCCH using AM RLC. The IE “Protocol error cause” shall be set to “Message not compatible with receiver state”. When the transmission of RRC STATUS message has been confirmed by RLC the procedure ends and the UE shall clear the variable ORDERED_CONFIG and resume normal operation as if no PHYSICAL CHANNEL RECONFIGURATION message had been received.

8.2.4.13
Invalid PHYSICAL CHANNEL RECONFIGURATION message

If the variable ORDERED_CONFIG is not set and the PHYSICAL CHANNEL RECONFIGURATION message contains a protocol error causing the procedure to fail as defined in clause 16, the UE shall perform procedure specific error handling as follows:
· Transmit a PHYSICAL CHANNEL RECONFIGURATION FAILURE message on the uplink DCCH using AM RLCand set the IE "failure cause" the cause value "protocol error".

· Include the IE “Protocol error information” with contents according to clause 16.

· When the transmission of the PHYSICAL CHANNEL RECONFIGURATION FAILURE message has been confirmed by RLC, the UE shall resume data transmission on RB 2 and upwards if RLC-AM or RLC-UM is used on those radio bearers.  The UE shall resume normal operation as if the invalid PHYSICAL CHANNEL RECONFIGURATION message has not been received and the procedure ends.

8.3.3.4
Reception of an RNTI REALLOCATION COMPLETE message by the UTRAN

When the network receives RNTI REALLOCATION COMPLETE message, UTRAN may delete any old C-RNTI and old U-RNTI. The procedure ends.

8.3.3.5
Invalid RNTI REALLOCATION message

If the RNTI REALLOCATION message contains a protocol error causing the procedure to fail as defined in clause 16, the UE shall perform procedure specific error handling as follows:
· Transmit a RNTI REALLOCATION FAILURE message on the uplink DCCH using AM RLCand set the IE "failure cause" the cause value "protocol error".

· Include the IE “Protocol error information” with contents according to clause 16.

· When the transmission of the RNTI REALLOCATION FAILURE message has been confirmed by RLC, the UE shall resume normal operation as if the invalid RNTI REALLOCATION message has not been received and the procedure ends.

8.3.4.7
Incompatible simultaneous reconfiguration

If any of the variables ORDERED_CONFIG or ORDERED_ASU are set, the UE shall: 

-
Transmit an RRC STATUS message on the DCCH using AM RLC. The IE “Protocol error cause” shall be set to “Message not compatible with receiver state”.
-
When the transmission of the RRC STATUS message has been confirmed by RLC the procedure ends and the UE shall keep the active set and the contents of the variable ORDERED_ASU, as it was before the ACTIVE SET UPDATE message was received.

8.2.4.13
Invalid ACTIVE SET UPDATE message

If none of the variables ORDERED_CONFIG or ORDERED_ASU are set and the ACTIVE SET UPDATE message contains a protocol error causing the procedure to fail as defined in clause 16, the UE shall perform procedure specific error handling as follows:
· Transmit a ACTIVE SET UPDATE FAILURE message on the uplink DCCH using AM RLCand set the IE "failure cause" the cause value "protocol error".

· Include the IE “Protocol error information” with contents according to clause 16.

· When the transmission of the ACTIVE SET UPDATE FAILURE message has been confirmed by RLC, the UE shall resume normal operation as if the invalid ACTIVE SET UPDATE message has not been received and the procedure ends.

8.3.7.5a
Invalid INTER-SYSTEM HANDOVER COMMAND message

If the INTER-SYSTEM HANDOVER COMMAND message contains a protocol error causing the procedure to fail as defined in clause 16, the UE shall perform procedure specific error handling as follows:
· Transmit a INTER-SYSTEM HANDOVER FAILURE message on the uplink DCCH using AM RLCand set the IE "failure cause" the cause value "protocol error".

· Include the IE “Protocol error information” with contents according to clause 16.

· When the transmission of the INTER-SYSTEM HANDOVER FAILURE message has been confirmed by RLC, the UE shall resume normal operation as if the invalid INTER-SYSTEM HANDOVER COMMAND message has not been received and the procedure ends.

8.3.7.6
Reception of an INTER-SYSTEM HANDOVER FAILURE message by UTRAN

Upon receiving an INTER-SYSTEM HANDOVER FAILURE message, UTRAN may release the resources in the other radio access system.

8.3.7.5a
Invalid MEASUREMENT CONTROL message

If the MEASUREMENT CONTROL message contains a protocol error causing the procedure to fail as defined in clause 16, the UE shall perform procedure specific error handling as follows:
· Transmit a MEASUREMENT CONTROL FAILURE message on the uplink DCCH using AM RLCand set the IE "failure cause" the cause value "protocol error".

· Include the IE “Protocol error information” with contents according to clause 16.

· When the transmission of the MEASUREMENT CONTROL FAILURE message has been confirmed by RLC, the UE shall resume normal operation as if the invalid MEASUREMENT CONTROL message has not been received and the procedure ends.

8.4.1.5
Reception of the MEASUREMENT CONTROL FAILURE message by the UTRAN

When the UTRAN receives a MEASUREMENT CONTROL FAILURE message the procedure ends.

10.1.1.14
RNTI REALLOCATION COMPLETE

This message is used to confirm the new RNTI information for the UE.


RLC-SAP: AMt.b.d. 


Logical channel: DCCH 


Direction: UE(UTRAN

Information Element
Presence
Multi
IE type and reference
Semantics description

Message Type
M




UE information elements





Integrity check info
O




10.1.1.14a
RNTI REALLOCATION FAILURE

This meessage is sent to indicate a failure to act on a received RNTI REALLOCATION message.

RLC-SAP: AM

Logical channel: DCCH

Direction:  UE(UTRAN

Information Element
Presence
Multi
IE type and reference
Semantics description

Message Type
M




UE information elements





Integrity check info
O




Failure cause
M




Other information elements





Protocol error information
C-ProtErr




Condition
Explanation

ProtErr
If the IE “Failure cause” has the value “Protocol error”

10.1.5.3
PHYSICAL CHANNEL RECONFIGURATION FAILURE

NOTE:
Functional description of this message to be included here


RLC-SAP: AM 


Logical channel: DCCH 


Direction: UE(UTRAN

Information Element
Presence
Multi
IE type and reference
Semantics description

Message Type
M




UE information elements





Integrity check info
O




Failure cause
M




Other information elements





Protocol error information
C-ProtErr




Condition
Explanation

ProtErr
If the IE “Failure cause” has the value “Protocol error”

10.1.5.6
RADIO BEARER RECONFIGURATION FAILURE

NOTE:
Functional description of this message to be included here


RLC-SAP: AM 


Logical channel: DCCH 


Direction: UE(UTRAN

Information Element
Presence
Multi
IE type and reference
Semantics description

Message Type
M




UE information elements





Integrity check info
O




Failure cause
M




Other information elements





Protocol error information
C-ProtErr




Condition
Explanation

ProtErr
If the IE “Failure cause” has the value “Protocol error”

10.1.5.9
RADIO BEARER RELEASE FAILURE

NOTE:
Functional description of this message to be included here


RLC-SAP: AM 


Logical channel: DCCH 


Direction: UE(UTRAN

Information Element
Presence
Multi
IE type and reference
Semantics description

Message Type
M




UE information elements





Integrity check info
O




Failure cause
M




Other information elements





Protocol error information
C-ProtErr




Condition
Explanation

ProtErr
If the IE “Failure cause” has the value “Protocol error”

10.1.5.12
RADIO BEARER SETUP FAILURE

NOTE:
Functional description of this message to be included here


RLC-SAP: AM 


Logical channel: DCCH 


Direction: UE(UTRAN

Information Element
Presence
Multi
IE type and reference
Semantics description

Message Type
M




UE information elements





Integrity check info
O




Failure cause
M




Other information elements





Protocol error information
C-ProtErr




Condition
Explanation

ProtErr
If the IE “Failure cause” has the value “Protocol error”

10.1.5.15
TRANSPORT CHANNEL RECONFIGURATION FAILURE

NOTE:
Functional description of this message to be included here


RLC-SAP: AM 


Logical channel: DCCH 


Direction: UE(UTRAN

Information Element
Presence
Multi
IE type and reference
Semantics description

Message Type
M




UE information elements





Integrity check info
O




Failure cause
M




Other information elements





Protocol error information
C-ProtErr




Condition
Explanation

ProtErr
If the IE “Failure cause” has the value “Protocol error”

10.1.5.17
TRANSPORT FORMAT COMBINATION CONTROL FAILURE

This message is sent to indicate that a received TRANSPORT FORMAT COMBINATION CONTROL message could not be handled by the UE.


RLC-SAP: AM


Logical channel: DCCH


Direction: UE(UTRAN

Information Element
Presence
Multi
IE type and reference
Semantics description

Message Type
M




UE information elements





Integrity check info
O




Failure cause
M




Other information elements





Protocol error information
C-ProtErr




Condition
Explanation

ProtErr
If the IE “Failure cause” has the value “Protocol error”

10.1.7.6a
SECURITY MODE FAILURE

This meessage is sent to indicate a failure to act on a received SECURITY MODE CONTROL message.
RLC-SAP: AM

Logical channel: DCCH

Direction:  UE(UTRAN
Information Element
Presence
Multi
IE type and reference
Semantics description

Message Type
M




UE information elements





Integrity check info
O




Failure cause
M




Other information elements





Protocol error information
C-ProtErr




Condition
Explanation

ProtErr
If the IE “Failure cause” has the value “Protocol error”

10.1.7.7 
RRC STATUS

This message is sent to indicate a protocol error.

RLC-SAP: AM

Logical channel: DCCH

Direction:  UE(UTRAN
Information Element
Presence
Multi
IE type and reference
Semantics description

Message Type
M




UE information elements





Integrity check info
O




Other information elements





Protocol error information
M










10.2.3.31
Failure cause

Cause for failure to perform the requested procedure. 

Information Element/Group name
Presence
Range
IE type and reference
Semantics description

Failure cause
M

Enumerated (Configuration unacceptable, physical channel failure, incompatible simultaneous reconfiguration,

protocol error)


10.2.3.x
Protocol error cause

Information Element/Group name
Presence
Multi
IE type and reference
Semantics description

Protocol error cause
M

Enumerated (
Transfer syntax error

,

Message type non-existent or not implemented
,

Message not compatible with receiver state

,

Information element value not comprehended
,

Message extension not comprehended
 )


10.2.8.a
Protocol error information
This information element contains diagnostics information returned by the receiver of a message that was not completely understood. 
Information Element/Group name
Presence
Multi
IE type and reference
Semantics description

Error information

0 to <maxNoOfErrors>



> Protocol error cause
M




> IE identity
C-IEvalue




> Extension identity
C-Extension




Condition
Explanation

IEvalue
If the IE “Protocol error cause” has the value “Information element value not comprehended”

Extension
If the IE “Protocol error cause” has the value “Message extension not comprehended”

Multi Bound
Explanation

MaxNoOfErrors
Maximum number or errors that can be reported with this IE.

10.2.8.b
IE identity

This information element identifies an information element, which value was not comprehended.

Information Element/Group name
Presence
Multi
IE type and reference
Semantics description

IE identity
M

Integer(0..4095)


10.2.8.c
Extension identity
This information element identifies an extension in a received message.

Information Element/Group name
Presence
Multi
IE type and reference
Semantics description

Extension identity
M

Integer(0..255)


16
Handling of unknown, unforeseen and erroneous protocol data

16.1 General

This section specifies procedures for the handling of unknown, unforeseen, and erroneous protocol data by the receiving entity. These procedures are called "error handling procedures", but in addition to provide recovery mechanisms for error situations they define a compatibility mechanism for future extensions of the protocol.
The error handling procedures specified in this section shall apply to all RRC messages. When there is a specific handling for messages received on different logical channels this is specified.
The procedures specified in clause 8 are applied only for the messages passing the checks as defined below, except when procedure specific handling is used to recover from the error. If procedure specific error handling is used, 
16.2
Transfer syntax error
If the UE receives a message on the DCCH with a transfer syntax error it shall perform the following:

-
Transmit an RRC STATUS message on the uplink DCCH. The IE “Protocol error information” shall contain an IE “Protocol error cause” set to “Transfer syntax error”.

-
When the transmission of the RRC STATUS message has been confirmed by RLC, the UE shall resume normal operation as if the invalid message has not been received.
If the UE receives a message on the BCCH, PCCH or CCCH with a transfer syntax error it shall ignore the message.
16.3
Unknown or unforeseen message type

If a UE receives an RRC message on the DCCH with a message type not defined or not implemented by the UE it shall:

-
Transmit an RRC STATUS message on the uplink DCCH. The IE “Protocol error information” shall contain an IE “Protocol error cause” set to “Message type non-existent or not implemented”.

-
When the transmission of the RRC STATUS message has been confirmed by RLC, the UE shall resume normal operation as if the invalid message has not been received.
If the UE receives a message on the BCCH, PCCH or CCCH with a message type not defined or not implemented by the UE it shall ignore the message.
16.4 Unknown or unforeseen information element value, mandatory information element

If the UE receives an RRC message on the DCCH, or addressed to the UE on the CCCH, with a mandatory IE having a value outside the defined value range or with a value defined as being “spare” the UE shall
-
Consider the IE as not comprehended 

-
Consider the procedure belonging to the received message as being failed and perform procedure specific error handling.

-
The IE “Protocol error information” shall contain an IE “Protocol error cause” set to “Information element value not comprehended” and an IE “IE Identity” set to the value of the IE identity defined in clause 11 for the IE that was not comprehended.

If the UE receives an RRC message on the BCCH or PCCH with a mandatory IE having a value outside the defined value range or with a value defined as being “spare” it shall 

-
Consider the IE as not comprehended 

-
Ignore the message
16.5 Unknown or unforeseen information element value, optional information element
If the UE receives an RRC message on the DCCH, or addressed to the UE on the CCCH, with an optional IE having a value outside the defined value range or with a value defined as being “spare” and the criticality for that IE is specified as “ignore”, it shall 
-
Consider the IE as not comprehended and ignore the IE
-
Treat the rest of the message as if the IE was not present according to the procedure belonging to the received message
If the UE receives an RRC message on the DCCH, or addressed to the UE on the CCCH, with an IE having a value outside the defined value range or with a value defined as being “spare” and the criticality for that IE is specified as “reject”, it shall 

-
Consider the IE as not comprehended 

-
Consider the procedure belonging to the received message as being failed and perform procedure specific error handling.
-
The IE “Protocol error information” shall contain an IE “Protocol error cause” set to “Information element value not comprehended” and an IE “IE Identity” set to the value of the IE identity defined in clause 11 for the IE that was not comprehended.

If the UE receives an RRC message on the BCCH or PCCH with an optional IE having a value outside the defined value range or with a value defined as being “spare” it shall 
-
Consider the IE as not comprehended and ignore the IE

-
Treat the rest of the message as if the IE was not present according to the procedure belonging to the received message

16.6 Unexpected extension
If the UE recieves a message on the DCCH with an extension, for which a content is not defined, and therefore not expected, the UE shall check the value of the IE “Criticality indicator” part that extension.

If the IE “Criticality indicator” is set to “Ignore”, the UE shall ignore the content of the extension and the message contents after the extension, but threat the parts of the message up to the extension normally.

If the IE “Criticality indicator” is set to “Reject”, the UE shall:

-
Consider the procedure belonging to the received message as failed and perform procedure specific error handling.  
-
The IE “Protocol error information” shall contain an IE “Protocol error cause” set to “Message extension not comprehended”. It shall also contain an IE “Extension identity” with a value set to the number of the extension that triggered the RRC STATUS message, assuming an increasing numbering of the extensions present in the received message with the first extension numbered to 0.
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7)
Between group of changed pages in the CR, insert a section break (insert / break / next page/)


8)
When all the changes have been made (using the "tools / track changes" feature of MS Word 97), the headers and page number need to be corrected other the headers will contain an error message like "error, reference not found". You can fix this by changing to page layout mode (view / page layout) to see the headers. Then, go to the menu item "view / header and footer", select the frame that contains the error message(s) ini the header and delete them (there are normally 2). Do not delete the page number in the middle. On the left side, write the spec name and current version number For example, "3G TS 21.111 version 3.0.0 (1999-04)". Go back to normal view.


9) 
For each group of changes, insert the correct starting page number. The number should be that which is a clean unmodified specification. It is only a guide to the reader only and so they can be +/- 1 page number wrong. Insert the page number using the following method. Go to the line following the first section break in your CR. Choose the menu item insert / page number / format / start at and insert the correct starting page number for that group of changes. click "OK" and then "CLOSE" (don't press "OK" at this last step). Repeat this step for each section break.


10)
When you have finished making all changes, go to "tools / track changes / highlight changes" and uncheck the "track changes while editing" box, otherwise the page numbers in the headers will be difficult to read. Make sure that the two other options in this box (highlight changes on screen" and "highlight changes in printed document" are both maked "X".


Examples of expressions of prevision in 3GPP specifications


To ensure that everybody else understands your proposed chnaged the same way that you do, it is very important to keep to the following rules:


SHALL: To be used to indicate a requirement. e.g. "The ME shall reset the USIM" is correct Do not use "The ME resets the USIM" or "the ME must reset the USIM"


SHOULD: To be used to indicate recommendation. i.e. if, among several possibilities one is recommended as particularly suitable, without mentioning or excluding others, or that a certain course of action is preferred but not necessarily required, or that (in the negative form) a certain possibility or course of action is deprecated but not prohibited.


MAY: To be used to indicate permission. To be used instead of phrases such as "is permitted", "is allowed" or is permissible". The opposite of "may" is "need not".


CAN: To be used to indicate possibility and capability. To be used instead of phrases such as "be able to", "there is a possibility of" or "it is possible to".


A more detailed guide to the 3GPP drafting rules can be found on the 3GPP server at:



ftp://ftp.3gpp.org/information/drafting-rules.pdf

ANNEX A   
The CR cover sheet


This annex provides further information on how to fill out the cover sheet of a CR.


The header:


a)
The header, including the TSG or Working Group, the tdoc number (normally obtinaed from the 3GPP support team) and the meeting location and date.


The title box:


b)
The change request number. This is a 3 digit number and is allocated by the 3GPP support team project manager of the relevant WG. For GSM specifications, it is prefixed with an "A"


c)
The 3G or GSM specification number (e.g. 21.111 for 3G or 12.05 for GSM).


d)
The TSG or SMG plenary meeting to which this CR will be submitted to if it gets agreed at the WG meeting. 


e)
for approval/for information: one box only shall be marked with an "X"


Proposed change affects:


f)
At least one box shall be marked with an "X"


Source:


g)
The company name of the author of the CR. If the CR has already been agreed at a Working groups or sub working group, meeting, the subgroup name ( and Tdoc number) should be used instead.


Subject:


h)
One line (only) of concise text that describes the subject of the CR. Details should be put under "reason for change"



good examples:
"Clarification to FETCH command"






"Alignment of operation and parameter names"



recently used



bad examples:
"correction"






"editorial correction"






"correction to TS xxx.yy"






"various improvements"


Work item:



h)
The name of the 3G work item for which the CR is relevant.


Category and release:


i)
Choose one category only


Reason:


j)
This should be 1 to 10 lines of text that describes in further detail the reasons why the change is necessary and how the change is done.


Clauses Affected:


m)
Each subclause that is affected by the change should be listed here. New subclause number can be followed by " (new) ".


Other specs affected:


n)
Other 3G core specifications: to be used if the CR is linked to a CR for another 3G specification.
Other 2G core specifications: to be used if a CR is also needed for a GSM or other 2G specification.



MS test specifications: to be used if a change is needed to the MS test specifications.



BSS test specifications: to be used if a change is needed to the base station test specifications.



O&M specifications: to be used if a change is needed to O&M specifications.



When listing other CRs in part n) use, for example, the form "21.111-CR001" or "12.05-A123"


______________________________________


How to create a CR for 3G or SMG specifications.


File location: http://ftp.3gpp.org/information/3gCRF-??.doc





